	
3GPP TSG-SA3 Meeting #125																			draft_S3-254575-r1444
Dallas, US, 17 – 21 November 2025

Source:	Samsung
Title:	FL member authorization for AIMLE services
Document for:	Approval
Agenda item:	5.2.3
Spec:	3GPP TR 33.786
Version:	0.1.0
Work Item:	FS_AIMLE_SEC

Comments
This pCR proposes solution for key issue#1.

* * * First Change * * * *
[bookmark: _Toc211870273][bookmark: _Toc212013902]6.Y	Solution #Y: FL member authorization for AIMLE services
[bookmark: _Toc528155245][bookmark: _Toc102752619][bookmark: _Toc205553957][bookmark: _Toc211870274]6.Y.1	Introduction
As specified in TS 23.482[3], the FL members consuming the AIMLE services are AIMLE or VAL server or VAL clients. There are several procedures defined such as ML model retrieval, ML model training, FL member registration, event subscription, AIMLE client registration/discovery/selection/participation so on.
As most of the interaction is between AIMLE client to AIMLE server or VAL server to AIMLE server, it is proposed to re-use the SEAL and VAL service authorization procedure as specified in TS 33.434[2].

[bookmark: _Toc528155246][bookmark: _Toc102752620][bookmark: _Toc205553958][bookmark: _Toc211870275]6.Y.2	Solution details
For any interaction between AIMLE clients and the AIMLE server, the AIMLE client is provided with the access token by the SIM-S as specified in 5.2 of clause 33.434[2].
For any interaction between VAL server and AIMLE server (eg., model training), the VAL server is provisioned with an access token by out of band means which is scoped for accessing AIMLE server same as defined for VAL server accessing SEAL key management services in clause 5.3 of TS 33.434[2].
Editor’s Note: Clarification on interaction between VAL server and AIMLE server is FFS.
For any interaction between VAL server or AIMLE server and ML repository (eg., FL member registration), the VAL server or AIMLE server is provisioned with an access token by out of band means which is scoped for accessing ML repository same as defined for VAL server accessing SEAL key management services in clause 5.3 of TS 33.434[2].
For the procedures like AIMLE client selection/participation or FL member (AIMLE clients) grouping, the AIMLE client is already registered towards ML repository/AIMLE server through SEAL service authorization as specified in 5.2 of clause 33.434[2], no additional authorization procedure is required.
Editor’s Note: Who performs the role of Authorization Server is FFS.

Editor’s Note: Further details on how the solution addresses the overall scope of AIMLE procedures between AIMLE members (FL members) related to KI#1 is FFS.

[bookmark: _Toc528155247][bookmark: _Toc102752621][bookmark: _Toc205553959][bookmark: _Toc211870276]6.Y.3	Evaluation
TBD

* * * End of Changes * * * *

