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1	Decision/action requested
This contribution proposes clarifications to resolve EN in Security assumption in TR 33.786.
2	References
[1]	3GPP TS 23.482, "Functional architecture and information flows for AIML Enablement Service".	
[2]	3GPP TS 33.434, "Security aspects of Service Enabler Architecture Layer (SEAL) for verticals".
[3]	3GPP TR 33.786, "Study on AIML Enablement Service Security", Release-20".
3	Rationale
TR 33.786 [3] has the following EN in the Security assumptions clause hence this pCR provides the clarification by adding the AIMLE architecture from TS 23.482 [1] and clarifies the authorization server role from both SA6 spec [1] and SA3 SEAL Security specification TS 33.434 [2].
Editor’s Note: Further details on which server performs the role of an Authorization Server is FFS.
Observation 1:
TS 23.482 Clause 5.2.1.1 Service-based AIMLE architecture representation states:
‘The AIMLE server as well as ADAES is deployed as a SEAL server; hence enhancements to SEAL architecture (as specified in 3GPP TS 23.434 [5]) are needed to incorporate the AIMLE service. Figure 5.2.1.1-3 illustrates the service-based representation including AIMLE server as part of the SEAL framework.


Figure 5.2.1.1-3: SEAL functional model representation using service-based interfaces and including AIMLE function’
Observation 2:
B.3.4	Authorization framework states
‘After successful authentication, the SIM-C shall request and receive an access token from the SIM-S’
B.3.3	SEAL service authorization states
‘SEAL Service Authorization procedure shall validate the VAL user to access the SEAL services. In order to gain access to SEAL services, the SEAL client shall present an access token to the SEAL server for each service of interest. If the access token is valid, then the client shall be granted to use the service.’
Therefore, it is clarified that SIM Server (with AIMLE functions) or AIMLE Server (with SIM functions) perfroms the role of Authorization Server.
4	Detailed proposal
SA3 is kindly requested to agree on the pCR below to TR 33.786

***** Start of Change 1*****
[bookmark: _Toc211870249]4	Security Assumptions
The AIMLE security should use authorization aspects specified in TS 33.434 [2] as baseline.
Editor’s Note: Further details on which server performs the role of an Authorization Server is FFS.
The AIMLE server is deployed as a SEAL server, hence SEAL architecture is enhanced to incorporate the AIMLE service as shown below, where Figure 4-1 illustrates the service-based representation including AIMLE server as part of the SEAL framework as described in TS 23.482 Clause 5.2.1.1 [3].


Figure 4-1: SEAL functional model representation using service-based interfaces and including AIMLE function


***** End of Change 1*****
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