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* * * First Change * * * *

[bookmark: _Toc211892426][bookmark: _Toc211951720][bookmark: _Toc211952262]6.X		3GPP Considerations
Almost all the adopted drafts mentioned in clauses 6.2, 6.3, 6.4, 6.5, and 6.7 are stable and ready for use in 3GPP systems.

3GPP will consider the lifecycle management of long-lived PKIs, especially the lifespan of certificates.

3GPP will consider choosing at least two suitable standardized algorithms, if available, for the same purpose (e.g., key exchange and authentication) with different constructions so that cryptanalytic breakthroughs against one algorithm does not directly apply against the other algorithm(s).

· 
· 
· 
Editor’s Note: Further 3GPP considerations are FFS. 
Editor’s Note: This clause does not include any conclusions. 

* * * End of Changes * * * *

