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Comments
This contribution proposes evaluation of solution #6 in TR 33.703. 

* * * First Change * * * *
[bookmark: _Toc211892476][bookmark: _Toc211951770][bookmark: _Toc211952312]7.2.1.6.3	Evaluation
TBD
This solution is reminiscent of hybrid cryptography in that it relies on two different cryptographic components. However, the combination of these mechanisms is highly unconventional here because some keys, e.g. the MAC key, are derived from one component (namely the ECIES scheme) alone. It concretely means that it is sufficient to break one of these components to break the whole SUCI security. In particular, an adversary equipped with a quantum computer can break the ECIES scheme and thereby get the MAC key. With this key, it can forge new MACs, removing any integrity assurance.   It therefore seems that the proposed solution does not comply with the general principle stating that a hybrid system should remain secure as long as one of its components is secure. 
[bookmark: _Hlk213346011]Editor’s Note: Further evaluation is FFS.

* * * End of Changes * * * *
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