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* * * First Change * * * *
X.2.2.Y	Failed topology hiding
- Threat name: Failed topology hiding.
- Threat Category: Information Disclosure.
- Threat Description: If a NR Femto SeGW fails to perform the topology hiding for core network entities, the core network topology information will be exposed to NR Femto nodes.
- Threatened Asset: Configuration data of core network.
* * * End of Changes * * * *
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