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* * * First Change * * * *
X.2.1	Critical assets
In addition to the critical assets of a GNP described in clause 5.2 of the present document, the critical assets specific to the NR Femto SeGW to be protected are:
-	NR Femto SeGW Application
-	Location information of NR Femtos stored in NR Femto SeGW: the public IP address of the broadband access device provided by the NR Femto; the IP address and/or access line location identifier provided by broadband access provider; information of the neighbouring cells surrounding the NR Femto; geo-coordinates provided by a GNSS receiver embedded into the NR Femto and so on, etc.
-	The interfaces of NR Femto SeGW whose data needs to be protected and which are within SCAS scope: 
-	interface between NR Femto SeGW and NR Femto
-	interface between NR Femto SeGW and NR Femto management system
-	interface between NR Femto SeGW and NR Femto gateway
-	interface between NR Femto SeGW and AUSF/UDM
-	console interface, for local access: local interface on NR Femto SeGW
-	NR Femto SeGW Software: binary code or executable code 
* * * Second Change * * * *
X.2.2.Y	Failed topology hiding
- Threat name: Failed topology hiding.
- Threat Category: Information Disclosure.
- Threat Description: If a NR Femto SeGW fails to perform the topology hiding for core network entities, the core network topology information will be exposed to NR Femto nodes.
- Threatened Asset: Configuration data of core network.
* * * End of Changes * * * *


