	
3GPP TSG-SA3 Meeting #125																	draft_S3-254144-r1
Dallas, US, 17 – 21 November 2025

Source:	ZTE
Title:	Pseudo-CR on Test case related to topology hiding for SCAS_Femto_SeGW
Document for:	Approval
Agenda item:	5.1.6
Spec:	TS 33.547
Version:	v0.1.0
Work Item:	SCAS_Femto_SeGW

Comments
Add a test case related to topology hiding for SCAS_Femto_SeGW.

* * * First Change * * * *
4.2.2.1.	Topology hiding
Requirement Name: Topology hiding 
Requirement Reference:  TS 33.545 [4], clause 5.7
Requirement Description:
The SeGW shall hide the 5GC topology so that the core network topology information is not inadvertently exposed to the NR Femto.
Threat References: Failed topology hiding
Test case: 
Test Name: TC_TOPOLOGY_HIDING
Purpose:
Verify that the SeGW hide the topology information of the core network. 
Procedure and execution steps:
Pre-Conditions:
- 	A SeGW is connected in emulated/real network environment.
-	A NR Femto and an AAA-server are connected in emulated/real network environment.
-	Address mapping information is configured in the SeGW.
Execution Steps
1.	The tester triggers the NR Femto to initiate an hosting party authentication between the NR Femto and the core network.
2.	The SeGW under test receives the AAA protocol message from the AAA-server, hides the address information of the core network entities and sends the AAA protocol message to the NR Femto.
3.	The tester checks the topology information in the AAA protocol message sent from the SeGW under test to the NR Femto.
Expected Results:
The SeGW hides the network topology of the core network entities.
Expected format of evidence:
Evidence suitable for the interface, e.g., pcap file or screenshot containing the operational results.
* * * End of Changes * * * *

