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Comments
The contribution proposes enhancements to solution 6.1.5 to resolve the open ENs. In particular, due to the options selected in SA2, it is proposed to resolve the first editor notes by adding more details in section 6.1.5.1 and the detail workflow in section 6.1.5.2.1. Additionally, section 6.1.5.2.2 is added to cover all possible use cases defined in SA2 and also resolve the second editor’s note of the introduction section.


* * * First Change * * * *
[bookmark: _Toc211859902][bookmark: _Toc107843136][bookmark: _Toc207652212]6.1.5 	Solution #1.5: authorize sensing service request using OAuth-based authorization mechanism
[bookmark: _Toc211859903]6.1.5.1	Introduction 
The solution addresses KI#1 to authorize sensing service request from the sensing service consumer
Key issues related to System Architecture to Support Sensing, Authorization and Revocation to Support Sensing Service, and Sensing Result Exposure are studied in TR 23.700-14 [2]. Based on solutions for those KIs, a sensing service consumer may access sensing service from sensing function  indirectly via NEF. For example, if the sensing service consumer is external AF, it accesses the sensing function through NEF. The sensing service request may trigger operation or revocation of sensing on specific object in specific area at specific accuracy level during specific time, or subscribe to specific sensing result. Sensing service authorization polices are defined in some solutions, and local policies-based authorization is also discussed in some solutions. 
If the sensing service consumer is external AF, as specified in clause 12 of TS 33.501 [5], the NEF shall authorize the requests from AF using OAuth-based authorization mechanism, the specific authorization mechanisms shall follow the provisions given in RFC 6749 [8]. When the NEF supports CAPIF for external exposure as specified in clause 6.2.5.1 in TS 23.501[9], then CAPIF core function shall choose the appropriate CAPIF-2e security method as defined in the sub-clause 6.5.2 in TS 33.122[10] for mutual authentication and protection of the NEF – AF interface.
If the sensing service consumer is an AF inside the operator’s domain, according to clause 13 of TS 33.501 and clause 6.2.10 of TS 23.501, OAuth 2.0 based authorization is reused. Static authorization is based on local authorization policy at the SF and can be used when token-based authorization is not used. 
In general, OAuth 2.0 based authorization can be reused to authorize sensing service request from sensing service consumer.
Editor’s Note: As sensing architecture and procedures, and sensing authorization policies are still under discussion in TR 23.700-14 [2], where to retrieve sensing authorization policies, which network function and how to authorize the content of sensing service request by using OAuth 2.0 based authorization is FFS.
6.1.5.2	Solution details
6.1.5.2.1 	Sensing service consumer is an AF inside the trusted domain


Precondition:
· OAM provisions sensing authorization policies in NRF enabling which sensing consumers are allowed to access / trigger what type of sensing operation on which kind of object in which area at which time with what level of accuracy.
· SF registers to NRF with NF profile including supporting sensing objects, sensing area, sensing accuracy, etc.
· AF registers to NRF with profile including NF/AF Id, type, location, etc.
1. AF sends request to NRF to discover potential sensing functions for the required sensing service.
2. AF sends Access token request for Sensing Service (e.g. sensing service type, sensing service area, sensing duration, sensing quality of service requirements)
3. NRF Authorizes the request based on the required sensing service, area, duration, accuracy, sensing consumer profile and preconfigured policies, etc.
4. NRF sends Access Token response including sensing related claims
5. AF sends sensing service request to a discovered SF with access token got in step 4
6-8. SF validates the token, triggers sensing operation and sends response to the AF.  
Editor’s Note: the architecture and workflow needs to inline to SA2.
6.X.Y.2.2 Sensing service consumer is external AF


Precondition:
· OAM may provision operation access control policies and sensing authorization policies in NEF, enabling which AFs are allowed to access what type of sensing operation on which kind of object in which area at which time with what level of accuracy.
· SF registers to NRF with NF profile including supporting sensing objects, sensing area, sensing accuracy, etc.
1. SSC sends Sensing Service Request (e.g. sensing service type, sensing service area, sensing duration, sensing quality of service requirements), with the access token obtained from the Authorization Server.
NOTE: if CAPIF is supported, the token will be generated by CCF, which will be aware of the sensing policies.
2-4. If the information in the access token is not sufficient to authorize the request, NEF retrieves detail sensing authorization polices from other sensing specific policy function, and retrieve sensing services registered to NRF, and authorizes the request based on the required sensing service against available sensing services got from NRF, sensing consumer information, operation access control policies and sensing authorization policies.
5-6. NEF discovers a SF based on the request and forwards the sensing service request to the SF, and sends response to the SSC.
NOTE: NEF follows existing discovery and authorization procedure defined in TS 23.502 and 33.501 to discover and access the SF.
7. SF triggers sensing operation.    
Editor’s Note: the architecture and workflow need to inline to SA2
[bookmark: _Toc107843139][bookmark: _Toc207652216]6.X.Y.3	Evaluation
Editor’s Note: Each solution should motivate how the potential security requirements of the key issues being addressed are fulfilled.

* * * End of Changes * * * *
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