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**Comments**

This contribution proposes to update the scope.

**Proposed Changes**

\* \* \* First Change \* \* \* \*

# 1 Scope

The present document studies the security when a PLMN hosts an NPN with dedicated NFs deployed in the PNI-NPN operational domain, including:

1. identify key issues and potential security requirements for the scenario of PLMN hosting a NPN where the interfaces between PLMN operational domain and PNI-NPN domain include N9. And develop solutions to address the identified security requirements.
2. Evaluate if security recommendations given in TS 33.501 annex AB apply to the scenario of PLMN hosting a NPN where more CP functions (except AMF, SMF, UDM) are deployed in PNI-NPN domain.

\* \* \* End of Changes \* \* \* \*