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1
Decision/action requested

This contribution proposes a solution for the Key Issue #1 of TR 33.701.
2
References

[1]
3GPP TR 33.701
v0.2.0

3
Rationale

This contribution proposes a solution to address the Key Issue #1 of TR 33.701 [1].

4
Detailed proposal

It is proposed that SA3 review and approve the following pseudo-CR to TR 33.701 [1]. 

*** START of CHANGE ***

5.X
Solution #X: configuration in UE per country
This solution addresses the Key Issue #1. 

5.X.1
Introduction
This solution prevents bidding down attacks and addresses roaming scenarios. 

The solution relies only on information stored in the UE: configuration information stored on the USIM and location information known by the UE. The solution does not rely on information sent by a base station, as this base station could potentially be a false base station. 
5.X.2
Details:
Initial conditions

· The USIM is configured with a list where each entry indicates one or several access technologies (e.g. UTRAN or GERAN) forbidden in a defined country. This list can also contain specific entries: 
· To define one or several access technologies forbidden by default in case that the country, identified by the UE according to the location of the UE, is not listed. 

· To define one or several access technologies forbidden when the location of the UE cannot be determined by the UE. 
· For each entry of the list, it is possible to provide additional information on the policy to apply, e.g
·  It could be indicated if the policy applies to either PLMN, or NPN, or both. 
· It could be possible to determine a specific behavior of the UE in case that the technology is forbidden, e.g. to define a warning message to the user instead of blocking the access.
· It could be possible to define service types remaining allowed if the access technology is forbidden for a defined country, e.g. emergency calls.
During the network selection procedure, which takes place before registration, 
· The UE determines the country where the UE is located thanks to the location information known by the UE. 
· The UE checks that the proposed access technology to establish the communication is not forbidden by the list stored in the USIM. If the access technology is forbidden according to the list in the USIM, the UE does not consider this network as candidate for the network selection procedure. 
The content of this file is under the control of the home operator. The file could be updated by means of OTA mechanism. 

A second file under the control of the user could also configured in the USIM. 
5.X.3
Evaluation

This solution addresses the Key Issue #1 and roaming scenarios.
The solution relies only on information stored in the UE: configuration information stored on the USIM and location information determined by the UE. The solution avoids relying on information sent by a base station, as this base station could potentially be a false base station providing for example fraudulent SMS or phone call. 
The solution puts burden on the operator to update the list. 
The ability for a UE to determine its location is already defined in 3GPP, e.g. for NTN communications. 

Editor's Note: It is FFS how the location information is known by the UE.
Editor's Note: It is FFS whether the roaming is part of this document.
*** END of CHANGE ***

