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1	Overall description	Comment by Ericsson-r1: This text was the converged text in SA3#115 (Athens). 
SA3 would like to thanks to CT4 for the questions. Please find the answer in below.
Question1: Should the above user cases be considered as valid failure cases?
Answer1: 
From an SA3 perspective, the AMF will respond either with an acknowledgement message or a failure message. 
The acknowledgement message is to tell the UDM that the AMF is currently handling or will initiate the primary authentication. The response message is used to tell the UDM that the AMF will not initiate the primary authentication based on the request.
With respect to the specific Questions asked by the incoming LS, below are the provided responses. 
From SA3 perspective, case 2 shall be treated as failure case, the (source) AMF informs the UDM a failure response. 
In any case for cases 1, 3 and 4, the AMF receiving the authentication notification message sends acknowledgement response message to the UDM. 
For case 5 it is up to the AMF local implementation whether to acknowledge the request (e.g. AMF may have planned paging of UE) or send an error back to UDM to trigger the UDM to take immediate action as already specified in 33.501, 6.1.5 (e.g. try AMF of another access.
Question2: Does SA3 see any need of differentiated handling in the UDM in each failure case? Or, what’s the expected UDM behaviour from the SA3 point of view?
[bookmark: _Hlk160108009]Answer2: From SA3 perspective, when UDM requests to authenticate the UE, it means a situation that can only be addressed by authenticating the UE. The UDM handles the cases of the acknowledgement and the failure according to the existing specification in 33.501, 6.1.5. Currently, SA3 does not see there is any difference in handling the different failure cases in the existing specification. If CT4 sees the need, please take the above principle into account.
2	Actions
To CT4
ACTION: SA3 kindly requests CT4 to take the above information into account.
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SA3#117	19 - 23 August 2024		Maastricht (Netherlands)
SA3#118	14 - 18 October 2024		TBD (India)

