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1
Decision/action requested

It is requested to add the security architecture and assumption for FS_AIOT _SEC in TR 33.713.
2
References

[1]
3GPP TR 33.713: "Study on Security Aspect of Ambient IoT Services in 5G"
[2]
SP-240506: "New SID on Security Aspect of Ambient IoT Services in 5G"
3
Rationale

This pCR introduces the architecture and security assumptions for FS_AIOT_SEC in TR 33.713 [1], which provides a foundation when studying the security of 5G Ambient IoT services.
As mentioned in the objective of SP-240506 [2] and clause 1 of TR 33.713 [1], the potential security solutions should take AIoT device constraints into account.
The present document identifies potential threats and security requirements to enable AIoT services for various use cases. Consideration for the energy and complexity constraints of AIoT devices is taken into account in identifying and developing potential security mechanisms to support AIoT services. Specifically, the present document focuses on the following: 

3. Develop potential solutions that fulfill the security requirements, taking into account AIoT device constraints agreed upon in other 3GPP working groups. 
4
Detailed proposal

*************** Start of the 1st Change ****************
4
Architecture and Security Assumptions




The following architecture and security assumptions are applied to the study:

· The architecture assumptions and requirements for Ambient IoT services as defined in TR 23.700-13 [4] are used as architecture assumptions in this study.
· 

*************** End of the Changes ****************
