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\*\*\*\*\*\*\*\*\*\*\*\* START OF CHANGES\*\*\*\*\*\*\*\*\*\*\*

## 6.8 Notification about AKMA service disabling

This procedure is used when the AKMA sessions have already been started (before roaming was detected), and as soon as PLMN change is detected at the AAnF, the AAnF may execute this procedure based on the roaming policy.



Figure 6.8.1-1: AAnF notification to AF about AKMA service disable

1. UE registers with a (H)PLMN.

2. UE is accessing the AF and key material is provided to AF as described in 6.2.1. While accessing the AAnF, AF may also provide the Notification URI.

3. UE is getting registered in a VPLMN and AAnF detects the PLMN change via the Nudm\_EventExposure\_Notification received from UDM.

4. AAnF determines if AF(s) have subscribed to receive notifications for AKMA service disabling and/or roaming policy is configured and restrict the AKMA access in the VPLMN; if yes, steps 6 and 7 are executed. Otherwise, steps 6 and 7 are skipped.

5. If AF(s) are determined at step 5, the AAnF shall send notifications to the subscribed AF(s) about AKMA roaming via Naanf\_AKMA\_ServiceDisableNotification with A-KID.

7. The AF shall send the response and based on the notification and internal policy, the AF may stop the UE service, may stop the encryption.

NOTE: By stopping the encryption (e.g., TLS 1.2 NULL cypher negotiation), LI interception could work in the VPLMN.

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*NEXT CHANGES\*\*\*\*\*\*\*\*\*\*\*\*\*\*

### 7.1.5 Naanf\_AKMA\_ApplicationKey\_ AnonUser\_Getservice operation

**Service operation name:** Naanf\_AKMA\_ApplicationKey\_AnonUser\_Get.

**Description:** The NF consumer requests only the AKMA Application Key from the AAnF. This service is for allowing anonymous user access to the AF based on A-KID (i.e., UE identification is not required at the AF). The A-KID functions as a temporary user identifier.

**Input, Required:** A-KID, AF\_ID

**Input, Optional:** Service Disable URI.

**Output, Required:**

**Output, Optional:** KAF, KAF expiration time, or failure indication.

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*NEXT CHANGES\*\*\*\*\*\*\*\*\*\*\*\*\*\*

\*\*\*\*\*\*\*\*\*\*\*\* END OF CHANGES\*\*\*\*\*\*\*\*\*\*