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1
Decision/action requested

This contribution proposes to add scope to TR 33.757.
2
References

3
Rationale

The contribution proposes to add scope to TR 33.757.
4
Detailed proposal

It is suggested to approve the following change.

*************** Start of the change ****************

1
Scope


The present document studies the security when a PLMN hosts an NPN with dedicated NFs deployed in the customer domain. A NPN customer may deploy on-premises NFs, or hosted NFs which reside in thrid-party premises, or both. A PLMN hosting an NPN is an example of a Public Network Integrated NPN (PNI-NPN). The term PNI-NPN applies to this study of a PLMN hosting an NPN.

More specifically, this document will:

-
identify key issues and potential security requirements for the scenarios of PLMN hosting an NPN with dedicated NFs deployed in the customer domain. Related dedicated NFs may be described in the key issues.
-
if necessary, develop solutions to address the identified requirements.

*************** End of the change ****************

