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### 6.3.7 Procedure of UE privacy verification for UE-only operation

For UE-only Operation in which the network is not involved in Ranging/Sidelink positioning, the authorization for UE privacy is based on the local configured privacy verification information to determine whether its location related information can be exposed to the peer UE and/or a SL Positioning Server UE or not. If the privacy profile allows location exposure, the UE (e.g. Located UE) accepts the request to expose its location related information and proceeds. In case the location related information of the UE is requested via a supplementary RSPP signalling message by a SL Positioning Server UE either directly or via another UE, the SL Positioning Server UE shall include its User Info ID in the supplementary RSPP signalling message.