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Comments
It is proposed to add new solution on using NCAx as cipher and integrity algorithm.

Proposed Changes
* * * First Change * * * *
[bookmark: _Toc214976973]6.Y	Solution #Y: Using NCAx as cipher and integrity algorithm
[bookmark: _Toc205543654][bookmark: _Toc214976974]6.Y.1	Introduction
This solution addresses Key issue #2: AEAD algorithm interface.
[bookmark: _Toc205543655][bookmark: _Toc214976975]6.Y.2	Solution details
It is assumed that key (256-bits KAEAD) has been generated and algorithm negotiation has been performed between UE and network, it is agreed to use AEAD algorithm NCAx as cipher and integrity algorithm.

[bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: _GoBack]To use 256-NCAx as both cipher and integrity algorithm, inputs and outputs to the algorithm interface as specified in TS 35.240 [2], TS 35.243 [3], or TS 35.246 [4] for 256-NCAx are set as follows, illustrated here with algorithm input and output parameters of 5G set as an example.
· The input KEY is set to 256-bits KAEAD.   
· The COUNT input is set to NAS COUNT for NAS or PDCP COUNT for PDCP.
· The BEARER input is set to the NAS connection identifier for NAS or BEARER ID for PDCP.
· The DIRECTION bit input is set to 0 for uplink and 1 for downlink.
· The MODE input is set to 0 
NOTE: Sender of message sets MODE to 0 while receiver of message sets MODE to 1.
· MAC_BYTES is set to the length of MAC-I.
· Associated Authentication Data (AAD) is set to the bit string of message to be only integrity protected.
· AAD_LENGTH input is set to the length of AAD.
· MESSAGE input is set to the bit string of message to be both integrity and encryption protected. 
· MESSAGE_BYTES is set to the length of the message. 
Outputs to the algorithm interface are as follows:
· For the sender, the output parameters are ciphertext and MAC-I.
· For the receiver, the output parameters are cleartext and the XMAC-I.
· [bookmark: OLE_LINK6]


[bookmark: _Toc205543656][bookmark: _Toc214976976]6.Y.3	Evaluation
Inputs and outputs of the above solution conform to the inputs and outputs as specified in TS 35.240 [2], TS 35.243 [3], and TS 35.246 [4] for 256-NCAx algorithms. No further evaluation is warranted.

* * * End of Change * * * *

