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Comments
This document proposes a new solution for key issue #4.

* * * First Change * * * *
[bookmark: _Toc214873199][bookmark: _Toc214873270]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".
[3]	3GPP TS 33.122: "Security aspects of Common API Framework (CAPIF) for 3GPP northbound APIs".
[4]	3GPP TR 23.700-43: "Study on CAPIF Phase 4"


* * * Next Change * * * *
6.Y	Solution #Y: Enabling Certificate Renewal<Title>
[bookmark: _Toc214873271]6.Y.1	Introduction 
This solution addresses the requirements identified in KI#4.
Editor’s Note: Whether the solution addresses all the use cases of the KI#4 is FFS
[bookmark: _Toc214873272]6.Y.2	Solution details

Certificate renewal procedure for the API invoker certificate: The CCF provides a service API which gets certificate renewal request from the API invoker. The request can include a new public key of the API invoker or a 3rd party issued new certificate of the API invoker. If the request includes a public key, the CCF provides a new certificate for the API invoker. If the request includes a new certificate, the CCF checks the identifiers in the new and old certificate and if the check is successful then stores the new certificate in the API invoker profile.
Revocation of the API invoker certificate: It is proposed to leave the handling of issuing new certificates for the revoked certificate of the API invoker out of 3GPP scope. 


[bookmark: _Toc214873273]6.Y.3	Evaluation



TBD
* * * End of Changes * * * *

