	Agenda 
	Topic 
	TDoc 
	Title 
	Source 
	NOTES

	4.1.2 
	Service Based Architecture 
	S3‑240648 
	Clarifications on NRF and NFp checks 
	Nokia, Nokia Shanghai Bell 
	Merged into revision of 661

	  
	  
	S3‑240661 
	Consistency Between NF Profile and Certificate 
	Ericsson, Deutsche Telekom, China Telecom, KDDI 
	To be revised.  Need a new revision number

	  
	  
	S3‑240662 
	Clarification of input parameter verification for token-based authorization 
	Ericsson, Deutsche Telekom, KDDI 
	Merged into revision of 661

	  
	  
	S3‑240660 
	Terminology correction 
	Ericsson 
	Ericsson to check with Huawei to see if changes are needed.

	  
	  
	S3‑240644 
	Clarifying N32f and N32c correlation need 
	Nokia, Nokia Shanghai Bell 
	Not pursued.

	4.1.9 
	Security Aspects of eNPN 
	S3‑240291 
	Resolution of EN concerning the content of AN-parameters. 
	Nokia, Nokia Shanghai Bell, Ericsson, Huawei, HiSilicon, ZTE 
	To be revised

	  
	  
	S3‑240627 
	Corrections to NSWO with CH AAA 
	Ericsson 
	To be revised. Huawei to confirm whether addition of Steps 14 – 16 are needed after the revision.

	  
	  
	S3‑240653 
	Resolution of EN concerning indication from UDM to AUSF to select authentication with external credential holder 
	Nokia, Nokia Shanghai Bell 
	To be revised.  Need to correct the Category

	  
	  
	S3‑240654 
	Resolution of EN concerning indication from UDM to AUSF to select authentication with external credential holder 
	Nokia, Nokia Shanghai Bell 
	To be revised.  Need to correct the Category

	  
	  
	S3‑240655 
	Replacing SUPI with SUCI in I.10.2.2 
	Ericsson 
	To be revised. Need to check if similar changes in other clauses are needed. Changing SUPI to SUCI also requires some logic changes.

	  
	  
	S3‑240656 
	Replacing SUPI with SUCI in I.10.3.2 
	Ericsson 
	To be revised.  Need to check if similar changes in other clauses are needed.

	4.1.10 
	Security Aspects of Enhancement of Support for Edge Computing in 5GC 
	S3‑240584 
	Discussion paper on DNS security 
	Nokia, Nokia Shanghai Bell 
	Discussion paper to be NOTED.

	  
	  
	S3‑240632 
	DNS security aspects 
	Ericsson 
	Discussion paper to be NOTED.

	  
	  
	S3‑240238 
	Reply LS on DNS over TLS (DoT) and DNS over HTTPS (DoH) 
	S2-2313793 
	Replied to in Revision of 587.

	  
	  
	S3‑240547 
	Reply LS on DNS over TLS (DoT) and DNS over HTTPS (DoH) 
	Huawei, HiSilicon 
	Merged into revision of 587.

	  
	  
	S3‑240587 
	LS reply on DNS over TLS (DoT) 
	Nokia, Nokia Shanghai Bell 
	To be revised.

	  
	  
	S3‑240585 
	Revert the Annex P of TS 33.501 to Informative 
	Nokia, Nokia Shanghai Bell, Ericsson 
	Merged into revision of 588.

	  
	  
	S3‑240586 
	Revert Annex P of 33.501 to Informative Rel18 
	Nokia, Nokia Shanghai Bell, Ericsson 
	Merged into revision of 589.

	  
	  
	S3‑240588 
	Details of the DNS security mechanism in EDGE computing (non-roaming) 
	Nokia, Nokia Shanghai Bell 
	To be revised. Revision to make it explicit that UE support is mandatory, to simplify last paragraph, and to check with Ericsson if changes to last paragraph are acceptable.

	  
	  
	S3‑240589 
	Details of the DNS security mechanism in EDGE computing (non-roaming) 
	Nokia, Nokia Shanghai Bell 
	To be revised with similar changes as to 588.

	  
	  
	S3‑240590 
	Details of the DNS security mechanism in EDGE computing (roaming) 
	Nokia, Nokia Shanghai Bell 
	To be revised with similar changes to 588.

	4.1.11 
	Security aspects of Uncrewed Aerial Systems 
	S3‑240234 
	Clarification related to reliable location 
	S2-2309698 
	To be replied to.

	  
	  
	S3‑240638 
	Reply LS on Clarification related to reliable location 
	Ericsson 
	Not treated.

	  
	  
	S3‑240351 
	Reply LS on Clarification related to reliable location 
	Nokia, Nokia Shanghai Bell 
	Not treated.

	  
	  
	S3‑240481 
	Reply LS on Clarification related to reliable location 
	Huawei, HiSilicon 
	Not treated.

	  
	  
	S3‑240482 
	Clarification related to reliable location 
	Huawei, HiSilicon 
	Not pursued.

	  
	  
	S3‑240483 
	Clarification related to reliable location 
	Huawei, HiSilicon 
	Not treated.

	  
	  
	S3‑240429 
	Clarification to direct C2 security for unicast 
	Huawei, HiSilicon 
	Not treated.

	  
	  
	S3‑240431 
	Align UUAA with TS23.256 due to removal of uavAuthenticated IE 
	Huawei, HiSilicon 
	Not treated.

	  
	  
	S3‑240432 
	Align UUAA with TS23.256 due to removal of uavAuthenticated IE 
	Huawei, HiSilicon 
	Not treated.

	  
	  
	S3‑240637 
	Rel18-Clarification on reliable location information 
	Ericsson 
	Not pursued.

	  
	  
	S3‑240767 
	Cleans up AMF and SMF relation for UUAA 
	Lenovo 
	Not treated.

	  
	  
	S3‑240768 
	Cleans up AMF and SMF relation for UUAA 
	Lenovo 
	Not treated.

	  
	  
	S3‑240825 
	Adding the missing Xn-U interface 
	Qualcomm Incorporated 
	Not treated.

	5.6 
	New Study on mitigations against bidding down attacks 
	S3‑240548 
	Skeleton for TR 33.701 - Study on mitigations against bidding down attacks 
	Huawei Technologies Sweden AB 
	Approved

	  
	  
	S3‑240536 
	Draft TR 33.701 scope 
	Huawei, HiSilicon 
	Approved

	  
	  
	S3‑240569 
	key issue on decommissioning 2G/3G 
	Apple 
	Merged into revision of 699

	  
	  
	S3‑240642 
	New KI - for mitigations against Bidding Down Attacks 
	Ericsson 
	Merged into revision of 699

	  
	  
	S3‑240699 
	Key issue on 2G or 3G bidding down attack 
	Samsung 
	To be revised. 

	  
	  
	S3‑240786 
	New KI on Mitigating attack of 2G3G false base station in decommissioning scenarios 
	Xiaomi Communications 
	Merged into revision of 699. Revision need to split into two security requirements.

	  
	  
	S3‑240515 
	New KI on bidding down attack in case of decommissioning of 3G and 2G networks 
	Huawei, HiSilicon 
	Merged into revision of 699

	  
	  
	S3‑240570 
	solution on decommissioning 2G/3G 
	Apple 
	NOTED.  Apple will bring back next meeting after KI and security requirements are approved.

	5.8 
	New Study on Security for mobility over non-3GPP access to avoid full primary authentication 
	S3‑240315 
	Draft 33.702 Study on Security for mobility over non-3GPP access to avoid full primary authentication 
	Nokia, Nokia Shanghai Bell 
	Approved.

	  
	  
	S3‑240358 
	Security assumption 
	Nokia, Nokia Shanghai Bell,CableLabs 
	To be revised.

	  
	  
	S3‑240360 
	KI for UE connecting to the new TNAP 
	Nokia, Nokia Shanghai Bell,CableLabs 
	To be revised  Lenovo to provide simplified security requirements.

	  
	  
	S3‑240516 
	New KI on TNGF mobility 
	Huawei, HiSilicon 
	Merged into revision of 362.

	  
	  
	S3‑240773 
	New key issue of UE connecting TNAP 
	LG Electronics 
	Merged into revision of 369.

	  
	  
	S3‑240361 
	KI on AUN3 device connecting to the new 5G-RG 
	Nokia, Nokia Shanghai Bell,CableLabs 
	To be revised. Lenovo to provide simplified security requirement. 

	  
	  
	S3‑240520 
	New KI on AUN3 case 
	Huawei, HiSilicon 
	Merged into revision of 361.

	  
	  
	S3‑240772 
	New key issue of AUN3 device 
	LG Electronics 
	Merged into revision of 361.

	  
	  
	S3‑240362 
	KI on N5CW device connecting to the new TWAP 
	Nokia, Nokia Shanghai Bell,CableLabs 
	To be revised.

	  
	  
	S3‑240771 
	New key issue of N5CW device 
	LG Electronics 
	Merged into revision of 362

	  
	  
	S3‑240363 
	KI on UE connecting to the new WLAN AP under the same NSWOF 
	Nokia, Nokia Shanghai Bell,CableLabs 
	To be revised.

	  
	  
	S3‑240519 
	New KI on NSWO case 
	Huawei, HiSilicon 
	Merged into revision of 363.

	  
	  
	S3‑240359 
	Scope 
	Nokia, Nokia Shanghai Bell,CableLabs 
	To be revised.

	  
	  
	S3‑240364 
	copying solutions back to this TR from previous TR 
	Nokia, Nokia Shanghai Bell 
	Approved.

	  
	  
	S3‑240517 
	New solution on TNGF mobility 
	Huawei, HiSilicon 
	To be revised. Ericsson to check the revised version

	  
	  
	S3‑240518 
	conclusion on TNGF mobility 
	Huawei, HiSilicon 
	NOTED>


