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\*\*\*\*\* FIRST CHANGE\*\*\*\*\*\*

# T.3 Security of EAS discovery procedure via EASDF in non-roaming Scenario

DNS over (D)TLS as specified in IETF RFC 7858 [83] and RFC 8310 [84], shall be used to protect the discovery messages between the UE and the EASDF which is used as the DNS server for EAS discovery in the non-roaming case.

In general, the security information of the EASDF can be directly preconfigured in the UE. If the core network is used to configure the security information, the SMF is preconfigured with the EASDF security information (authentication information, supported security mechanisms, port number, etc.) and provides the security information to the UE as follows:

The SMF provides the EASDF security information to the UE via PCO.

DNS over TLS and Strict Privacy usage profile as specified in [84] should be selected by the UE and supported by the EASDF, thus the connection needs to be authenticated and encrypted. The UE requires to securely obtain the authentication information it can use to authenticate the EASDF. The authentication information should include the Authentication Domain Name (a DNS-ID), obtained for the EASDF, that later the UE can validate by comparing it with the provided EASDF PKIX certificate (inspecting the subjectAltName extension), as described in [84]. The PKIX certificate of the EASDF and the entire certification path for validation needs to be verified by the UE.

NOTE X: Other DNS over (D)TLS configuration options described in [83] and [84] are allowed and subject to the implementation.

\*\*\*\*\* END of FIRST CHANGE\*\*\*\*\*\*