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Comments
This proposal is to add evaluation in Sol#6 of TR 33.700-30.

* * * First Change * * * *
[bookmark: _Toc211890798]6.6.3	Evaluation
This solution addresses the Key Issue #1, and it applies for S&F operations with multiple satellites. In this solution,
 the UE can exchange data with multiple satellites efficiently without security risk.
The solution has the following impacts: 
Editor’s note:  Impact for key separation at UE and MME on ground is FFS. 
This solution requires the MME-ground and the UE to derive new keys (i.e. KASME* derivation based on KASME) for different satellites and the UE needs to maintain multiple NAS COUNTs. This solution requires the key transfer from MME-ground to MME-onboard.
Editor’s note:  Whether the UE computes a new NAS security context each time it connects to a new satellite is FFS.
If the UE interacts with a new satellite, it computes a new KASME* and derives new NAS keys based on the same NAS security algorithms.
The same UE context cannot be re-used across satellites because new NAS keys need to be generated by the UE. 

Each MME on-board needs to maintain a separate pair of NAS COUNTs.  


Editor’s Note: The detail on securing NAS messages using different NAS keys during handover-like process is FFS.


TBD.
* * * End of Changes * * * *

