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1	Overall description
SA3 thanks SA2 for the LS in S2-2313776. SA3 discussed the request in S2-2313776 with the following analysis.
First of all, the NEF shall authorize the SL Positioning Client UE upon receiving the Ranging/SL positioning service exposure request from the Client UE via user plane.
-	Step #2 in TS 23.586 clause 6.7.1.2.2 requires the NEF to support CAPIF. A NEF not supporting CAPIF is currently not able to perform onboarding procedure for the API invoker in the Client UE and not able to authorize the Client UE using CAPIF framework. If the NEF does not support CAPIF, it may perform service-level authorization by retrieving subscription information of the Client UE from the UDM. But this is currently not specified in TS 33.501.
-	If the NEF supports CAPIF, the authorization is performed by the AEF/NEF either by checking the authorization information in the CAPIF Core Function (CCF) (Method 1 and Method 2 in TS 33.122 clause 6.5.2) or by verifying the authorization claims in an OAuth 2.0 token (Method 3 in TS 33.122 clause 6.5.2) if provided by the Client UE. This is also service-level authorization.
After service-level authorization of the Client UE, the privacy of the to-be-measured UEs (Target/Reference UEs) for service exposure to the Client UE shall be checked.
-	Irrespective of whether CAPIF is supported or not, the privacy check of the Target/Reference UEs for service exposure to the Client UE can be performed by the GMLC at step #5 in TS 23.586 clause 6.7.1.2.2 when triggering SL-MT-LR procedure, using the method defined in TS 33.533 clause 6.3.5.
[bookmark: _Hlk159166678]-	If the NEF supports CAPIF, supposing the Target/Reference UEs are regarded as location resource owners, authorization mechanisms of API invoker on UE for Resource owner-aware Northbound API Access (RNAA) are defined in TS 33.122 under SNAPPY work item. However, the scope of UE authorization for RNAA is restricted in current Release of TS 33.122, as stated in TS 33.122 v18.2.0 clauses 6.5.3.1 and 6.5.3.2:
NOTE: In this specification, only a UE accessing its own resources is considered if the API invoker is on a UE.
If the API invoker is on a UE, the CCF shall check that the UE is accessing its own resources.
It means that UE authorization for RNAA defined in TS 33.122 cannot be applied for combined check of Client UE authorization and privacy verification of the Target and Reference UEs.
Given the above analysis, it is concluded that Client UE authorization is performed by the NEF supporting CAPIF. The privacy check of Target/Reference UEs is performed by the GMLC as defined in TS 33.533 clause 6.3.5, when it triggers SL-MT-LR procedure after receiving Ngmlc_Location_ProvideLocation Request from the NEF. SA3 made corresponding specification as agreed in the attached CR S3-240801. 
2	Actions
To SA2 
ACTION: 	SA3 asks SA2 to take the above answer and approved CR into consideration.
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