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	Based on SA2 LS reply S2-2401651, this paper proposes to solve the privacy handling of UEs for Ranging/SL positioning service exposure through PC5.
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	For UE-only Operation or before triggering SL-MO-LR for Network based operation, the target/reference UE performs privacy check based on the local configured privacy verification information to determine whether its location related information can be exposed to Client UE.
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[bookmark: _Toc48930850][bookmark: _Toc49376099][bookmark: _Toc56501548][bookmark: _Toc101349995]*************** Start of the 1st Change ****************
[bookmark: _Toc145059244][bookmark: _Toc153459188]6.3.6.3	Authorization procedure for Ranging/SL positioning service exposure through PC5
For Ranging/SL Positioning service exposure through PC5 (i.e. clause 6.7.1.1 of TS 23.586 [2]), the SL Positioning Client UE authorization is triggered by the Reference/Target UE during PC5 link establishment. The authorization can be performed by the network via the SLPKMF for ProSe capable UEs or by the Reference/Target UE if the authorization information is available in the UE.
For UE-only operation or before triggering SL-MO-LR for Network based operation, the UE1 shall send a Ranging/SL positioning request using supplementary RSPP signalling message to UE2 for privacy check for Ranging/SL positioning service exposure through PC5. The supplementary RSPP message includes Client UE's user info that is received by UE1 from the Client UE. The UE1 and UE2 shall trigger UE privacy check as described in clause 6.3.7 to determine whether their location related information can be exposed to Client UE.
If the Client UE is not authorized, the Ranging/SL Positioning service request shall be rejected.
*************** End of the Changes ****************

