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	Reason for change:
	The detailed protection of traffic between UE and SN for subsequent CPAC (SCPAC) needs to be specified.

	
	

	Summary of change:
	Add the detailed protection of traffic between UE and SN for subsequent CPAC (SCPAC).

	
	

	Consequences if not approved:
	The detailed protection of traffic between UE and SN for the subsequent CPAC (SCPAC) procedure is not supported.
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Only NR-DC requirements described in clause 6.10.4 applies to UE and SN for SCPAC.
In SNs used for SCPAC procedures, the CP is anchored in the MN and the UP traffic is encrypted and potentially integrity protected between the UE and the Target SN based on the UP security policy received from the core network. The MN and Target SN are both a gNB i.e. only NR-DC is supported in SCPAC.
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