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	Reason for change:
	1)The service area is a factor to consider in the discovery and selection of an NWDAF. The service area helps determine which NWDAF instance can provide the requested data analytics. For example, in 5.2 of TS 23.288, it is described as follows:

    "If the selected NWDAF cannot provide the requested data analytics, e.g. due to the NF(s) to be contacted being out of the serving area of the NWDAF, the selected NWDAF might reject the analytics request/subscription..."
    "If a selected NWDAF cannot provide analytics for the requested UE(s) (e.g. the NWDAF serves a different serving area), the selected NWDAF might reject the analytics request/subscription..."

Thus, the service area plays a role in NWDAF discovery and selection processes. Service area as part of Authorization is not required once NRF filters out FL clients in the discovery process
2) As per TS 23.288, The criteria for selecting FL Client NWDAFs are:

· Analytic ID of the ML model required
· FL capability Type (i.e. FL client)
· Service Area
· NF type(s) of data sources from which the FL Client NWDAF is able to
· span needed for the FL process
· Availability time requirement
· Status of FL Client NWDAF reported by NRF
· Characteristics of local training dataset
· Accuracy of the global model calculated using the local training dataset
· Time Period of Interest
So discovery process indeed filters out some of the FL clients. Filtering by NRF boosts efficiency simplifies client interactions, and centralizes control. If availability timer scope is added to authorization, NWDAF will need to handle the added complexity of interpreting and making decisions based on the availability times within the token. Therefore, while the availability time requirement is important in the overall process of selecting and discovering FL Client NWDAFs, it may not be directly involved in the authorization process itself. The NRF can filter FL Client NWDAFs based on the availability time requirement during the discovery phase.

	
	

	Summary of change:
	Remove EN related to the Service area and availability time

	
	

	Consequences if not approved:
	Ambiguity in the implementation of authorization and discovery feature

	
	

	Clauses affected:
	X.9

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	




[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc153373969]X.9	Authorization of selection of participant NWDAF instances in the Federated Learning group 
The authorization for selecting participant NWDAF instances in the Federated Learning (FL) group uses token-based authorization as specified in clause 13.4.1, with the following additions. 
Figure X.9-1 depicts the authorization mechanism for NWDAF containing MTLF acting as FL Server to initiate the Federated Learning process on the NWDAF containing MTLF(s) acting as FL Client(s). The authorization is based upon the FL capability type (FL server or FL client) provided by the NWDAF containing MTLF acting as FL server during registration, and the Analytics ID and Interoperability Indicator per Analytics ID provided by the NWDAF containing MTLF acting as FL client during registration. 
Editor’s note: The use of Service area and Availability time requirement for authorization is FFS. 



Figure X.9-1: FL Authorization for selecting participant NWDAF instances
Step 1a. The NWDAF containing MTLF acting as FL client registers to the NRF with its FL related information, including supported FL capability (FL client), Analytics ID(s) and Interoperability Indicator per Analytics ID as described in clause 5.2 of TS 23.288. 
Step 1b. The NWDAF containing MTLF acting as FL server registers to the NRF with its FL capability (FL Server). 
Step 2. The NWDAF containing MTLF acting as FL server (NF Service Consumer) sends a discovery request to NRF and receives the available NWDAFs containing MTLF acting as FL client(s) (NF Service Producer) as a response, as specified in clause 6.2C.2.1 of TS 23.288 [105].
Step 3. The NWDAF containing MTLF acting as FL server (NF Service Consumer) sends an access token request to the NRF  as specified in clause 13.4.1. The access token request may contain the Analytics ID for the requested Federated Learning process. 
Step 4. The NRF authorizes the NWDAF containing MTLF acting as FL server (NF Consumer) based upon the information received in Step 1b, and after verifying that the Server NWDAF’s Vendor ID is included in the Interoperability Indicator for the requested Analytics ID provided in Step 1a. If the authorization succeeds, NRF generates the access token(s) as specified in clause 13.4.1. The access token claims may include the Analytics ID for the request Federated Learning process.
NOTE: Fine-grained authorization can be done locally at the NWDAFs containing MTLF acting as FL client(s) (NF Service Producer). 
Step 5a, 5b. The NRF sends the access token to the NWDAF containing MTLF acting as FL Server, or rejects the request in case of failed authorization, as described in clause 13.4.1. 
Step 6. The NWDAF containing MTLF acting as FL server sends the service request to the NWDAF(s) containing MTLF acting as FL client with the access token received in Step 5a. along with the Analytics ID information for which the FL process is to be performed, as described in TS 23.288 [105].
Step 7, 8. The NWDAF containing MTLF acting as FL client (NF Service Producer) verifies the received access token as specified in clause 13.4.1. In case of successful access token verification, the NWDAF containing MTLF acting as FL client sends a success response to the NWDAF containing MTLF acting as FL server, as described in TS 23.288 [105].
Step 9. After a successful response from the NWDAF(s) containing MTLF acting as FL client, the NWDAF containing MTLF acting as FL server initiates the Federated Learning process as described in TS 23.288 [105].
Authorization of the NWDAF containing MTLF acting as FL client is implicit, since it can join a Federated Learning group only when selected by the NWDAF containing MTLF acting as FL server.

* * * * End of changes * * * *
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