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1	Overall description
SA3 thanks SA2 for the reply LS on DNS over TLS (DoT) and DNS over HTTPS (DoH). 
The feedback to the questions provided in the LS is the following:
1) SA2 kindly asks SA3 to specify now the security information in the PCO should be used by the UE.
Response: 
SA3 has discussed the options provided in RFC 7858 and RFC 8310 for the configuration of the DoT mechanism, and reached to the following conclusions which are implemented in the CRs S3-240588 for Rel-17,  and S3-240589 and S3-240590 for Rel-18:
The security information provided in the PCO is the Authentication Domain Name (ADN) for the DNS server (EASDF). The authentication is based on PKIX certificate verification mechanism (clause 8.1 of RFC 8310), thus the PKIX certificate of the DNS server (EASDF) and the entire certification path for validation needs to be verified by the DNS client.
Please note that the updated security aspects of DNS in the context of EDGE have been described explicitly in Annex T of TS 33.501. Annex P has been reverted to informative and it is not referred in Annex T (normative). 
2) SA2 ask if SA3 have any concerns to allow the security information to be provided by the EASDF to the SMF.
Response:
EASDF security information may either be locally configured in the SMF or retrieved by the SMF from the network (EASDF). If the EASDF and SMF belong to the same security domain there is no need to specify any standard security mechanism for such communication. If they belong to different security domains, NDS/IP as defined in TS 33.210 applies.
2	Actions
To SA2
ACTION:
SA3 kindly asks SA2 to take the provided information into consideration. 
3	Dates of next TSG SA WG 3 meetings
SA3#115AdHoc-e	15 - 19 April 2024	Electronic meeting
SA3#116	20 - 24 May 2024		Jeju (South Korea)
SA3#117	19 - 23 August 2024		Maastricht (Netherlands)

