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The integrity protection checking on AS SMC message may fail due to misalignment of KgNB between UE and gNB. In this case, if the UE has generated more than one KgNB, the UE may try the previously generated KgNB to verify the integrity protection of AS SMC, and take it into use if the check succeeds. Otherwise, the UE shall reply the AS SMP with the appropriate failure cause.
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