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1	Decision/action requested
This contribution proposes text for the introduction clause of TS 35.235.
2	References
[1]	3GPP TR 35.235	v0.0.0
[2]	ETSI SAGE specification: "Specification of the MILENAGE-256 algorithm set: An example set of 256-bit 3GPP authentication and key generation functions f1, f1*, f2, f3, f4, f5, f5* and f5**; Document 2: MILENAGE-256 Algorithm Specification, Version 1.0, July 2023".

3	Rationale
This contribution proposes text for the clause “Introduction” in TS 35.235 [1]. The proposed text corresponds to the preface of ETSI SAGE specification [2].
4	Detailed proposal
It is proposed that SA3 review and approve the following pseudo-CR to 3GPP TR 35.235 [1].

*** START of CHANGE ***
[bookmark: _Toc159176321]Introduction
Editor's Note: This clause contains information provided by ETSI SAGE.
The present document was prepared by the 3GPP Task Force and contains a 256-bit example set of algorithms, collectively called MILENAGE-256, which may be used as the authentication and key generation functions f1, f1*, f2, f3, f4, f5, f5* and f5**. It is not mandatory to use the particular algorithms specified in this document - all eight functions are operator- specifiable rather than being fully standardised. Operators electing to employ this example set
can further personalise the algorithms (as described in the text).

An additional function, f5**, which is optional to implement and use, is also provided. This function, when used, replaces the use of f5*, and then serves to protect against some new attacks that have been recently discovered.

The present document is one of four documents, which collectively comprise the entire specification of the example authentication and key generation algorithms. Namely:

-	3GPP TS 35.234: "Specification of the MILENAGE-256 algorithm set: An example set of 256-bit 3GPP authentication and key generation functions f1, f1*, f2, f3, f4, f5, f5* and f5**; Document 1: MILENAGE-256 General". 
-	3GPP TS 35.235: "Specification of the MILENAGE-256 algorithm set: An example set of 256-bit 3GPP authentication and key generation functions f1, f1*, f2, f3, f4, f5, f5* and f5**; Document 2: MILENAGE-256 Algorithm Specification".
-	3GPP TS 35.236: "Specification of the MILENAGE-256 algorithm set: An example set of 256-bit 3GPP authentication and key generation functions f1, f1*, f2, f3, f4, f5, f5* and f5**; Document 3: Implementors’ Test and Design Conformance Data". 
-	3GPP TS 35.237: "Specification of the MILENAGE-256 algorithm set: An example set of 256-bit 3GPP authentication and key generation functions f1, f1*, f2, f3, f4, f5, f5* and f5**; Document 4: Summary and Results of Design and Evaluation". 

*** END of CHANGE ***




