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1	Overall description
SA3 would like to thank 3GPP SA for their LS to GSMA 5GPKIWP on monitoring of encrypted 5GS signalling. 
3GPP SA3 has discussed the copy of the received LS. 3GPP SA3 would like to share context and attributes of the requirements with 3GPP SA to aid 3GPP SA coordination efforts with 3GPP WGs SA2 and SA5.
5G SBA control plane is encrypted due to mutual TLS between NF-to-NF. 5G SBA is deployed in a virtualized infrastructure. These two characteristics of 5G SBA environment present protocol signaling monitoring challenges due to encryption and networking of virtualized environment. 
Following attributes are inherent in GSMA requirement for protocol signaling monitoring:
· to be able to have ‘always-on’ passive collection,
· for unencrypted NF-to-NF traffic of Service Based Interfaces,
· for all subscribers 24x7 at a time and
· securely stream it out of 5G SBA environment towards operator’s protocol signaling monitoring and analytics non-3GPP systems.
2	Actions
To 3GPP TSG SA
ACTION: 	3GPP TSG SA WG3 respectfully asks 3GPP SA to take above feedback into consideration.
3	Dates of next TSG SA WG 3 meetings
SA3#115AdHoc-e	15 - 19 April 2024	Electronic meeting
SA3#116	20 - 24 May 2024		Jeju (South Korea)
SA3#117	19 - 23 August 2024	Maastricht (Netherlands)

