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	Reason for change:
	This CR updates 23.502 along the lines of TEI20 DPAP WID as follows:
Add a requirement for AMF and SMF to be able to monitor and report PRA changes in a deferred mode. This is a key for the E2E scenario to make sense.

	
	

	Summary of change:
	Add a requirement for AMF and SMF to be able to monitor and report PRA changes in a deferred mode.

	
	

	Consequences if not approved:
	AMF and SMF will lack the ability to use the mechanisms of time validity for PRA reporting. Consequently, the E2E scenario of monitor and report PRA changes in a deferred mode would not work properly. This is because SMF will not be able to pass on to the AMF a PCF-initiated deferred activation request to monitor and report PRA changes. Instead, SMF will need to wait to the deferred activation time (that was provided by the PCF), and only then subscribe at the AMF to PRA related event(s). Thid will defeat the purpose of the time validity for PRA reporting functionality.

	
	

	Clauses affected:
	5.2.2.3.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



[bookmark: _Toc98913560]* * * * Start of 1st Change * * * * 
[bookmark: _Toc20204418][bookmark: _Toc27895117][bookmark: _Toc36192214][bookmark: _Toc45193327][bookmark: _Toc47592959][bookmark: _Toc51835046][bookmark: _Toc217027391]5.2.2.3.2	Namf_EventExposure_Subscribe service operation
Service operation name: Namf_EventExposure_Subscribe.
Description: The consumer NF uses this service operation to subscribe to or modify event reporting for one UE, a group of UE(s) or any UE.
Input, Required: NF ID, Target of Event Reporting: UE(s) ID (SUPI or Internal Group Identifier or indication that any UE is targeted), ((set of) Event ID(s) defined in clause 5.2.2.3.1, Notification Target Address (+ Notification Correlation ID))s, Event Reporting Information defined in Table 4.15.1-1.
Input, Optional: (Event Filter (s) associated with each Event ID; Event Filter (s) are defined in clause 5.2.2.3.1, Subscription Correlation ID (in the case of modification of the event subscription), Start time, Expiry time, list of group member UE(s) whose subscription to event notification(s) are removed or added for a group-based event notification subscription, operation indication (cancellation or addition), Idle Status Indication request (if UE reachability or Availability after DDN failure reporting is requested).
Output, Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription), Expiry time (required if the subscription can be expired based on the operator's policy).
Output, Optional: First corresponding event report is included, if available (see clause 4.15.1).
The NF consumer subscribes to the event notification by invoking Namf_EventExposure to the AMF. The AMF allocates an Subscription Correlation ID for the subscription and responds to the consumer NF with the Subscription Correlation ID. UE ID identifies the UE, SUPI and/or GPSI. Event ID (see clause 4.15.1) identifies the events that the NF consumer is interested in. The Subscription Correlation ID is unique within the AMF Set.
The ((set of) Event ID(s), Notification Target Address (+ Notification Correlation ID)) helps the Event Receiving NF to co-relate a notification against a corresponding event subscription for the indicated Event ID.
In the case that the NF consumer subscribes to the AMF on behalf of other NF, the NF consumer include the Notification Target Address(+Notification Correlation ID) of other NF for the Event ID which is to be notified to other NF directly and the Notification Target Address(+Notification Correlation ID) of itself for the Subscription Correlation ID change event. Each Notification Target Address(+ Notification Correlation ID) is associated with the related (set of) Event ID(s).When the Subscription Correlation ID change due to the AMF reallocation, the notification is sent to NF consumer which triggers this subscription.
Event filter may include "AN type(s)" as part of the list of parameter values to match and it indicates to subscribe the event per Access Type.
Event receiving NF ID identifies the NF that shall receive the event reporting.
When the consumer NF needs to modify an existing subscription previously created by itself in the AMF, it invokes Namf_EventExposure_Subscribe service operation which contains the Subscription Correlation ID and the new Event Filters with Event ID to the AMF.
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