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Abstract: This document proposes to reuse CAG mechanism to address KI#3 Control of UE's access to 5GS via a wireless access backhaul.  
1. Introduction
[bookmark: _Toc34300967][bookmark: _Toc43730796][bookmark: _Toc152693823]1.1	Background
There is a Key Issue on the control of UE’s access to 5GS via a wireless access backhaul:
	[bookmark: _Toc157515653]5.3	Key Issue #3: Control of UE's access to 5GS via a wireless access backhaul
This key issue is to investigate efficient control of UE access to MWAB. In particular, the following aspects should be addressed: 
-	Whether and how to enhance the existing CAG mechanism to control and manage the access of a UE via MWAB. 
NOTE 1:	Support of legacy UE(s) shall be considered.
NOTE 2:	Aspects related to RAN need to be coordinated with RAN WGs.



In Rel-18, the control of UE’s access to 5GS for VMR was discussed and document in TS 23.501 clause 5.35A.7, and in general, the existing CAG mechanism defined for NPN is used for managing UE's access to MBSR. The supported aspects include:
-	CAG ID is provided by OAM or configured together with PLMN ID to MBSR; 
-	CAG is used when VMR has PNI-NPN and UE supports CAG functionalities;
-	Other mechanisms can be used, e.g., forbidden area can be used for the case when UE doesn’t support CAG functionality.
-	Time duration restriction can be provided to MBSR together with CAG ID. 
From the access control perspective, the above mechanism for Rel-18 MBSR can be well migrated to Rel-19 MWAB scenario. Since there is no further identified scenarios (at least from the perspective of the authors of this document), it is proposed to reuse the CAG mechanism for the control of UE accessing to MWAB. 
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-06.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc161218343]6.0	Mapping of solutions to key issues
Editor's note:	This clause describes the mapping between solutions and key issues.
Table 6.0-1: Mapping of solutions to key issues
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* * * * Second change * * * *
6.x	Solution #Y: Reusing CAG mechanism for managing UE's access to MWAB-gNB 
6.x.1	Key Issue mapping
This solution addresses Key Issue #3.
6.x.2	Functional Description
This solution proposes to reuse the existing CAG mechanism defined by NPN for managing UE's access to MWAB-gNB.
NOTE 1:	In the case the UE does not support CAG functionality, or PNI-NPN is not deployed by the network, the NG-RAN and 5GC are allowed to use not only CAG mechanism but also the other existing mechanism e.g., forbidden Tracking Area, to manage its access to MWAB-gNB.
CAG Identifier is used to control the access of UE via MWAB-gNB with the following considerations:
-	When the MWAB is allowed to operate as an MWAB-gNB node for a PLMN, the MWAB is configured, either during the communication with the OAM of MWAB-gNB or (pre-)configuration mechanism, with a one or more CAG identifiers which are unique within the scope of this PLMN. If the MWAB is (pre-)configured with the PLMN list in which the MWAB is allowed to operate as MWAB-gNB, the corresponding CAG Identifiers per PLMN is also configured in the MWAB.
NOTE 2:	The CAG for MWAB-gNB is supported as part of the PNI-NPN concept described in clause 5.30.3 of TS 23.501 [2].
-	NG-RAN and 5GC support the UE access control based on the CAG identifier associated with the MWAB-gNB cell and the allowed CAG identifiers for the UE that supports CAG functionality.
-	For the UE that does not support CAG functionality, NG-RAN and 5GC are allowed to use not only CAG mechanism but also the other existing mechanism e.g., forbidden Tracking Area, to manage its access to MWAB-gNB.
-	Time duration restriction may be provided to the UE together with the CAG Identifier(s) for the MWAB-gNB(s) that the UE can access. The enhanced Allowed CAG list will be provided to UE and AMF for enforcement, to make sure that UE not accessing the MWAB-gNB cell outside of the time duration. For example, if the time when a certain CAG is allowed for a UE is up, the CAG for the UE is revoked from the network.
-	For the Case of a MWAB that broadcasts the HPLMN ID while the MWAB-UE is served by a roaming partner gNB, the CAG values used are those of the HPLMN.

NOTE 3:	Control of the MBSR-UE access to the serving network is based on normal mobility restriction management based on subscription data from MWAB-UE.
6.x.3	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.


Figure 6.x.3-1: Reusing CAG mechanism for managing UE's access to MWAB-gNB
NOTE:	The procedure is for demonstrative purpose, the steps are all supported by VMR.
1.	MWAB-UE registers to the network, and if it is authorized to operate as an MWAB-gNB, the flow continues. 
2.	MWAB communicates with the OAM of the MWAB-gNB, and obtains the CAG ID(s) optionally with the time duration restriction. 
3.	As an alternative to step 2, the MWAB can be preconfigured with the list of PLMN, and the associating CAG ID(s) of each PLMN. The CAG ID can be optionally with time duration restriction. The list of PLMN denotes the PLMN(s) that the MWAB is allowed to operate as MWAB-gNB.  
4.	MWAB-gNB announces the CAG ID(s) in the SIB message. 
5.	The UE sends RRC message.
6.	MWAB-gNB sends N2 to AMF message including the CAG ID list of MWAB-gNB. 
7.	The AMF serving the UE verifies the request from the UE.
8.	If the verification is successful, the AMF sends Mobility Restrictions to MWAB-gNB, which includes Allowed CAG ID list.
9.	The MWAB-gNB decides the serving PNI-NPN or PLMN based on the Mobility Restrictions and the supported CAGs of the serving cell.
6.x.4	Impacts on existing services, entities and interfaces
Editor's note:	This clause captures impacts on existing services, entities and interfaces.

No impact to the NFs. 

* * * * End of changes * * * *
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