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Abstract of the contribution: This paper proposes a new solution for Multi-level Device ID management.
[bookmark: _Hlk513714389]Discussion
The overall architecture of ambient IoT can be visualized as shown in figure 1. 
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Figure 1: Ambient IoT architecture and topologies
As depicted, the functionality of the reader does not need to be depended on whether it is instantiated in a base station (topology 1) or a UE (topology 2). Since the simplicity of the device is critical, there is a clear benefit to have a common interface irrespective of what topology the device faces; an Ambient IoT Device can be agnostic to different topologies. This vision is aligned with (at least) solution #3 in TR 23.700-13.
When it comes to Ambient IoT Device ID Management, it is likely that different Device ID formats are expected depending on the procedures to be followed between Ambient IoT Device, Reader, Controller and Application Function.
On highest level, a Permanent ID is expected to enable uniquely identifying Ambient IoT Device by the 3GPP system. Such ID can entail MNO ID, Enterprise (Owner) ID, Instance ID (see solution #2 in TR 23.700-13). However, such long Permanent ID can not be conveyed conveniently on all AS level procedures (e.g. between Ambient IoT Device and Reader) or even non-AS level procedures (e.g. between Reader and Controller) due to large overhead or security issues.
As a result, it is expected that the Permanent ID of the Ambient IoT Device to be mapped to other temporary IDs across different entities / procedures.
We propose at least two levels of temporary IDs:
· Long temporary ID: A long temporary Device ID to be used between the Controller and the Reader in a format similar to 5G-S-TMSI for command procedures (similar to paging) for certain Ambient IoT Device(s). The long temporary ID is can be assigned and pre-provisioned by the Controller to the Reader. The Controller maintains the mapping between long temporary ID and unique Ambient IoT Device identifier (e.g. based on the Permanent ID) based on notification from the Reader.
· Short temporary ID: A short temporary Device ID to be used between the Reader and Ambient IoT Device in a format similar to 5G RNTI for exchanging inventory request/ responses or command (request)/ responses. The short temporary Device ID can be assigned by the Reader for message exchanges between the Reader and the Ambient IoT Device. The Reader maintains mapping between long temporary ID and short temporary ID per Ambient IoT Device. The Reader notifies the Controller on the mapping of long temporary ID per ambient IoT Device (e.g. based on the Permanent ID).
There may be cases where it is useful to maintain a common ID per Ambien IoT Device across different Readers (e.g. a warehouse with a large number of Devices and multiple Readers), where the Controller may want to know when the same Device is encountered by different Readers. This requires further study on how to facilitate such temporary ID coordination across multiple Readers (e.g. via the Controller).  
Proposal
It proposed to adopt the Solution as below in TR 23.700-13.

**** FIRST CHANGE ****
[bookmark: _Toc160698595]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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**** Second CHANGE (ALL NEW TEXT) ****
6.X	Solution #X: Multi-level Device ID management
[bookmark: _Toc160698596]6.X.1	Description
[bookmark: _Toc160698597]When it comes to Ambient IoT Device ID Management, it is likely that different Device ID formats are expected depending on the procedures to be followed between Ambient IoT Device, Reader, Controller and Application Function.
On highest level, a Permanent ID is expected to enable uniquely identifying Ambient IoT Device by the 3GPP system. Such ID can entail MNO ID, Enterprise (Owner) ID, Instance ID (see solution #2 in TR 23.700-13).
However, such long Permanent ID can not be conveyed conveniently on all AS level procedures (e.g. between Ambient IoT Device and Reader) or non-AS level procedures (e.g. between Reader and Controller) due to large overhead or security issues.
As a result, it is expected that the Permanent ID of the Ambient IoT Device to be mapped to other temporary IDs across different entities / procedures.
This solution assumes the same principles on temporary ID assignment, mapping and interpretation is applicable to Ambient IoT Device, Reader, Controller irrespective of topology types.  
6.X.2	Procedures
At least, two levels of temporary IDs are proposed:
· Long temporary ID: A long temporary Device ID to be used between the Controller and the Reader in a format similar to 5G-S-TMSI for command procedures (similar to paging) for certain Ambient IoT Device(s). 
-	A set ofThe long temporary IDs is can be assigned and pre-provisioned by the Controller to the Reader. 
-	The Controller maintains the mapping between long temporary ID and unique Ambient IoT Device identifier (e.g. based on the Permanent ID) per Device based on notification from the Reader.

- 	Only one Reader maintains the mapping of long temporary ID to short temporary ID per Ambient IoT Device. 
-	If CN paging fails, the Controller will inquire other Readers. The Controller pages the Ambient IoT Device using the device’s permanent (unique) ID at the last known Reader. The Controller will accordingly update the mapping between long temporary ID and unique Ambient IoT Device identifier.
NOTE 1: 	Long temporary ID does not need to be exposed to the Ambient IoT Device.
· Short temporary ID: A short temporary Device ID to be used between the Reader and Ambient IoT Device in a format similar to 5G RNTI for exchanging inventory request/ responses or command (request)/ responses. 
-	The short temporary Device ID can be assigned and provisioned by the Reader to the Ambient IoT Device for message exchanges between the Reader and the Ambient IoT Device. 
-	The Reader maintains mapping between long temporary ID and short temporary ID per Ambient IoT Device. 
-	The Reader notifies the Controller on mapping of long temporary ID per ambient IoT Device (e.g. based on the Permanent ID).
NOTE 2: The exact format of short temporary ID is in remit of RAN WGs.
NOTE 3: The temporary IDs can be reassigned (when needed) to limit the pool size of temporary IDs. However, the temporary IDs must be locally unique in the reader (for short temporary IDs) and in the Controller (for long temporary IDs).
There may be cases where it is useful to maintain a common ID per Ambient IoT Device across different Readers (e.g. a warehouse with a large number of Devices and multiple Readers), where the Controller may want to know when the same Device is encountered by different Readers. This requires temporary ID coordination across multiple Readers (e.g. via the Controller).  
Editor’s note: Whether and how temporary IDs to be coordinated between multiple Readers is FFS.
Editor’s note: Validity time per temporary ID (either long or short) and if there is correlation between those two is FFS.
Editor’s note: It is FFS if short temporary ID is security protected.

[bookmark: _Toc160698598]6.X.3	Impacts on services, entities and interfaces
Controller:
-	Assign and pre-provision a set of the long temporary IDs per Reader
-	Use long temporary ID as part of command procedures towards the Reader(s) for certain Ambient IoT Devices. 
-	Maintain the mapping between long temporary ID and unique Ambient IoT Device identifier (e.g. based on the Permanent ID) based on the notification from the Reader.
Reader:
-  Assign and provision short temporary ID per Ambient IoT Device
-	Mapping and Maintain mapping of the long temporary ID to short temporary ID per Ambient IoT Device
- 	Notify the Controller on mapping of long temporary ID per Ambient IoT Device (e.g. based on the Permanent ID)
Ambient IoT Device:
-  Can interpret and respond to its assigned short temporary ID towards the Reader
**** END OF CHANGES ****
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