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[bookmark: _Toc186959648]First change
4.11.0a.5	PDN Connection Establishment
During establishment of non-emergency PDN connection in the EPC, the UE and the SMF+PGW-C exchange information via PCO as described in clause 5.15.7 of TS 23.501 [2]. For UE with 5GC NAS capability disabled (i.e. N1 mode is disabled), the UE may also allocate a PDU Session ID and send it to the SMF+PGW-C via PCO. If the SMF+PGW-C supports more than one S-NSSAI and the APN is valid for more than one S-NSSAI, before the SMF+PGW-C provides an S-NSSAI to the UE, the SMF+PGW-C should check such thawhethert the selected S-NSSAI is among the UE's subscribed S-NSSAIs which supports interworking with EPC and that whether the S-NSSAI is not subject to Network Slice-Specific Authentication and Authorization, by retrieving the Subscribed S-NSSAI from UDM using the Nudm_SDM_Get service operation (the SMF+PGW-C discovers and selects a UDM as described in clause 6.3.8 of TS 23.501 [2]). If the SMF+PGW-C is in a VPLMN, the SMF+PGW-C uses the Nnssf_NSSelection_Get service operation to retrieve a mapping of the Subscribed S-NSSAIs to Serving PLMN S-NSSAI values. If the S-NSSAIs supported by the SMF+PGW-C are all subject to NSSAA, then, unless the UE has indicated in PCO that it supports NSSAA over EPC as defined in Annex Y and the SMF+PGW-C supports the feature in Annex Y, the SMF+PGW-C should reject the PDN connection establishment. For a UE supporting the NSSAA over EPC, the SMF+PGW-C can select a S-NSSAI subject to Network Slice-Specific Authentication and Authorization, in which case the UE and network behave as specified in said Annex Y.
If the selected S-NSSAI is subject to NSAC and EPS counting is required for the S-NSSAI, the SMF+PGW-C uses the Nnsacf_NSAC_NumberOfUEsUpdate services operation and/or the Nnsacf_NSAC_NumberOfPDUsUpdate services operation to check if the selected S-NSSAI is available as described in clause 4.11.5.9. The SMF+PGW-C uses the Nudm_SDM_Subscribe service operation to subscribe the change of the Session Management Subscription data. If the SMF+PGW-C is notified from UDM with subscription data change, the SMF+ PGW-C takes actions for the PDN connection as described in clause 5.17.2.1 of TS 23.501 [2].
As described in TS 23.548 [74], during establishment of a PDN connection, a UE that hosts EEC(s) may indicate to the SMF+PGW-C, in the PCO, that it supports the ability to receive ECS address(es) via NAS and to transfer the ECS Address(es) to the EEC(s). If the UE indicated in the PCO that it supports the ability to receive ECS address(es) via NAS, the SMF+PGW-C may provide the ECS Address Configuration Information (as described in clause 6.5.2 of TS 23.548 [74]) to the UE in the PCO. The SMF+PGW-C may derive the Edge Configuration Server Information based on local configuration, the UE's location and/or UE subscription information.
The SMF+PGW-C may use the bearer modification procedure without bearer QoS update to send the UE a PCO with updated ECS Address Configuration Information as defined in clause 6.5.2 of TS 23.548 [74] to the UE.
During establishment of non-emergency PDN connection in the EPC, if PGW-C+SMF is selected for a UE that has 5GS subscription, the SMF may be configured to obtain the subscribed IP index from UDM as part of subscription data using the Nudm_SDM_Get service operation (the PGW-C+SMF discovers and selects a UDM as described in clause 6.3.8 of TS 23.501 [2]).
During establishment of non-emergency PDN connection in EPC, if PGW-C+SMF is selected for a UE that has 5GS subscription, the SMF may be configured to obtain the subscribed User Plane Security Policy from UDM as part of subscription data using the Nudm_SDM_Get service operation (the PGW-C+SMF discovers and selects a UDM as described in clause 6.3.8 of TS 23.501 [2]). The SMF uses the subscribed User Plane Security Policy as described in clause 5.10.3 of TS 23.501 [2].
During establishment of non-emergency PDN connection in the EPC, if SMF+PGW-C is selected for a UE that has 5GS subscription but does not support 5GC NAS and is accessing via EPC/E-UTRAN and if the SMF+PGW-C supports more than one S-NSSAI and the APN is valid for more than one S-NSSAI, the SMF+PGW-C+PGW-C may proceed as specified in first paragraph of this clause or select any S-NSSAI associated with the APN of the PDN connection. The SMF+PGW-C shall not provide any 5GS related parameters to the UE.
NOTE 1:	The SMF+PGW-C knows that the UE does not support 5GS NAS if the UE does not provide PDU Session ID in PCO (see clause 5.15.7 of TS 23.501 [2]).
During establishment of emergency PDN connection:
-	The SMF+PGW-C is to be derived from the emergency APN or to be statically configured in the Emergency Configuration Data in MME.
-	5GC interworking support with N26 or without N26 is determined based on UE's 5G NAS capability and local configuration (in the Emergency Configuration Data in MME).
-	The S-NSSAI configured for the emergency APN in SMF+PGW-C is not sent to the UE by the SMF+PGW-C. One S-NSSAI is configured for the emergency APN.
During establishment of non-emergency PDN connection and emergency PDN connection, if SMF+PGW-C is selected for a UE that does not support 5GC NAS, the SMF+PGW-C creates unique PDU Session ID for each PDN connection of the UE.
-	The unique PDU Session ID can be created based on the EPS Bearer IDs assigned by the MME for the PDN Connections associated with the UE and not be in the range of PDU Session ID values that can be created by a 5GC NAS capable UE.
-	If handover between EPS and EPC/ePDG (as specified in clause 8.6 of TS 23.402 [26]) is required, the SMF+PGW-C, based on operator configuration, may perform the following to ensure the uniqueness of PDU Session ID:
-	the SMF+PGW-C queries the UDM for any PDU Session ID(s) that are already registered in the UDM for the UE by invoking Nudm_UECM_Get service operation.
-	the SMF+PGW-C creates a PDU session ID that does not collide with the received PDU session ID(s).
-	When the SMF+PGW-C establishes the PDN connection successfully, the SMF+PGW-C performs UDM registration using the Nudm_UECM_Registration service operation.
NOTE 2:	If the scenario that a UE handovers a PDN connection with APN1 established via MME to ePDG and then establishes a second PDN connection with APN2 via MME needs to be supported in a given deployment, then, based on operator configuration, the SMF+PGW-C can query the UDM to avoid that the same PDU Session ID value of first PDN connection would be assigned by the SMF+PGW-C for the second PDN connection.
When the SMF+PGW-C establishes the PDN connection successfully, the SMF+PGW-C provides the ID of the PCF ID selected for the PDN connection in the UDM using the Nudm_UECM_Registration service operation.
A SMF+PGW-C may support L2TP as described in clause 4.3.2.4. In this case step 1 and step 7 of Figure 4.3.2.4‑1 correspond to a PDN Connection establishment and a SMF+PGW-C replaces the SMF in that Figure.
To support User Plane Integrity Protection with EPS and policies that Require User Plane integrity protection to be used, at PDN connection establishment, the MME shall indicate to the SMF+PGW-C (via the Serving GW) whether the UE, the current eNB and the MME support User Plane Integrity Protection in EPS. If the MME and the UE support User Plane Integrity Protection, then the SMF+PGW-C informs the MME of the User Plane integrity protection policy (Required, Preferred, Not Needed) applicable to the PDN connection on a per-EPS bearer basis. In turn, the MME informs the eNB.
To support URSP Provisioning in EPS, during Initial Attach with default PDN connection establishment procedure in EPS, the UE provides the "Indication of URSP Provisioning Support in EPS" in the PCO or in the ePCO in the PDN connectivity request as described in clause 5.17.8 of TS 23.501 [2]. If the SMF+PGW-C supports URSP Provisioning in EPS and the ePCO capability, it provides the "Indication of URSP Provisioning Support in EPS" in the ePCO in the Create Session Response. If the UE receives the "Indication of URSP Provisioning Support in EPS" in the  ePCO from SMF+PGW-C provided in the PDN Connectivity Accept message, the UE initiates the UE requested bearer resource modification procedure and includes the UE Policy Container in the ePCO in the Request Bearer Resource Modification message, see clause 4.11.0a.10. If the default PDN connection is not established during Initial Attach procedure, the aforementioned procedure happens during the first request for PDN connectivity. If the negotiation of the support of URSP provisioning in EPS fails for the first PDN connection the UE may retry the aforementioned procedure successively for the next PDN connectivity requests until it succeeds for one of them as specified in clause 5.17.8 of TS 23.501 [2] When the UE receives an indication of URSP provisioning support in EPS in the PDN Connectivity Accept message or in PDU Session Establishment Accept (as described in clause 4.11.5.3) and this PDN connection or the corresponding transferred PDN connection after 5GS to EPS handover is not released, then for any subsequent PDN connectivity requests the UE does not include an indication of URSP Provisioning Support in EPS.
Second change

[bookmark: _Toc20204076][bookmark: _Toc27894764][bookmark: _Toc36191833][bookmark: _Toc45192922][bookmark: _Toc47592554][bookmark: _Toc51834635][bookmark: _Toc201215128]4.11.1.4.1	EPS bearer ID allocation
Following procedures are updated to allocate EPS bearer ID(s) towards EPS bearer(s) mapped from QoS flow(s) and provide the EPS bearer ID(s) to the NG-RAN:
-	UE requested PDU Session Establishment (Non-roaming and Roaming with Local Breakout (clause 4.3.2.2.1) including Request Types "Initial Request", "Existing PDU Session", "Initial emergency request" and "Existing emergency PDU session".
-	UE requested PDU Session Establishment (Home-routed Roaming (clause 4.3.2.2.2) including Request Types "Initial Request" and "Existing PDU Session".
-	UE or network requested PDU Session Modification (non-roaming and roaming with local breakout) (clause 4.3.3.2).
-	UE or network requested PDU Session Modification (home-routed roaming) (clause 4.3.3.3).
-	UE Triggered Service Request (clause 4.2.3.2) to move PDU Session(s) from non-3GPP access to 3GPP access
EBI allocation shall apply to PDU Session via 3GPP access using SSC mode 1 and supporting EPS interworking with N26. EBI allocation shall not apply to PDU Session via 3GPP access supporting EPS interworking without N26 and shall not apply to PDU Session via non-3GPP access supporting EPS interworking. EBI allocation shall also not apply to PDU Session using SSC mode 2 or SSC mode 3.


[bookmark: _CRFigure4_11_1_4_11]Figure 4.11.1.4.1-1: Procedures for EPS bearer ID allocation
1.	Procedure as listed in this step is initiated as specified in the relevant clauses of this specification. The relevant steps of the procedure as specified in the figure above are executed.
2.	If the SMF+PGW-C (or H-SMF in the case of home routed case), determines, based on the indication of EPS interworking support with N26 as defined in clauses 4.11.5.2, 4.11.5.3 and 4.11.5.4 and operator policies e.g. User Plane Security Enforcement information, Access Type, that EPS bearer ID(s) needs to be assigned to the QoS flow(s) in the PDU Session, SMF+PGW-C invokes Namf_Communication_EBIAssignment Request (PDU Session ID, ARP list) (via V-SMF Nsmf_PDUSession_Update in the case of home routed case). When V-SMF receives Nsmf_PDUSession_Update request from H-SMF for EPS bearer ID allocation request, V-SMF needs to invoke Namf_Communication_EBIAssignment Request (PDU Session ID, ARP list). If the SMF+PGW-C (or H-SMF in the case of home-routed roaming) serves multiple PDU sessions for the same DNN but different S-NSSAIs for a UE, then the SMF shall only request EBIs for PDU sessions served by a common UPF (PSA). If different UPF (PSA) are serving those PDU sessions, then the SMF chooses one of the UPF (PSA) for this determination based on operator policy. When the PDU session is established via non-3GPP access, the SMF+PGW-C shall not trigger EBI allocation procedure.
	Steps 3 to 6 apply only when AMF needs to revoke EBI previously allocated for an UE in order to serve a new SMF request of EBI for the same UE.
3.	[Conditional] If the AMF has no available EBIs, the AMF may revoke an EBI that was assigned to QoS flow(s) based on the ARP(s) and S-NSSAI stored during PDU Session establishment, EBIs information in the UE context and local policies. If an assigned EBI is to be revoked, the AMF takes the ARP pre-emption vulnerability and the ARP priority level into consideration and revokes EBIs with a higher value of the ARP priority level first. The AMF invokes Nsmf_PDUSession_UpdateSMContext (EBI(s) to be revoked) to request the related SMF (called "SMF serving the released resources") to release the mapped EPS QoS parameters corresponding to the EBI to be revoked. The AMF stores the association of the assigned EBI, ARP pair to the corresponding PDU Session ID and SMF address.
4.	The "SMF serving the released resources" that receives the request in step 3 shall evaluate if any of the revoked EBI(s) corresponds to the QoS Flow associated with the default QoS rule. If the revoked EBI corresponds to the QoS Flow associated with the default QoS rule, the SMF shall release the EBI(s) corresponding to all other QoS Flows of the PDU Session and update the AMF of this release by sending Namf_Communication_EBIAssignment Request (PDU Session ID, Released EBI List). Next, the SMF shall invoke Namf_Communication_N1N2Message Transfer (N2 SM information (PDU Session ID, EBI(s) to be revoked), N1 SM container (PDU Session Modification Command (PDU Session ID, EBI(s) to be revoked))) to inform the (R)AN and the UE to remove the mapped EPS QoS parameters corresponding to the EBI(s) to be revoked. In home routed roaming scenario, the H-SMF includes EBI(s) to be revoked to V-SMF to inform V-SMF to remove the mapped EPS bearer context corresponding to the EBI(s) to be revoked.
NOTE 1:	The SMF can also decide to remove the QoS flow if it is not acceptable to continue the service when no corresponding EPS QoS parameters can be assigned.
	For home routed roaming scenario, the "SMF serving the released resources" sends an N4 Session Modification Request to request the PGW-U+UPF to release N4 Session corresponding to the revoked EBI(s).
	In home routed roaming case, the V-SMF starts a VPLMN initiated QoS modification for the PDU Session and the Namf_Communication_N1N2Message Transfer is invoked by the V-SMF based on the corresponding QoS modification message received from H-SMF.
5.	If the UE is in CM-CONNECTED state, the AMF sends N2 PDU Session Resource Modify Request (N2 SM information received from SMF, NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command))) Message to the (R)AN.
	If the UE is in CM-IDLE state and an ATC is activated, the AMF updates and stores the UE context based on the Namf_Communication_N1N2MessageTransfer and step 5-6 are skipped. When the UE is reachable, e.g. when the UE enters CM-CONNECTED state, the AMF forwards the N1 message to synchronize the UE context with the UE.
6.	The rest steps of the procedure are executed as specified in the figure above.
7	If the AMF successfully assigns EBI(s), it responds with the assigned EBI(s). Otherwise, it responds with a cause indicating EBI assignment failure. If the PDU Session is associated to an S-NSSAI subject for Network Slice-Specific Authentication and Authorization the AMF should indicate EBI assignment failure, unless the UE has indicated that it supports NSSAA over EPC as defined in Annex Y and the SMF+PGW-C also supports NSSAA over EPC.
	If a PDU Session from another SMF already exists towards the same DNN, the AMF either rejects the EBI assignment request, or revokes the EBI(s) from the existing PDU Session(s) to the same DNN but different SMFs if the AMF makes the decision based on the operator policy, that the existing PDU Session cannot support EPS interworking N26.
	The AMF stores the DNN and SMF+PGW-C in which the PDU Session(s) support EPS interworking to UDM in clause 4.11.1.6.
NOTE 2:	The above applies only when the S-NSSAI(s) for the PDU Sessions are different, otherwise the same SMF is selected for PDU Sessions to the same DNN.
8.	The SMF+PGW-C sends an N4 Session Establishment/Modification Request to the PGW-U+UPF.
	For home routed roaming scenario, if the EBI is assigned successfully, the SMF+PGW-C prepares the CN Tunnel Info for each EPS bearer. For non roaming and LBO scenario, if the EBI is assigned successfully, the SMF+PGW-C may prepare the CN Tunnel Info for each EPS bearer.
	The PGW-U+UPF allocates the PGW-U tunnel info for the EPS bearer and sends it to the SMF+PGW-C. The PGW-U+UPF is ready to receive uplink packets from E-UTRAN.
NOTE 3:	In the home routed roaming scenario the SMF+PGW-C prepares the CN Tunnel Info for each EPS bearer and provide it to V-SMF. Thus when the UE move to EPC network, the V-SMF does not need interact with the SMF+PGW-C to get the EPS bearer context(s).
9.	If the SMF+PGW-C receives any EBI(s) from the AMF, it adds the received EBI(s) into the mapped EPS bearer context(s).
	In home routed roaming scenario, the SMF+PGW-C generates EPS bearer context which includes per EPS bearer PGW-U tunnel information. In addition, if the default EPS bearer is generated for the corresponding PDN Connection of PDU Session (i.e. during the PDU Session establishment procedure), the SMF+PGW-C generates the PGW-C tunnel information of the PDN connection and include it in UE EPS PDN connection.
9a.	[Conditional] In non-roaming or LBO scenario, the SMF+PGW-C includes the mapped EPS bearer context(s) and the corresponding QoS Flow(s) to be sent to the UE in the N1 SM container. SMF+PGW-C also indicates the mapping between the QoS Flow(s) and mapped EPS bearer context(s) in the N1 SM container. SMF+PGW-C also includes the mapping between the received EBI(s) and QFI(s) into the N2 SM information to be sent to the NG-RAN. The SMF+PGW-C sends the N1 SM container and N2 SM information to AMF via the Nsmf_PDUSession_UpdateSMContext Response in the case of the PDU Session Modification procedure triggered by UE or AN, or UE Triggered Service Request procedure that results in session transfer from N3GPP to 3GPP, otherwise, via the Namf_Communication_N1N2MessageTransfer.
9b	[Conditional] In home routed roaming scenario, the SMF+PGW-C sends mapped EPS bearer context(s), the mapping between the received EBI(s) and QFI(s), linked EBI and EPS bearer context(s) to V-SMF via Nsmf_PDUSession_Create Response in the case of PDU Session Establishment, or via Nsmf_PDUSession_Update Request in the case of PDU Session Modification. The V-SMF stores the EPS bearer context(s) and generates N1 SM container and N2 SM information and forwards them to AMF via the Nsmf_PDUSession_UpdateSMContext Response in the case of the PDU Session Modification procedure triggered by UE or AN, or UE Triggered Service Request procedure that results in session transfer from N3GPP to 3GPP, otherwise, via the Namf_Communication_N1N2MessageTransfer.
10.	The N1 SM container and N2 SM information are sent to the UE and NG-RAN respectively. The relevant steps of the procedure as specified in the figure above are executed.
Third change 
[bookmark: _CRH_1][bookmark: _CRH_2][bookmark: _CRH_2_1]Annex Y (normative): Support of EAP-based NSSAA over EPC
Y.1	Introduction
Network Slice Specific Authentication and Authorization (NSSAA) by a AAA Server for a network slice over 3GPP access to EPC, is supported based on following principles:
-	It is assumed that a UE supporting this feature supports the URSP provisioning in EPS (see clause 5.17.8 of TS 23.501[2]) and URSP processing in EPS.
-	The UE may send the S-NSSAI subject to NSSAA during UE requested PDN connection establishment in PCO
-	The SMF+PGW-C finds the S-NSSAI for the requested APN is subjected to Network Slice Authentication and Authorization based on Slice Selection Subscription information for the S-NSSAI associated with the APN.
-	A SMF+PGW-C shall be used to serve S-NSSAI requiring NSSAA by a AAA Server (AAA-S).
-	If the UE has included the PDU Session IDin PCO in a PDN Connectivity Request message, a UE supporting NSSAA over EPC shall indicate in the PCO within the PDN Connectivity Request message its support for NSSAA over EPC. The UE may include the S-NSSAI-specific identity, if available, if it also signals the S-NSSAI in the PCO.
-	The SMF+PGW-C may reject the UE requested PDN connection establishment if the UE does not support NSSAA over EPC if the APN is only associated with a S-NSSAI (or S-NSSAIs) subject to NSSAA. 
-	For an APN associated with a S-NSSAI subject to NSSAA, if the UE indicates support of NSSAA over EPC in PCO at PDN connection establishment, the SMF+PGW-C shall check locally whether there is already any PDN connection established associated with the same S-NSSAI and, if none is found, shall also check if any  PDN connection/PDU session is registered at UDM associated with same S-NSSAI. If so, NSSAA can be skipped as it has already been executed previously to enable that PDU session to be established.
-	The MME and SGW are not impacted by the procedure. Specific exchanges between the UE and the SMF+PGW-C for NSSAA are carried via PCO. This includes the support of EAP exchanges between the UE and the AAA Server.
-	As it is only possible to exchange PCO once between the UE and the PGW during PDN connection establishment, and the EAP interactions between the UE and the AAA-S required by NSSAA are more than one, the PDN connection is established before EAP-based NSSAA takes place as specified below in clause Y.2.1.
-	When NSSAA has successfully taken place, the SMF+PGW-C allows traffic exchange at the UPF and indicates to the UE that User plane traffic is now possible. The SMF+PGW-C also updates the UDM with the successful outcome of the NSSAA procedure by registering the PDN connection/PDU session for the SMF+PGW-C.
-	If during NSSAA the UE cannot be authenticated, the SMF+PGW-C shall release the PDN connection unless the APN of the PDN connection can be associated with another S-NSSAI (not subject to NSSAA) based on subscription information. 

Y.2	Procedures
Y.2.1	NSSAA at PDN Connection Establishment
In the figure Y.2.1-1, the execution of the NSSAA over EPC is specified. The procedure assumes that:
-	The APN is associated with the selection of a SMF+PGW-C to serve APN(s) that require NSSAA at PDN connection establishment.
-	The SMF+PGW-C identifies at UE requested PDN connection establishment, by checking subscription information, whether the received S-NSSAI from the UE in the PCO or the S-NSSAI determined to be associated with the requested APN requires NSSAA to be executed.
-	If a UE is configured with S-NSSAIs, which are subject to Network Slice-Specific Authentication and Authorization, the UE stores an association between the S-NSSAI and corresponding credentials for NSSAA.
NOTE :	How the UE is aware that an S-NSSAI is subject to Network Slice-Specific Authentication and Authorization (e.g. based on local configuration) is out of scope of this specification.


Figure Y.2.1-1: EAP-based NSSAA at PDN connection establishment
1.	As steps 1 - 13 of Figure 5.3.2.1-1 in TS 23.401 [13] (Attach Request) or as steps 1 to 3 of Figure 5.10.2 in TS 23.401 [13] (UE requested PDN connectivity) with following modifications: The UE may indicate in PCO its capability to support NSSAA over EPC if the UE included the PDU Session ID and any selected S-NSSAI in PCO. The UE may also include the NSSAA-specific identity.
2.	The SMF+PGW-C gets subscription data from UDM/HSS by a Nudm_SDM_Get (SUPI, Session Management Subscription data, Slice Selection Subscription data, selected DNN, [ S-NSSAI of the HPLMN], Serving PLMN ID, [NID]). If subscription information for the S-NSSAI indicates the S-NSSAI is subject to NSSAA, the SMF+PGW-C then checks the UE supports NSSAA over EPC. If the UE does not support the NSSAA in EPS, the SMF+PGW-C rejects the establishment of the PDN connection (not shown in the figure Y.2.1-1) unless there is another network slice S-NSSAI not subject to NSSAA subscribed for the same APN and the UE did not request the specific S-NSSAI subject to NSSAA in the PCO. If the UE supports the NSSAA in EPS and signals any selected S-NSSAI in PCO, the SMF+PGW-C queries the UDM/HSS via Nudm_UECM_Get operation for SMF+PGW-C to check whether the UE has any PDU session/PDN connection successfully established for the S-NSSAI at a different SMF+PGW-C. If there is any SMF+PGW-C already registered for this S-NSSAI, the SMF+PGW-C proceeds to consider the user authorized for the S-NSSAI and then it would accept the PDN connection establishment and continues Steps 15-24 in Figure 5.3.2.1-1 of TS 23.401 [13] or steps 5-16 in Figure 5.10.2 of TS 23.401 [13]. Otherwise, it continues from step 3 and UPF selection and N4 session establishment is executed with the difference that the SMF+PGW-C configures the UPF+PGW-U to block any UE traffic over the PDN Connection (until the NSSAA over EPC has been done and is successful).	
3.	[conditional] Steps 15-24 in Figure 5.3.2.1-1 of TS 23.401 [13] or steps 5-16 in Figure 5.10.2 of TS 23.401 [13].
	During the Attach procedure, at step 15 in Figure 5.3.2.1-1 of TS 23.401 [13] or during UE requested PDN connectivity in step 5 in Figure 5.10.2 of TS 23.401 [13], the SMF+PGW-C includes in PCO, an Indication to the UE that "UpLink Data is NOT ALLOWED" on the PDN connection. The UE shall not send Uplink data to the network, until it receives an indication further from the network that "UpLink Data is ALLOWED". If the SMF+PGW-C detects that the NSSAA needs to be executed, the S-NSSAI is indicated as in Pending status to the UE and this means no further PDN Connections can be requested for the S-NSSAI in EPC until the outcome of NSSAA is obtained, if the UE knows the APNs that relate to the same S-NSSAI based on the URSP information it may hold related to the APN/DNN in RSD. If the UE, e.g. because no S-NSSAI information is available at the UE for an APN, requested additional connection for the APN and this APN is determined, based on the received S-NSSAI in the PCO from the SMF+PGW-C, to be a S-NSSAI in Pending status already for another APN, the UE releases the PDN connection and awaits for the result of the NSSAA for the Pending status S-NSSAI before requesting the connection for the APN associated with the same S-NSSAI.
NOTE:	How the Indication that Uplink data allowed/not allowed is carried in PCO is defined in TS 24.501 [25].
4.	[Conditional] If the SMF+PGW-C detect that the NSSAA needs to be executed, the SMF+PGW-C initiates EAP-based authentication by invoking NSSAAF with NF type set to SMF+PGW-C. Multiple round-trip messages as required by the authentication method used by NSSAA may follow. The PCO including the authentication message from the NSSAA is transferred to the UE by the SMF+PGW-C in Update Bearer Request and then over S1 by Downlink NAS Transport (e.g. steps 4a-4b). The response from the UE is transferred to the SMF+PGW-C in an Uplink NAS Transport over S1 and Update Bearer Response (e.g. steps 4c-4d) over EPS.
5.	[Conditional] If the NSSAA failed, and the UE had not requested the specific S-NSSAI subject to NSSAA in PCO at PDN connection establishment, if the SMF+PGW-C cannot find any other suitable S-NSSAI in the Subscription information which serves the APN, the SMF+PGW-C shall send a PGW initiated Bearer Deactivation indicating all the bearers of the PDN connection associated with the S-NSSAI need to be deleted and the cause set to "NSSAA failure" in PCO. Step 6 and 7 are not executed. The SMF+PGW-C also ensures removal of context at UPF/PGW-U. 
6.	[Conditional] If NSSAA has succeeded or the SMF+PGW-C found a suitable S-NSSAI in the Subscription information which serves the APN, the SMF +PGW-C registers the PDU session/PDN connection in UDM.
7.	[Conditional] 	If dynamic PCC is to be used for the PDU Session, the SMF+PGW-C performs an SM Policy Association Establishment procedure as defined in clause 4.16.4 In this step the SMF+PGW-C may retrieve the PDU Session related policy information and the PCC rule(s) from the PCF, e.g. the authorized Session AMBR. 
The SMF+PGW-C updates the N4 rules in the UPF+PGW-U to allow traffic over the PDN Connection.
The SMF+PGW-C updates the UE by invoking the PDN GW initiated Bearer Modification without QoS update procedure (figure 5.4.3-1 of TS 23.401 [13]) initiated by sending an Update Bearer Request message to the SGW. The PCO includes an indication that "UpLink Data is ALLOWED" and a "NSSAA Success" IE in the PCO, which clears the Pending status for the S-NSSAI and also allows the UE to request other PDU sessions for the S-NSSAI. If NSSAA authentication failed at step 4 and the SMF+PGW-C found a suitable S-NSSAI in the Subscription information which serves the APN at step 5, the SMF+PGW-C also includes such S-NSSAI in PCO. The UE confirms the update (see clause 5.4.3 of TS 23.401 [13]). 
	If the UE IP address is to be delivered to the UE over user plane (via Router advertisement or DHCP) then the UE IP address is only delivered to the UE after step 7.
Y.2.2	NSSAA Re-authorization and Re-authentication over EPC
At any time, the AAA-S may trigger re-authorization and re-authentication of a user associated with a GPSI. If so the NSSAAF receives a request to re-authorize for a network Slice identified by a S-NSSAI a user associated with a GPSI by the AAA-S and determines to which node to send the re-authorization notification based on the S-NSSAI the re-authorization is for. To do so, the NSSAAF checks with UDM whether only SMF+PGW-C for the S-NSSAI and UE or also an AMF for the UE exists . If only SMF+PGW-Cs addresses/IDs for which a PDN connection for the slice is registered are returned, then the NSSAAF triggers NSSAA procedure as per Figure Y.2.2-1 via one of such SMF+PGW-C.
NOTE: 	If an AMF address was returned from UDM, the NSSAA re-authorization would occur via AMF and if the UE is unreachable via AMF, then the Re-authentication can be attempted via one SMF+PGW-C if any was returned by the UDM.
If the re-authorization fails, including when the SMF+PGW-C receives an indication from the MME that the UE is unreachable, then the SMF+PGW-C informs the NSSAAF that UE is not reachable for re-authentication. The NSSAAF may reinitiate the re-authorization and re-authentication up to a configurable number of times, after which a revocation is initiated as per clause Y.2.3.



Figure Y.2.2-1: EAP-based NSSAA re-authentication and re-authorization  over EPC

1. The AAA-S triggers a re-authentication and re-authorization for a user associated with a GPSI in a certain network slice associated with a S-NSSAI.
2. The NSSAAF executes a Nudm_UECM_Get service operation for both NF Type AMF and SMF+PGW-C to discover any AMF associated with the UE and any SMF+PGW-C associated with the UE and S-NSSAI. If only SMF+PGW-Cs are returned, then the NSSAAF picks one SMF+PGW-C to execute the NSSAA re-authentication via the EPC. If an AMF for the UE is returned, then the NSSAA re-authentication and re-authorization procedure is executed via the AMF as in clause 4.2.9.3. If no SMF+PGW-C nor AMF, then see step 3.
3. The NSSAAF provides an acknowledgement to the AAA protocol Re-Auth Request message. If no SMF+PGW-C nor AMF is registered in UDM the procedure is stopped here.
4. The NSSAAF triggers the NSSAA for the S-NSSAI via the selected SMF+PGW-C for the UE identified by the GPSI.
5.  NSSAA is executed as in steps 4 of figure Y.2.1-1. If successful, then no action is taken by AAA-S. Otherwise the AAA-S may reattempt the procedure a configurable number of times according to own policy and then if failure persists a revocation as defined in clause Y.2.3 is executed.
Y.2.3	NSSAA revocation over EPC
At any time, the AAA-S may trigger in a network slice identified by a S-NSSAI a revocation of authorization for a user associated with a GPSI. If so the NSSAAF receives this request by the AAA-S and checks to which node send the revocation notification request. To do so the NSSAAF checks whether any SMF+PGW-C or AMF is registered for the S-NSSAI for the UE. The UDM/HSS returns all the SMF+PGW-C addresses/IDs for which a PDN connection for the S-NSSAI is registered, and/or any AMF for the S-NSSAI. If only SMF+PGW-Cs are returned, then the NSSAAF notifies all these SMF+PGW-Cs that a revocation of service is required for the GPSI in the slice related to S-NSSAI a shown in figure Y.2.3-1. These SMF+PGW-Cs proceed then to remove all the PDN connections in the S-NSSAI for the GPSI by a PGW initiated Bearer Deactivation indicating all the bearers of the PDN connections need to be deleted for each PDN connection associated to the S-NSSAI and GPSI the SMF+PGW-C supports. If an AMF is returned, then the NSSAAF executes the revocation via AMF as per clause 4.2.5.4.



Figure Y.2.3-1: EAP-based NSSAA revocation over EPC
1. The AAA-S triggers a revocation for a user associated with a GPSI in a certain network slice associated with a S-NSSAI.
2. The NSSAAF executes a Nudm_UECM_Get service operation for both NF Type AMF and SMF+PGW-C to discover any AMF associated with the UE and any SMF+PGW-C associated with the UE and S-NSSAI. If only SMF+PGW-Cs are returned, then the NSSAAF repeats the revocation towards all of these SMF+PGW-Cs at step 4. If an AMF for the UE is returned, then the NSSAA revocation procedure is executed via the AMF as in clause 4.2.9.4. If no SMF+PGW-C nor AMF is returned, then see step 3.
3. The NSSAAF provides an acknowledgement to the AAA protocol RevocationRequest message. If no SMF+PGW-C for the UE and S-NSSAI nor AMF for the UE is registered in UDM the procedure is stopped here.
4. The NSSAAF triggers the SMF+PGW-Cs for the S-NSSAI identified in step 2 to release all the PDN connections associated with the S-NSSAI for the UE identified by the GPSI by sending a Nnssaaf_NSSAA_RevocationNotification for the GPSI and S-NSSAI.
5. Each SMF+PGW-C receiving the NSSAA revocation message from step 4 releases the PDN sessions with APN associated with the S-NSSAI by a PDN GW Initiated Bearer Deactivation with indication to remove all bearers in the PDN connection as defined in clause 5.4.4.1 of TS 23.401 [13] and a cause code in PCO "NSSAA revocation". The SMF+PGW-C deregisters PDU sessions for the UE and S-NSSAI at the UDM/HSS.
Y.2.4	Modification of 5GS behaviour for NSSAA 
As described in TS 23.501[2] and in clause 4.2.9, the AMF may hold NSSAA results status to record that the UE has successfully passed NSSAA and avoid performing additional unnecessary EAP interactions. However, after a successful execution of NSSAA over EPS and mobility to 5GS, the AMF may not have such status. Therefore, the AMF, before executing NSSAA for a UE that supports NSSAA over EPC and is inbound from the EPS may check if any PDU session is already established for the UE and S-NSSAI. If so, NSSAA can be skipped and the AMF stores NSSAA result status is "already authorized" for the UE. This is shown in figure Y.2.4-1 here below.


Figure Y.2.4-1: Modification of 5GS behaviour for UEs supporting NSSAA over EPC
1. 	UE requests to register for a S-NSSAI subject to NSSAA, indicates support of NSSAA over EPC in UE MM Core Network capability in clause 5.4.4a of TS 23.501 [2].
2.	The AMF checks the NSSAA result status stored in the UE context for the UE and S-NSSAI in the stored UE context (if any is available). If NSSAA result status is "already authorized" then all steps except Step 3 are skipped, otherwise the AMF further checks whether any SMF+PGW-C is associated with the UE and S-NSSAI by sending Nudm_UECM_Get with NF Type set to SMF+PGW-C to the UDM, unless the AMF already stores any PDU session context for PDU sessions with the S-NSSAI subject to NSSAA. If the UE has already PDN connections/PDU sessions at any SMF+PGW-C for the S-NSSAI, Step 3 is executed, otherwise the AMF continues with step 4.
3.	 If the NSSAA was already successfully executed as detected at step 2, the S-NSSAI from step 1 is included in the Allowed NSSAI in the Registration Accept, the NSSAA result status is set to "already authorized", and all remaining steps are skipped.
4.	[Conditional] NSSAA is executed as per clause 4.2.9.2
5.	if NSSAA was successful the NSSAA result status is set to "already authorized". If NSSAA was not successful, NSSAA status at AMF is marked as "not authorized".
6.	If the NSSAA was successful, the S-NSSAI from step 1 is included in the Allowed NSSAI by the UE Configuration Update procedure, otherwise it is not included in the Allowed NSSAI and is provided to the UE as a rejected S-NSSAI by the UE Configuration Update. 

End of changes
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