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The 5G System Architecture contains the following reference points:
N1:	Reference point between the UE and the AMF.
N2:	Reference point between the (R)AN and the AMF.
N3:	Reference point between the (R)AN and the UPF.
N4:	Reference point between the SMF and the UPF.
N6:	Reference point between the UPF and a Data Network.
N9:	Reference point between two UPFs.
The following reference points show the interactions that exist between the NF services in the NFs. These reference points are realized by corresponding NF service-based interfaces and by specifying the identified consumer and producer NF service as well as their interaction in order to realize a particular system procedure.
N5:	Reference point between the PCF and an AF or TSN AF.
N7:	Reference point between the SMF and the PCF.
N8:	Reference point between the UDM and the AMF.
N10:	Reference point between the UDM and the SMF.
N11:	Reference point between the AMF and the SMF.
N12:	Reference point between AMF and AUSF.
N13:	Reference point between the UDM and Authentication Server function the AUSF.
N14:	Reference point between two AMFs.
N15:	Reference point between the PCF and the AMF in the case of non-roaming scenario, PCF in the visited network and AMF in the case of roaming scenario.
N16:	Reference point between two SMFs, (in roaming case between SMF in the visited network and the SMF in the home network).
N16a:	Reference point between SMF and I-SMF.
N17:	Reference point between AMF and 5G-EIR.
N18:	Reference point between any NF and UDSF.
N19:	Reference point between two PSA UPFs for 5G LAN-type service.
N22:	Reference point between AMF and NSSF.
N23:	Reference point between PCF and NWDAF.
N24:	Reference point between the PCF in the visited network and the PCF in the home network.
N27:	Reference point between NRF in the visited network and the NRF in the home network.
N28:	Reference point between PCF and CHF.
N29:	Reference point between NEF and SMF.
N30:	Reference point between PCF and NEF.
NOTE 1:	The functionality of N28 and N29 and N30 reference points are defined in TS 23.503 [45].
N31:	Reference point between the NSSF in the visited network and the NSSF in the home network.
NOTE 2:	In some cases, a couple of NFs may need to be associated with each other to serve a UE.
N32:	Reference point between a SEPP in one PLMN or SNPN and a SEPP in another PLMN or SNPN; or between a SEPP in a SNPN and a SEPP in a CH/DCS, where the CH/DCS contains a UDM/AUSF.
NOTE 3:	The functionality of N32 reference point is defined in TS 33.501 [29].
N33:	Reference point between NEF and AF.
N34:	Reference point between NSSF and NWDAF.
N35:	Reference point between UDM and UDR.
N36:	Reference point between PCF and UDR.
N37:	Reference point between NEF and UDR.
N38:	Reference point between I-SMFs and between V-SMFs.
N40:	Reference point between SMF and the CHF.
N41:	Reference point between AMF and CHF in HPLMN.
N42:	Reference point between AMF and CHF in VPLMN.
NOTE 4:	The functionality of N40, N41 and N42 reference points are defined in TS 32.240 [41].
N43:	Reference point between PCFs.
NOTE 5:	The functionality of N43 reference point is defined in TS 23.503 [45].
NOTE 6:	The reference points from N44 up to and including N49 are reserved for allocation and definition in TS 32.240 [41].
N50:	Reference point between AMF and the CBCF.
N51:	Reference point between AMF and NEF.
N52:	Reference point between NEF and UDM.
N55:	Reference point between AMF and the UCMF.
N56:	Reference point between NEF and the UCMF.
N57:	Reference point between AF and the UCMF.
NOTE 7:	The Public Warning System functionality of N50 reference point is defined in TS 23.041 [46].
N58:	Reference point between AMF and the NSSAAF.
N59:	Reference point between UDM and the NSSAAF.
N60:	Reference point between AUSF and NSWOF.
NOTE 8:	The functionality of N60 reference point is defined in TS 33.501 [29].
N80:	Reference point between AMF and NSACF.
N81:	Reference point between SMF and NSACF.
N82:	Reference point between NSACF and NEF.
N83:	Reference point between AUSF and NSSAAF.
N84:	Reference point between TSCTSF and PCF.
N85:	Reference point between TSCTSF and NEF.
N86:	Reference point between TSCTSF and AF.
N87:	Reference point between TSCTSF and UDM.
N88:	Reference point between SMF and EASDF.
N88a:	Reference point between I-SMF and EASDF.
N89:	Reference point between TSCTSF and AMF.
N96:	Reference point between TSCTSF and NRF.
N97:	Reference point between two NSACFs in different PLMNs.
N99:	Reference point between two NSACFs within the same PLMN.
N110:	Reference point between EIF and AF.
N111:	Reference point between EIF and NEF.
N112:	Reference point between EIF and UDM.
N113:	Reference point between EIF and PCF.
N114:	Reference point between EIF and SMF.
N115: 	Reference point between SMF+PGW-C and the NSSAF
NOTE 9:	The reference points from N90 up to and including N95 are reserved for allocation and definition in TS 23.503 [45].
NOTE 10:	The reference points from N100 up to and including N109 are reserved for allocation and definition in TS 32.240 [41].
The reference points to support SMS over NAS are listed in clause 4.4.2.2.
The reference points to support Location Services are listed in TS 23.273 [87].
The reference points to support SBA in IMS (N5, N70 and N71) are described in TS 23.228 [15].
The reference points to support AKMA (N61, N62 and N63) are described in TS 33.535 [124].
The reference points to support 5G ProSe are described in TS 23.304 [128].
The reference points to support 5G multicast-broadcast services are described in TS 23.247 [129].
The reference points to Support Uncrewed Aerial Systems (UAS) connectivity, identification and tracking are described in TS 23.256 [136].
The reference points to support SBA in GBA and GBA push (N65, N66, N67 and N68) are described in TS 33.220 [140] and TS 33.223 [141].
The reference points to support SMS delivery using SBA are described in TS 23.540 [142].
The reference points to support Ranging based services and Sidelink Positioning are described in TS 23.586 [180].
[bookmark: _CR4_2_8]The reference points to support Ambient IoT are described in TS 23.369 [220].
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Figure 4.3.1-1 represents the non-roaming architecture for interworking between 5GS and EPC/E-UTRAN.




[bookmark: _CRFigure4_3_11]Figure 4.3.1-1: Non-roaming architecture for interworking between 5GS and EPC/E-UTRAN
NOTE 1:	N26 interface is an inter-CN interface between the MME and 5GS AMF in order to enable interworking between EPC and the NG core. Support of N26 interface in the network is optional for interworking. N26 supports subset of the functionalities (essential for interworking) that are supported over S10.
NOTE 2:	PGW-C + SMF and UPF + PGW-U are dedicated for interworking between 5GS and EPC, which are optional and are based on UE MM Core Network Capability and UE subscription. UEs that are not subject to 5GS and EPC interworking may be served by entities not dedicated for interworking, i.e. by either by PGW or SMF/UPF.
NOTE 3:	There can be another UPF (not shown in the figure above) between the NG-RAN and the UPF + PGW-U, i.e. the UPF + PGW-U can support N9 towards an additional UPF, if needed.
NOTE 4: Figures and procedures in this specification that depict an SGW make no assumption whether the SGW is deployed as a monolithic SGW or as an SGW split into its control-plane and user-plane functionality as described in TS 23.214 [32].
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Figure 4.3.2-1 represents the Roaming architecture with local breakout and Figure 4.3.2-2 represents the Roaming architecture with home-routed traffic for interworking between 5GS and EPC/E-UTRAN.




[bookmark: _CRFigure4_3_21]Figure 4.3.2-1: Local breakout roaming architecture for interworking between 5GS and EPC/E-UTRAN
NOTE 1:	There can be another UPF (not shown in the figure above) between the NG-RAN and the UPF + PGW-U, i.e. the UPF + PGW-U can support N9 towards the additional UPF, if needed.
NOTE 2:	S9 interface from EPC is not required since no known deployment exists.




[bookmark: _CRFigure4_3_22]Figure 4.3.2-2: Home-routed roaming architecture for interworking between 5GS and EPC/E-UTRAN
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Figure 4.3.3-1 represents the non-roaming architecture for interworking between 5GC via non-3GPP access and EPC/E-UTRAN.




[bookmark: _CRFigure4_3_3_11]Figure 4.3.3.1-1: Non-roaming architecture for interworking between 5GC via non-3GPP access and EPC/E-UTRAN
NOTE 1:	There can be another UPF (not shown in the figure above) between the N3IWF/TNGF and the UPF + PGW-U, i.e. the UPF + PGW-U can support N9 towards an additional UPF, if needed.
NOTE 2:	N26 interface is not precluded, but it is not shown in the figure because it is not required for the interworking between 5GC via non-3GPP access and EPC/E-UTRAN.
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Figure 4.3.3.2-1 represents the Roaming architecture with local breakout and Figure 4.3.3.2-2 represents the Roaming architecture with home-routed traffic for interworking between 5GC via non-3GPP access and EPC/E-UTRAN.




[bookmark: _CRFigure4_3_3_21]Figure 4.3.3.2-1: Local breakout roaming architecture for interworking between 5GC via non-3GPP access and EPC/E-UTRAN
NOTE 1:	There can be another UPF (not shown in the figure above) between the N3IWF/TNGF and the UPF + PGW-U, i.e. the UPF + PGW-U can support N9 towards the additional UPF, if needed.
NOTE 2:	S9 interface from EPC is not required since no known deployment exists.
NOTE 3:	N26 interface is not precluded, but it not shown in the figure because it is not required for the interworking between 5GC via non-3GPP access and EPC/E-UTRAN.




[bookmark: _CRFigure4_3_3_22]Figure 4.3.3.2-2: Home-routed roaming architecture for interworking between 5GC via non-3GPP access and EPC/E-UTRAN
NOTE 4:	N26 interface is not precluded, but it not shown in the figure because it is not required for the interworking between 5GC via non-3GPP access and EPC/E-UTRAN.
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The UE MM Core Network Capability is split into the S1 UE network capability (mostly for E-UTRAN access related core network parameters) and the UE 5GMM Core Network Capability (mostly to include other UE capabilities related to 5GCN or interworking with EPS) as defined in TS 24.501 [47] and contains non radio-related capabilities, e.g. the NAS security algorithms, etc. The S1 UE network capability is transferred between all CN nodes at AMF to AMF, AMF to MME, MME to MME and MME to AMF changes. The UE 5GMM Core Network Capability is transferred only at AMF to AMF changes.
In order to ensure that the UE MM Core Network Capability information stored in the AMF is up to date (e.g. to handle the situation when the USIM is moved into a different device while out of coverage and the old device did not send the Detach message; and the cases of inter-RAT Registration Area Update), the UE shall send the UE MM Core Network Capability information to the AMF during the Initial Registration and Mobility Registration Update procedure within the NAS message.
The AMF shall store always the latest UE MM Core Network Capability received from the UE. Any UE MM Core Network Capability that an AMF receives from an old AMF/MME is replaced when the UE provides the UE MM Core Network Capability with Registration signalling.
If the UE's UE MM Core Network Capability information changes (in either CM-CONNECTED or in CM-IDLE state), the UE shall perform a Mobility Registration Update procedure when it next returns to NG-RAN coverage. See clause 4.2.2 of TS 23.502 [3].
The UE shall indicate in the UE 5GMM Core Network Capability if the UE supports:
-	Attach in EPC with Request type "Handover" in PDN CONNECTIVITY Request message (clause 5.3.2.1 of TS 23.401 [26]).
-	EPC NAS.
-	SMS over NAS.
-	LCS.
-	5G SRVCC from NG-RAN to UTRAN, as specified in TS 23.216 [88].
-	Radio Capabilities Signalling optimisation (RACS).
-	Network Slice-Specific Authentication and Authorization (NSSAA) as specified in clause 5.15.10.
-	NSSAA over EPC as specified in Annex Y of TS 23.502[3].
-	Network Slice Replacement as described in clause 5.15.19.
-	Parameters in Supported Network Behaviour for 5G CIoT as described in clause 5.31.2.
-	Receiving WUS Assistance Information (E-UTRA) see clause 5.4.9.
-	Paging Subgrouping Support Indication (NR) see clause 5.4.12.
-	LP-WUS Paging Subgrouping Support Indication, see clause 5.4.12a.
-	CAG, see clause 5.30.3.3.
-	CAG with validity information (if UE supports CAG), see clause 5.30.3.3.
-	Subscription-based restrictions to simultaneous registration of network slices (see clause 5.15.12).
-	Support of NSAG (see clause 5.15.14).
-	Partial Network Slice support in a RA (see clause 5.15.17).
-	Minimization of Service Interruption (MINT), as described in clause 5.40.
-	Equivalent SNPNs (see clause 5.30.2.11).
-	Unavailability Period Support, as described in clause 5.4.1.4.
-	Support for network reconnection due to RAN timing synchronization status change, see clauses 5.27.1.12 and 5.3.4.4.
-	UE Configuration of network-controlled Slice Usage Policy (see clause 5.15.15.2).
-	Temporarily available network slices (see clause 5.15.16).
-	Support of S-NSSAI location availability information, as described in clause 5.15.18.2.
-	Support of network verified UE location over NR NTN (see clause 5.4.11.4).
If a UE operating two or more USIMs, supports and intends to use one or more Multi-USIM features (see clause 5.38) in a PLMN for a USIM, it shall indicate in the UE 5GMM Core Network Capability for this USIM in this PLMN that it supports these one or more Multi-USIM features with the following indications:
-	Connection Release Supported.
-	Paging Cause Indication for Voice Service Supported.
-	Reject Paging Request Supported.
-	Paging Restriction Supported.
Otherwise, the UE with the capabilities of Multi-USIM features but does not intend to use them shall not indicate support of these one or more Multi-USIM features.
A UE not operating two or more USIMs shall indicate the Multi-USIM features are not supported.
NOTE:	It is not necessary for a UE operating two or more USIMs to use Multi-USIM features with all USIMs.

more changes
5.15.7.1	General
A 5GS supports Network Slicing and might need to interwork with the EPS in its PLMN or in other PLMNs as specified in clause 5.17.2. The EPC may support the Dedicated Core Networks (DCN). In some deployments, the MME selection may be assisted by a DCN-ID provided by the UE to the RAN (see TS 23.401 [26]).
Mobility between 5GC to EPC does not guarantee all active PDU Session(s) can be transferred to the EPC.
During PDN connection establishment in the EPC, the UE allocates the PDU Session ID . A UE that supports selecting S-NSSAI based on URSP rules while in EPS and that is provisioned with URSP rules may select, if available, an S-NSSAI for the APN based on evaluation of the Traffic descriptor as defined in TS 24.526 [110] clause 4.4.2. The selected S-NSSAI and PDU Session ID are sent to the SMF+PGW-C via PCO. As described in clause 4.11.0a.5 of TS 23.502 [3], an S-NSSAI associated with the PDN connection is determined based on the S-NSSAI(s) supported by the SMF+PGW-C, the Subscribed S-NSSAI from UDM, whether interworking with EPS is supported for the DNN and S-NSSAI in the Session Management Subscription data and the operator policy by the SMF+PGW-C, (e.g. based on a combination of SMF+PGW-C address and APN and taking into account the S-NSSAI provided by the UE if any) and is sent to the UE in PCO together with a PLMN ID that the S-NSSAI relates to. In Home Routed roaming case, the UE receives a HPLMN S-NSSAI value from the SMF+PGW-C. If the SMF+PGW-C supports more than one S-NSSAI and the APN is valid for more than one S-NSSAI, the SMF+PGW-C should take into account the S-NSSAI provided by the UE and, if UE has not indicated in PCO it supports NSSAA over EPC, only select an S-NSSAI that is mapped to the subscribed S-NSSAI of the UE and this subscribed S-NSSAI is not subject to Network Slice-Specific Authentication and Authorization. If the UE has indicated in PCO it supports NSSAA over EPC as defined in Annex Y of TS 23.502[3] and the SMF+PGW-C supports the feature in Annex Y of TS 23.502[3], the UE and SMF+PGW-C behave as specified in said Annex Y of TS 23.502[3] and the SMF+PGW-C can also select an S-NSSAI that is subject to NSSAA . The UE stores this S-NSSAI and the PLMN ID associated with the PDN connection. The UE derives Requested NSSAI by taking into account of the received PLMN ID. The Requested NSSAI is included in the NAS Registration Request message and, subject to the conditions in clause 5.15.9, the RRC message carrying this Registration Request when the UE registers in 5GC if the UE is non-roaming or the UE has Configured NSSAI for the VPLMN in roaming case. If the UE has no Configured NSSAI of the VPLMN, the UE includes the HPLMN S-NSSAIs in the NAS Registration Request message as described in clause 5.15.5.2.1.
If the PCO received by the SMF+PGW-C contains an S-NSSAI that is not supported by the SMF+PGW-C, then the SMF+PGW-C may determine another SMF+PGW-C that supports the DNN and the S-NSSAI received in the PCO, based on operator policies and follows the PGW selection in case of PGW mismatch with network slice subscribed by the UE as specified in clause 7.2.1 and clause 7.2.2 of TS 29.274 [101].
When UE moves from EPS to 5GS, AMF reallocation may happen as described in clause 5.15.7.2 and clause 5.15.7.3.
NOTE:	It is assumed that if a MME is configured with a N26 interface towards an AMF, the MME has N26 interfaces with all AMFs serving the same area than the initial AMF and that can serve UE subject to EPS to 5GS mobility.
more changes
[bookmark: _Toc20150184][bookmark: _Toc27846992][bookmark: _Toc36188123][bookmark: _Toc45184030][bookmark: _Toc47342872][bookmark: _Toc51769574][bookmark: _Toc201160373][bookmark: _Toc201160374]5.15.10	Network Slice-Specific Authentication and Authorization
A serving PLMN or SNPN shall perform Network Slice-Specific Authentication and Authorization for the S-NSSAIs of the HPLMN or SNPN which are subject to it based on subscription information. The UE shall indicate in the Registration Request message in the UE 5GMM Core Network Capability whether it supports NSSAA feature. If the UE does not support NSSAA feature and if the UE requests any of these S-NSSAIs that are subject to Network Slice-Specific Authentication and Authorization, the AMF shall not trigger this procedure for the UE and they are rejected for the PLMN or SNPN. If the UE supports NSSAA feature and if the UE requests any of these S-NSSAIs that are subject to Network Slice-Specific Authentication and Authorization, they are included in the list of Pending NSSAI for the PLMN or SNPN, as described in clause 5.15.5.2.1.
If a UE is configured with S-NSSAIs, which are subject to Network Slice-Specific Authentication and Authorization, the UE stores an association between the S-NSSAI and corresponding credentials for the Network Slice-Specific Authentication and Authorization.
NOTE 1:	How the UE is aware that an S-NSSAI is subject to Network Slice-Specific Authentication and Authorization (e.g. based on local configuration) is out of scope of this specification.
The UE may support remote provisioning of credentials for NSSAA, specified in clause 5.39.
A UE that supports to be provisioned with the credentials used for NSSAA over UP remote provisioning shall use connectivity over an S-NSSAI/DNN which can access the provisioning server to establish a PDU session for remote provisioning as defined in clause 5.39.
NOTE 2:	The credentials for Network Slice-Specific Authentication and Authorization are not specified.
To perform the Network Slice-Specific Authentication and Authorization for an S-NSSAI, the AMF invokes an EAP- based Network Slice-Specific authorization procedure documented in clause 4.2.9 of TS 23.502 [3] (see also TS 33.501 [29]) for the S-NSSAI. When an NSSAA procedure is started and is ongoing for an S-NSSAI, the AMF stores the NSSAA status of the S-NSSAI as pending and when the NSSAA is completed the S-NSSAI becomes either part of the Allowed NSSAI or a Rejected S-NSSAI. The NSSAA status of each S-NSSAI, if any is stored, is transferred when the AMF changes.
This procedure can be invoked for a supporting UE by an AMF at any time, e.g. when:
a.	The UE registers with the AMF and one of the S-NSSAIs of the HPLMN or SNPN which maps to an S-NSSAI in the Requested NSSAI is requiring Network Slice-Specific Authentication and Authorization (see clause 5.15.5.2.1 for details) and the S-NSSAI in the Requested NSSAI can be added to the Allowed NSSAI by the AMF once the Network Slice-Specific Authentication and Authorization for the HPLMN or SNPN S-NSSAI succeeds; or
b.	The Network Slice-Specific AAA Server triggers a UE re-authentication and re-authorization for an S-NSSAI; or
c.	The AMF, based on operator policy or a subscription change, decides to initiate the Network Slice-Specific Authentication and Authorization procedure for a certain S-NSSAI which was previously authorized.
	In the case of re-authentication and re-authorization (b. and c. above) the following applies:
-	If S-NSSAIs that are requiring Network Slice-Specific Authentication and Authorization map to S-NSSAIs that are included in the Allowed NSSAI for each Access Type, AMF selects an Access Type to be used to perform the Network Slice Specific Authentication and Authorization procedure based on network policies.
-	If the Network Slice-Specific Authentication and Authorization for some S-NSSAIs mapped to some S-NSSAIs in the Allowed NSSAI is unsuccessful, the AMF shall update the Allowed NSSAI for each Access Type to the UE via UE Configuration Update procedure.
-	If the Network Slice-Specific Authentication and Authorization fails for all S-NSSAIs mapped to all S-NSSAIs in the Allowed NSSAI, the AMF determines a new Allowed NSSAI including default S-NSSAI(s). If no default S-NSSAI(s) could be added, the AMF shall execute the Network-initiated Deregistration procedure described in clause 4.2.2.3.3 of TS 23.502 [3] and shall include in the explicit De-Registration Request message the list of Rejected S-NSSAIs, each of them with the appropriate rejection cause value.
After a successful or unsuccessful UE Network Slice-Specific Authentication and Authorization, the UE context in the AMF shall retain the authentication and authorization status for the UE for the related specific S-NSSAI of the HPLMN or SNPN while the UE remains RM-REGISTERED in the PLMN or SNPN, so that the AMF is not required to execute a Network Slice-Specific Authentication and Authorization for a UE at every Periodic Registration Update or Mobility Registration procedure with the PLMN or SNPN.
[bookmark: _Hlk210300389]NOTE: 	The support of NSSAA in EPS including the impact on how the AMF handles at Initial Registration or Mobility Registration Update is specified in Annex Y of TS 23.502[3].
A Network Slice-Specific AAA server may revoke the authorization or challenge the authentication and authorization of a UE at any time. When authorization is revoked for an S-NSSAI that maps to an S-NSSAI in the current Allowed NSSAI for an Access Type, the AMF shall provide a new Allowed NSSAI to the UE and trigger the release of all PDU sessions associated with the S-NSSAI, for this Access Type.
The AMF provides the GPSI of the UE related to the S-NSSAI to the AAA Server to allow the AAA server to initiate the Network Slice-Specific Authentication and Authorization, or the Authorization revocation procedure, where the current AMF serving the UE needs to be identified by the system, so the UE authorization status can be challenged or revoked.
The Network Slice-Specific Authentication and Authorization requires that the UE Primary Authentication and Authorization of the SUPI has successfully completed. If the SUPI authorization is revoked, then also the Network Slice-Specific authorization is revoked.
more changes

6.2.1	AMF
The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functionalities may be supported in a single instance of an AMF:
-	Termination of RAN CP interface (N2).
-	Termination of NAS (N1), NAS ciphering and integrity protection.
-	Registration management.
-	Connection management.
-	Reachability management.
-	Mobility Management.
-	Lawful intercept (for AMF events and interface to LI System).
-	Provide transport for SM messages between UE and SMF.
-	Transparent proxy for routing SM messages.
-	Access Authentication.
-	Access Authorization.
-	Provide transport for SMS messages between UE and SMSF.
-	Security Anchor Functionality (SEAF) as specified in TS 33.501 [29].
-	Location Services management for regulatory services.
-	Provide transport for Location Services messages between UE and LMF as well as between RAN and LMF.
-	EPS Bearer ID allocation for interworking with EPS.
-	UE mobility event notification.
-	S-NSSAIs per TA mapping notification.
-	Support for Control Plane CIoT 5GS Optimisation.
-	Support for User Plane CIoT 5GS Optimisation.
-	Support for restriction of use of Enhanced Coverage.
-	Provisioning of external parameters (Expected UE Behaviour parameters or Network Configuration parameters).
-	Support for Network Slice-Specific Authentication and Authorization as per clause 5.15.10 and Annex Y for TS 23.502[3].
-	Support for charging.
-	Controlling the 5G access stratum-based time distribution based on UE's subscription data.
-	Controlling the gNB's time synchronization status reporting and subscription.
NOTE 1:	Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and Mobility Management.
In addition to the functionalities of the AMF described above, the AMF may include the following functionality to support non-3GPP access networks:
-	Support of N2 interface with N3IWF/TNGF. Over this interface, some information (e.g. 3GPP Cell Identification) and procedures (e.g. Handover related) defined over 3GPP access may not apply and non-3GPP access specific information may be applied that do not apply to 3GPP accesses.
-	Support of NAS signalling with a UE over N3IWF/TNGF. Some procedures supported by NAS signalling over 3GPP access may be not applicable to untrusted non-3GPP (e.g. Paging) access.
-	Support of authentication of UEs connected over N3IWF/TNGF.
-	Management of mobility, authentication and separate security context state(s) of a UE connected via a non-3GPP access or connected via a 3GPP access and a non-3GPP access simultaneously.
-	Support as described in clause 5.3.2.3 a co-ordinated RM management context valid over a 3GPP access and a Non 3GPP access.
-	Support as described in clause 5.3.3.4 dedicated CM management contexts for the UE for connectivity over non-3GPP access.
-	Determine whether the serving N3IWF/TNGF is appropriate based on the slices supported by the N3IWFs/TNGFs as specified in clause 6.3.6 and clause 6.3.12 respectively.
NOTE 2:	Not all of the functionalities are required to be supported in an instance of a Network Slice.
In addition to the functionalities of the AMF described above, the AMF may include policy related functionalities as described in clause 6.2.8 of TS 23.503 [45].
The AMF uses the N14 interface for AMF re-allocation and AMF to AMF information transfer. This interface may be either intra-PLMN or inter-PLMN (e.g. in the case of inter-PLMN mobility).
In addition to the functionality of the AMF described above, the AMF may include the following functionality to support monitoring in roaming scenarios:
-	Normalization of reports according to roaming agreements between VPLMN and HPLMN (e.g. change the location granularity in a report from cell level to a level that is appropriate for the HPLMN); and
-	Generation of charging/accounting information for Monitoring Event Reports that are sent to the HPLMN.
In addition to the functionality of the AMF described above, the AMF may provide support for AMF overload control, Network Slice restriction and Network Slice instance restriction based on NWDAF analytics.
In addition to the functionalities of the AMF described above, the AMF may provide support for the Disaster Roaming as described in clause 5.40.
In addition to the functionalities of the AMF described above, the AMF may also include following functionalities to support Network Slice Admission Control:
-	Support of NSAC for maximum number of UEs as defined in clauses 5.15.11.1 and 5.15.11.3.
In addition to the functionality of the AMF described above, the AMF may include the following functionality to support SNPNs:
-	Support for Onboarding of UEs for SNPNs.
In addition to the functionalities of the AMF described above, the AMF may also include following functionalities to support satellite backhaul:
-	Support for reporting satellite backhaul category and its modification based on AMF local configuration to SMF as defined in clause 5.43.4.
In addition to the functionalities of the AMF described above, the AMF may also include following functionalities for regenerative-based satellite access:
-	Support for NG Removal procedure defined in TS 38.413 [34].
In addition to the functionalities of the AMF described above, the AMF may also include following functionalities to support UE-Satellite-UE communication:
-	Support for reporting to SMF the UE's serving satellite identifier and its change as defined in clause 5.4.14.
In addition to the functionalities of the AMF described above, the AMF may provide support for Network Slice instance change for PDU sessions as defined in clause 5.15.5.3.
In addition to the functionalities of the AMF described above, the AMF may also support functionalities for Partial Network Slice support in a Registration Area as described in clause 5.15.17.
In addition to the functionalities of the AMF described above, the AMF may also include functionalities to support NS-AoS not matching deployed Tracking Areas as described in clause 5.15.18.
In addition to the functionalities of the AMF described above, the AMF may also include functionalities to support Network Slice Replacement as described in clause 5.15.19.
In addition to the functionalities of the AMF described above, the AMF may also include functionalities to enforce the LADN Service Area per LADN DNN and S-NSSAI for a UE as described in clause 5.6.5a, as well as to enforce the LADN Service Area per LADN DNN for a UE in clause 5.6.5.
In addition to the functionalities of the AMF described above, the AMF may also include following functionalities to support Indirect Network Sharing:
-	Support for selecting the SMF of participating operator (H-SMF) possibly considering the relevant UE location information as specified in clause 6.3.2.
-	Support for Network Slicing handling considering what is described in clause 5.18.5.
NOTE 3:	The AMF of hosting operator can identify the UE's participating operator (i.e. in the case of Indirect Network Sharing) during the registration procedure based on internal implementation and then the H-SMF selection can be performed considering the relevant UE location information.
In addition to the functionalities of the AMF described above, the AMF may also include following functionalities to support Local Offloading Management as specified in clause 5.34.11:
-	Support to decide the insertion or removal of I-SMF to support Local Offloading Management based on SMF selection subscription data, the current UE location, SMF service area and local offloading management service area.
In addition to the functionalities of the AMF described above, the AMF may provide support for energy related features as described in clause 5.51.
more changes
6.2.2	SMF
The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:
-	Session Management e.g. Session Establishment, modify and release, including tunnel maintain between UPF and AN node.
-	UE IP address allocation & management (including optional Authorization). The UE IP address may be received from a UPF or from an external data network.
-	DHCPv4 (server and client) and DHCPv6 (server and client) functions.
-	Functionality to respond to Address Resolution Protocol (ARP) requests and / or IPv6 Neighbour Solicitation requests based on local cache information for the Ethernet PDUs. The SMF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-	Selection and control of UP function, including controlling the UPF to proxy ARP or IPv6 Neighbour Discovery, or to forward all ARP/IPv6 Neighbour Solicitation traffic to the SMF, for Ethernet PDU Sessions.
-	Configures traffic steering at UPF to route traffic to proper destination.
-	5G VN group management, e.g. maintain the topology of the involved PSA UPFs, establish and release the N19 tunnels between PSA UPFs, configure traffic forwarding at UPF to apply local switching, N6-based forwarding or N19-based forwarding, manage traffic forwarding in the case that a SMF Set or multiple SMF Sets are serving a 5G VN.
-	Termination of interfaces towards Policy control functions.
-	Lawful intercept (for SM events and interface to LI System).
-	Support for charging.
-	Control and coordination of charging data collection at UPF.
-	Termination of SM parts of NAS messages.
-	Downlink Data Notification.
-	Initiator of AN specific SM information, sent via AMF over N2 to AN.
-	Determine SSC mode of a session.
-	Support for Control Plane CIoT 5GS Optimisation.
-	Support of header compression.
-	Act as I-SMF in deployments where I-SMF can be inserted, removed and relocated.
-	Provisioning of external parameters (Expected UE Behaviour parameters or Network Configuration parameters).
-	Support P-CSCF discovery for IMS services.
-	Act as V-SMF with following roaming functionalities:
-	Handle local enforcement to apply QoS SLAs (VPLMN).
-	Charging (VPLMN).
-	Lawful intercept (in VPLMN for SM events and interface to LI System).
-	Support for interaction with external DN for transport of signalling for PDU Session authentication/authorization by external DN.
-	Instructs UPF and NG-RAN to perform redundant transmission on N3/N9 interfaces.
-	Generation of the TSC Assistance Information based on the TSC Assistance Container received from the PCF.
-	Support for RAN feedback for BAT offset and adjusted periodicity as defined in clause 5.27.2.5.
NOTE 1:	Not all of the functionalities are required to be supported in an instance of a Network Slice.
In addition to the functionalities of the SMF described above, the SMF may include policy related functionalities as described in clause 6.2.2 of TS 23.503 [45].
In addition to the functionality of the SMF described above, the SMF may include the following functionality to support monitoring in roaming scenarios:
-	Normalization of reports according to roaming agreements between VPLMN and HPLMN; and
-	Generation of charging information for Monitoring Event Reports that are sent to the HPLMN.
The SMF may also include following functionalities to support Edge Computing enhancements (further defined in TS 23.548 [130]):
-	Selection of EASDF, obtain and/or provision DNS security information of the EASDF and provision of its address to the UE as the DNS Server for the PDU session;
-	Usage of EASDF services as defined in TS 23.548 [130];
-	For supporting the Application Layer Architecture defined in TS 23.558 [134]: Provision and updates of ECS Address Configuration Information to the UE;
-	For supporting the HR-SBO as defined in clause 6.7 of TS 23.548 [130].
-	For supporting Local Offloading Management as defined in clause 6.10 of TS 23.548 [130].
NOTE 2:	In case an I-SMF is inserted to locally manage edge computing related information and the traffic is locally offloaded, only the I-SMF performs the EASDF selection and uses the EASDF services for the locally offloaded PDU sessions.
-	For supporting the N6 delay measurement as described in clause 5.8.2.23.
-	Based on N6 delay measurements and user plane latency (between the 5G AN and candidate UPF(s)):
-	Supporting the (re)selection of local PSA UPF as defined in clause 6.2.3.2 of TS 23.548 [130].
-	Supporting to trigger (re)discovery of EAS(es) as defined in clause 6.2.3.2 of TS 23.548 [130].
The SMF and SMF+ PGW-C may also include following functionalities to support Network Slice Admission Control:
-	Support of NSAC for maximum number of PDU sessions as defined in clauses 5.15.11.2, 5.15.11.3 and 5.15.11.5.
-	Support of NSAC for maximum number of UEs as defined in clauses 5.15.11.3 and 5.15.11.5.
The SMF and SMF+ PGW-C may also include the support of NSSAA over EPS as specified in Annex Y of TS 23.502[3].
The SMF may also include following functionalities:
-	Providing per-QoS flow Non-3GPP QoS assistance information to the UE (e.g. PEGC) and formulation of the CN PDB based on non-3GPP delay budget from UE (e.g. PEGC) as described in clause 5.44.3.4.
-	Support of PDU Set based handling as described in clause 5.37.5.
In addition to the functionalities of the SMF described above, the SMF may also include functionalities to support Network Slice Replacement as described in clause 5.15.19.
The SMF may also include functionalities to support indirect UPF event exposure service subscription on behalf of the consumer NF(s) as described in clause 4.15.4.5 of TS 23.502 [3].
In addition to the functionality of the SMF described above, the SMF may provide support for SMF overload control based on NWDAF analytics.
In addition to the functionality of the SMF described above, the SMF may provide support for energy related features as described in clause 5.51.
In addition to the functionality of the SMF described above, the SMF may include the following functionality to support communication via satellite access and/or satellite backhaul:
-	Support for reporting satellite backhaul category and its modification to PCF as described in clause 5.43.4.
-	Support for reporting to PCF the UE's serving satellite identifier and its change as defined in clause 5.4.14.
as described in clause 5.51.
more changes

[bookmark: _Toc201160460]6.3.17	NSSAAF discovery and selection
In the case of NF consumer based discovery and selection, the following applies:
-	The NF consumer (e.g. AMF, SMF+PGW-C, AUSF) performs NSSAAF selection to select an NSSAAF Instance that supports authentication between the UE and the AAA-S associated with the HPLMN or in the Credentials Holder in the case of SNPN or in the DCS domain in the case of ON-SNPN. The NF consumer shall utilize the NRF to discover the NSSAAF instance(s) unless NSSAAF information is available by other means, e.g. locally configured on the NF consumer. The NSSAAF selection function in the NF consumer selects an NSSAAF instance based on the available NSSAAF instances (obtained from the NRF or locally configured in the NF consumer).
NSSAAF selection is applicable to both 3GPP access and non-3GPP access.
The NSSAAF selection function in NSSAAF NF consumers or in SCP should consider the following factor when it is available:
1.	Home Network Identifier (e.g. MNC and MCC, realm) of SUPI (by an NF consumer in the Serving network).
2.	S-NSSAI of the HPLMN.
3.	SUPI or Internal Group ID; the NSSAAF NF consumer selects a NSSAAF instance based on the SUPI range the UE's SUPI belongs to or based on the results of a discovery procedure with NRF using the UE's SUPI or Internal Group ID as input for NSSAAF discovery.
An HPLMN deploying NSSAAF instances supporting specific S-NSSAIs and/or sets of SUPIs (according to factors 2-3) shall also deploy NSSAAF instance(s) that can be selected using factor 1 if they need to interoperate with VPLMNs using only factor 1 for NSSAAF selection.
In the case of delegated discovery and selection in SCP, the NSSAAF NF consumer shall send all available factors to the SCP.
as described in clause 5.51.
more changes
7.2.20	NSSAAF Services
The following NF services are specified for NSSAAF:
[bookmark: _CRTable7_2_201]Table 7.2.20 -1: NF Services provided by NSSAAF
	Service Name
	Description
	Reference in TS 23.502 [3]

	Nnssaaf_NSSAA
	The NSSAAF provides NSSAA service to the requester NF by relaying EAP messages towards a AAA-S or AAA-P and performing related protocol conversion as needed. It also provides notification to the current AMF and/or SMF+PGW-C where the UE is of the need to re-authenticate and re-authorize the UE or to revoke the UE authorization.
	5.2.20.2

	Nnssaaf_AIW
	The NSSAAF provides AIW (AAA interworking) service to the requester NF by relaying EAP messages towards a AAA-S or AAA-P and performing related protocol conversion as needed.
	5.2.20.3




[bookmark: _CRH_1][bookmark: _CRH_2][bookmark: _CRH_2_1]End of changes
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