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	Reason for change:
	When NWDAF requests for UE data from AF by providing UE ID (SUPI or GPSI), the AF translates UE ID to UE’s DN-facing IP address that is the IP address as seen at N6 interface, by using the procedures defined in the clause 6.2.8.2.4.2 and clause 6.2.8.2.4.5 of TS 23.288.
In this CR, we propose an optimized procedure which can be used by the AF to obtain the DN-facing UE IP address regardless of NAT status.
The main purpose of this procedure is to render AF agnostic to existence of NAT. This procedure is not intended to replace procedures specified in clause 6.2.8.2.4.2-6.2.8.2.4.5. If the AF is aware that NAT is not enabled between UE and AF, the procedure specified in clause 6.2.8.2.4.2 or clause 6.2.8.2.4.3 shall be used. If the AF knows that NAT is enabled between UE and AF, the procedure in clause 6.2.8.2.5 shall be used.
The procedure is to have a single service offered by NEF which can internally chain the services to get the required information. The AF can invoke this service for a requested UE ID to directly get the DN-facing IP address irrespective of NAT status being known to the AF.
· With the addition of new event, “DN-facing UE IP address”, in Nsmf_EventExposure service; SMF will invoke the Nupf_EventExposure service of UPF to get UE public IP address provided NAT exposure is enabled for the serving UPF.
· For AF interacting with the core through NEF, Nnef_UEAddress_Subscribe service operation is enhanced to provide DN-facing UE IP address(es) for UE(s) identified by GPSI/External Group Identifier.
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*** First Change***
6.2.8.2.4.x	AF correlates UE data collection and NWDAF request using DN-facing UE IP address


If the AF receives the Naf_EventExposure_Subscribe from NWDAF, via NEF, including Target for Event Reporting set to GPSI and not including the UE's IP address and the AF does not locally store the UE's IP address, the AF request the NEF to provide the allocated DN-facing UE IPv4 address or IPv6 prefix or both as described in Figure 6.2.8.2.4.3-1.



Figure 6.2.8.2.4.x-1: AF correlates UE data collection and NWDAF request using the DN-facing UE IP address
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:
0.	Same step as step 0 in figure 6.2.8.2.4.3-1.
1.	The AF receives a request to retrieve input data as described in clause 6.2.8.2.3 including a GPSI. The AF requests NEF to provide the IPv4address or both serving the PDU session for this GPSI towards the AF using Nnef_UEAddress_Get_Request by providing DN-facing UE IP address indicator.
2.	The NEF is configured with the DNN, S-NSSAI to access this AF. The NEF finds the SMF serving the PDU session(s) for this GPSI, DNN, S-NSSAI using Nudm_UECM_Get_Request including type of requested information set to SMF Registration Info and the S-NSSAI and DNN, as defined in clause 5.3.2.5.7 of TS 29.503 [26].
NOTE 2:	If there are more than one (DNN, S-NSSAI) combination to access this AF, the NEF will find the SMF(s) serving the PDU session(s) to any of these (DNN, S-NSSAI) combinations.
3.	The UDM provides the SMF id(s) and the tuple (PDU Session id (S-NSSAI, DNN) using Nudm_UECM_Get_Response to the NEF. Using the configuration in NEF, as described in step 2, the NEF determines the PDU session used for the user plane connection between UE and AF.
4.	The NEF sends Nsmf_EventExposure_Subscribe to the SMF(s) identified in step 3, including the Target for Event Reporting set to the PDU Session id(s) provided in step 3 and the Event ID set to IP address/prefix allocation/change with a DN-facing UE IP address indicator.
4a.            The SMF uses the Nupf_EventExposure_Subscribe service operation to request UE public address and port information from the UPF. The request includes the UE (private) IP address and an IP address of the remote end and indicates immediate reporting.
4b.             The UPF sends the UE public IP address and source TCP/UDP port immediately by invoking the Nupf_EventExposure_Notify to the SMF.
5.	The SMF provides the allocated IPv4 address or IPv6 prefix or both to the NEF.
6.	The NEF provides the allocated IPv4 address or IPv6 prefix or both provided by SMF in step 5 to the AF.
7.	The AF correlates the UE data that includes the UE IP address and the NWDAF request for the GPSI using the retrieved IPv4 address or IP v6 prefix.
If the user plane session between the UE and the AF is released, the AF shall remove the stored correlation information between the UE IP address / prefix and GPSI
* * * End of Change * * * 
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