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Abstract of the contribution:  This paper proposes a new solution to support SMS over IP routing to the emergency response centre (PSAP) using Local Breakout (LBO).
Revision 10849: 

· Clarify that Conditional LBO at local IMS network is authorized by the Visited PLMN based on local operator policy and the user's active registration status in visited PLMN.
· P2: in IMS registration procedure, the P-CSCF checks if the UE is successfully registered on the visited PLMN and retrieves subscriber related identifier(s) (e.g. IMSI, IMEI(SV), MSISDN) from the PCF to execute the local policy check and to determine if the roaming user is authorized for the Conditional LBO service based on the registration status in visited PLMN.
· P1: Removed The IMS core shall provide the UE with the VPLMN's local Emergency Number List.
· Description 6.X.2, IMS registration and IMS emergency registration Procedures, Impacts P-CSCF.
1. Introduction
This paper proposes a new solution for enabling SMS over IP routing to the Emergency Response Centre (PSAP). The contribution addresses KI#1 (Enabling emergency SMS routing) and KI#3 (SMS over IP delivery for routing to local PSAP) by specifying mechanisms for conditional Local Breakout (LBO) of MO SMS. 
According to the discussion and proposal in S2-2509964, which proposed to support Emergency Registration for UE in Non-Limited State to ensure LBO path availability for both Registration statuses to ensure LBO is granted regardless of normal or emergency registration status. The solution's design is based on the UE's registration state:
· Normal Registration State: LBO routing is enabled by a new capability negotiation and signaling procedure that overrides the default Home-Routed policy, including a defined Home Routed fallback.
· Emergency Registration State: The solution uses the existing SMS requested indicator to trigger immediate authentication and security context establishment.
In addition, the solution includes Home Routed fallback.
To ensure the solution is robust and future-proof, this solution ensures the SMS-TPDU payload is agnostic to how it's transported (over NAS in the control plane, or over IP in the application plane).
2. Proposal

It is proposed to agree the following changes to 3GPP TR23.700-65.
* * * * First Change * * * *
6
Solutions

6.0
Mapping of Solutions to Key Issues
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* * * * Second Change (all new) * * * *

6.x
Solution Y: enabling SMS over IP for conditional local routing to Emergency Response Centre 
6.x.1
High level principles

This solution addresses KI#1 and KI#3 by enhancing short messages delivery using SMS over IP and routing to local emergency respond centre (i.e. PSAP). This solution is proposed with the following principles:
· P1. Emergency Authentication Trigger: During Emergency Registration, the UE's request for SMS capability shall trigger the AMF/MME to perform primary authentication to establish the necessary NAS security context for SMS transfer.
· P2. Negotiation of UE capability and network support for Conditional LBO Policy Override: For UEs in the Normal Registration State, Local Breakout for PSAP-destined SMS is negotiated between the UE and the IMS Network (via P-CSCF/S-CSCF) using SIP feature tags (e.g., +g.3gpp.smsip-lbo) as a conditional override to the default Home Routed policy. The P-CSCF makes the local policy check and S-CSCF determines network support of SMS over IP, and SMS for LBO routing. During the IMS registration procedure, the P-CSCF checks if the UE is successfully registered on the visited PLMN and retrieves subscriber related identifier(s) (e.g. IMSI, IMEI(SV), MSISDN) from the PCF to execute the local policy check and to determine if the roaming user is authorized for the Conditional LBO service based on the registration status in the visited PLMN.
· P3. Emergency Number Provisioning: As part of the normal registration procedure and emergency registration procedure, the AMF shall provide the UE with the VPLMN's local Emergency Number List to ensure the UE uses the correct destination address in the MO SMS TPDU. 
· P4. Explicit Routing Trigger via SIP: The UE shall use a specific indicator in the SIP MESSAGE request to explicitly signal to the IMS network that the embedded SMS is for routing to a PSAP and requires the conditional LBO route via the visited IP-SM-GW.
· P5. Home Routed Fallback (for keeping integrity): When Conditional LBO is not supported by the VPLMN, Home Routed SMS is enhanced by optionally passing the Visited SMSC Address to the UE, allowing the Home SMSC to perform efficient, direct routing to the local PSAP.
· P6. Non-Modification of TPDU: The core network functions (IP-SM-GW) shall maintain the integrity of the SMS-TPDU payload during transit. This is to ensure the mechanism is robust and future-proof so that the SMS-TPDU payload is agnostic to how it's transported (over NAS in the control plane, or over IP in the application plane).
· P7. NAS Layer as Transport-Agnostic Policy Anchor: The VPLMN's LBO authorization is anchored in the NAS layer (MME/AMF) during the Registration/Attach procedure. This establishes a single master policy that governs the UE's LBO procedures for all delivery protocols. This requires the IMS core (P-CSCF/S-CSCF) to enforce this authorization status at the application layer for SMS over IP, ensuring the LBO policy is consistently applied regardless of the delivery mechanism (SMS over NAS or SMS over IP). 
6.X.2
Description
The solution requires the following enhancements to the existing protocols and network functions:
1. Clarification of Emergency Authentication: 
· When a UE performs Emergency Registration and sets the SMS requested bit in the 5GS update type IE of the Registration Request message, the IMS/Core network shall initiate primary authentication to ensure the creation of the necessary security context required for secure SMS over NAS transfer.
2. Conditional LBO Capability Negotiation:
· During the IMS registration procedure, the P-CSCF checks if the UE is successfully registered on the visited PLMN and retrieves subscriber related identifier(s) (e.g. IMSI, IMEI(SV), MSISDN) from the PCF to execute the local policy check and determine if the roaming user is authorized for the Conditional LBO service based on the registration status in the visited PLMN.
· The IMS registration procedure must negotiate LBO capability, which serves as the final application-layer authorization check that enforces the core routing policy anchored in the NAS context.
· The UE shall include a new SIP feature tag (e.g., +g.3gpp.smsip-lbo) in the Supported or Require header of the SIP REGISTER message to indicate its capability and preference for MO SMS delivery using conditional LBO for routing to local PSAP. 
· The SIP 200 OK message is extended to include an optional SIP feature tag in the P-Associated-URI header, e.g., +g.3gpp.smsip-lbo-allowed, if the Visited IMS network is configured to support this service for the roaming user.
3. 
· 
4. LBO Message Signaling:

· For MO SMS destined for a PSAP, the UE shall use standardized urn:service:sos (to trigger emergency routing) and a new explicit SIP header (P-3GPP-SMS-LBO-Routing: true) in the SIP MESSAGE request to explicitly signal to the IMS network that the embedded SMS TPDU is destined for a PSAP and requires Local Breakout routing. This provides an unambiguous signal for conditional local routing.
5.  Home Routed Fallback Enhancements:

· Home Routed Fallback Enhancement: If Conditional LBO is not supported by the VPLMN, the SIP 200 OK can optionally provide the visited SMSC Address to the UE for use during Home Routed fallback.

· TPDU Integrity: All core network functions (IP-SM-GW/Visited SMSC/Home SMSC) must maintain the integrity of the SMS-TPDU payload during transit.
· The SMS-TPDU is enhanced with a new optional field to carry the visited SMSC Address when provided by the UE in the Home Routed fallback scenario.
6. The principle of the MO SMS delivery using SMS over IP includes:

· UE Role: The UE builds the SMS message based on TS 23.040, which specifies the SMS-SUBMIT TPDU (Transport Protocol Data Unit). The UE uses the SMS-SUBMIT TPDU as the final message payload. The UE does not use the RP-DATA PDU or CP-DATA components, as these are specific to NAS transport.

· SIP Transport: The UE places the SMS-SUBMIT TPDU payload inside the message body of a SIP MESSAGE request. The necessary signaling (routing address, priority headers, etc.) is placed in the SIP headers (e.g., Request-URI, P-Headers).

· P-CSCF/IP-SM-GW Role: The P-CSCF/S-CSCF receives the SIP MESSAGE and routes it to the Visited IP-SM-GW. The V-IP-SM-GW extracts the SMS-TPDU payload from the SIP MESSAGE body and converts the SIP signaling into the core network's Mobile Originated (MO) SMS protocols (e.g., MAP or Diameter) for forwarding to the V-SMSC or H-IP-SM-GW.

6.X.3
Procedures

6.x.3.1: MO SMS over IP in 5GS

6.x.3.1.1 Emergency Registration Procedure in 5GS
Figure 6.x.3.1.1-1 shows Emergency Registration procedure in 5GS.
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Figure 6.x.3.1.1-1: Emergency Registration Procedure in 5GS
The following are the required enhancement for Emergency Registration Procedure:
1:
The UE sends a Registration Request to the AMF. The message includes:

-
5GS registration type set to "emergency registration".

-
A new Authentication indication IE or 5GS update type IE with the SMS requested bit set to "SMS over NAS supported" and a new SMS authentication required bit set to true (acting as an authentication trigger).

1a.
The AMF recognizes the Emergency Registration and the explicit authentication need for SMS over NAS support. The AMF overrides the default deferral policy and initiates the primary authentication procedure immediately with the AUSF/UDM. The AMF performs authentication procedures to interact with UDM to ensure that the UE's credentials are validated before enabling SMS services.

2:
AMF uses the Nudm_UECM_Registration operation/Nudm_UEAuthentication/ Service/ Nudm_SDM_Get/Nudm_SDM_Subscription service operations to interact with UDM.

3:
Upon successful authentication, the AMF derives the NAS security context and continues the registration procedure. The AMF provides the VPLMN Emergency Number List and 5GS registration result indicating "SMS allowed" bit that confirms successful authentication and SMS for routing to local PSAPs services are authorized. If primary authentication fails, the AMF sends registration accept message with 5GS registration result indicating SMS not allowed to notify the UE that SMS over NAS is not possible for emergency registration due to lack of a security context or authorization, recommending fallback to another mechanism, e.g. normal registration procedure enhanced with SMS for LBO routing to PSAP as described in clause 6.7.2.1.2.

4:
The AMF sends Registration Accept message to the UE indicating Emergency services supported and SMS service allowed/disallowed in the 5GS registration result.

5:
The UE stores 5GS registration result for UE allowed/disallowed in UE context.

6.x.3.1.2 IMS Emergency Service Registration Procedure

Figure 6.x.3.1.2-1 shows IMS Emergency Registration procedure. 
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Figure 6.x.3.1.2-1: IMS Emergency Registration Procedure (VPLMN SMS for LBO Supported) 
1: The UE performs emergency registration procedure.

2: The UE performs PDU Session Establishment Request Procedure indicating emergency request based on TS 23.502 Figure 4.3.2.2.1-1.
3: The UE sends a SIP REGISTER to the P-CSCF. The message includes:

·    The standard mechanism (e.g., dedicated P-CSCF discovery) to indicate an Emergency Registration.
·    The +g.3gpp.smsip feature tag in the Supported header, indicating SMS over IP support.
·    A new feature tag or parameter (e.g., a parameter like ;auth-req on +g.3gpp.smsip, or a new feature tag like +g.3gpp.emergency-sms-auth) explicitly indicating the need for immediate user authentication to establish a security context for emergency SMS over IP.
4:  When the P-CSCF detects the IMS Emergency Registration and the explicit authentication need for emergency SMS over IP, the P-CSCF checks if the UE is successfully registered on the visited PLMN and retrieves subscriber related identifier(s) (e.g. IMSI, IMEI(SV), MSISDN) from the PCF in the Visited PLMN to establish the user identity required for immediate user authentication. Using these identifiers, the P-CSCF performs the local policy check to verify if the subscriber is authorized for Conditional LBO based on the registration status in the visited PLMN. 
The S-CSCF overrides the default deferral policy for authentication and initiates the user authentication procedure immediately with the AUSF/UDM. 
5:  Upon successful authentication, the S-CSCF sends a SIP 200 OK to the UE, including the +g.3gpp.smsip feature tag in the Contact header, confirming the successful authorization of SMS over IP.. If authentication failed, the S-CSCF accepts the SIP Registration request while omitting the SMS capabilities (by not including the +g.3gpp.smsip feature tag), recommending fallback to another mechanism, e.g., IMS registration procedure enhanced with SMS for LBO routing to PSAP as described in clause 6.x.3.1.3.
6.x.3.1.3 IMS Registration Procedure (VPLMN LBO Supported) for SMS over IP
Figure 6.x.3.1.3-1 shows SIP Registration procedure in IMS network.
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Figure 6.x.3.1.3-1: IMS Registration Procedure (VPLMN SMS for LBO Supported) 
The following are the required enhancement for SIP Registration (Negotiating Conditional LBO Capability):
1: The UE performs normal registration procedure.
2: The UE performs PDU Session Establishment Request Procedure for IMS DNN/S-NSSAI based on Figure 4.3.2.2.1-1.
3: The UE sends a SIP REGISTER to the P-CSCF, including the SIP feature tag for SMS over IP (e.g.+g.3gpp.smsip) and SMS for LBO routing (e.g. +g.3gpp.smsip-lbo) in the Supported header to indicate SMS over IP (for home routed policy) and SMS for LBO Support (for routing to local PSAP). 

4:The P-CSCF checks if the UE is successfully registered on the visited PLMN and retrieves subscriber related identifier(s) (e.g. IMSI, IMEI(SV), MSISDN) from the PCF in the Visited PLMN to establish the user identity required for immediate authentication. Using these identifiers, the P-CSCF performs the local policy check to verify if the subscriber is authorized for Conditional LBO based on the registration status in the visited PLMN. Subsequently,  the S-CSCF determines network support of SMS over IP, and SMS for LBO routing. 
5: If conditional LBO for PSAP-destined SMS is allowed, the S-CSCF sends a SIP 200 OK to the UE, including feature tag for SMS over IP (e.g., +g.3gpp.smsip), and feature tag for SMS for LBO (e.g. +g.3gpp.smsip-lbo-allowed in the contact header). The S-CSCF may optionally include the visited SMSC Address IE in the P-CSCF configuration message. If conditional SMS for LBO is not allowed, the S-CSCF omits the SMS for LBO Allowed indication. 

6: The UE stores SMS over IP for LBO allowed indication (if available) in UE SIP context.
6.x.3.1.3 MO SMS over IP Delivery using LBO routing to local PSAP (VPLMN LBO Supported)
Figure 6.x.3.1-3 shows MO SMS over IP Delivery using LBO routing to local PSAP. 
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Figure 6.x.3.1.3-1: MO SMS over IP Delivery using LBO routing to local PSAP 
1: The UE performs normal registration procedure.

2: The UE performs PDU Session Establishment Request Procedure using IMS DNN/S-NSSAI based on Figure 4.3.2.2.1-1 for normal PDU Session or Emergency PDU Session. 

3: The UE performs IMS registration procedure or IMS emergency service registration procedure for enabling SMS over IP delivery using LBO routing to local PSAP.
4: The UE generates the SMS-SUBMIT TPDU with the local emergency number in the TP-DA field. 

5: Based on the SMS for LBO Allowed status stored in the UE SIP context, the UE sends a SIP MESSAGE request to the P-CSCF. A new header, P-3GPP-SMS-LBO-Routing: true as the primary explicit trigger, used alongside the standardized urn:service:sos is included to signal conditional local routing preference. The message body carries the embedded SMS-SUBMIT TPDU payload. For IMS emergency registered UE, the Request-URI is set to the local emergency number (e.g., tel:911). The P-CSCF also detects the standard urn:service:sos.
6: The P-CSCF receives the SIP MESSAGE and detects the presence of the P-3GPP-SMS-LBO-Routing: true header or a dedicated URN (e.g., urn:service:sos.sms.psap.lbo) in the Request-URI. For IMS emergency registered UE, the P-CSCF also detects the standard urn:service:sos. The P-CSCF overrides the default policy and selects a locally configured Visited IP-SM-GW. The message is then routed via the S-CSCF to the V-IP-SM-GW. If the UE was not explicitly granted the SMS for LBO Allowed status during registration, the S-CSCF shall ignore the SMS for LBO header and follow the default Home Routed policy as described in Figure 6.x.3.1.4-1.

7: The P-CSCF/S-CSCF forwards the SIP MESSAGE to the V-IP-SM-GW.
8: The Visited IP-SM-GW determines that the MO SMS is for LBO routing.

9: The Visited IP-SM-GW forwards MO SMS to the V-SMSC. 

10: The Visited SMSC identifies the MO SMS and routes it to local PSAP based on emergency number, emergency service type and location information, e.g. AML, indicated in the SMS-TPDU payload. 
6.x.3.1.4 MO SMS over IP Delivery (VPLMN LBO Not Supported/Allowed - Home Routed Fallback)

If LBO is not supported, the S-CSCF/IP-SM-GW applies the Home Routed policy. Figure 6.x.3.1-4 shows MO SMS over IP Delivery (VPLMN LBO Not Supported/Allowed- Home Routed Fallback). 

If the UE performs an IMS Emergency Registration and then sends an emergency SMS, but the Visited PLMN (VPLMN) cannot support the Local Breakout (LBO) functionality (e.g., if the V-IP-SM-GW lacks the necessary local configuration), the S-CSCF/IP-SM-GW is obligated to apply the Home Routed policy to ensure the message is delivered via the Home PLMN (HPLMN). This fallback mechanism guarantees reliability, which is essential for any emergency service.
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Figure 6.x.3.1.4-1: MO SMS over NAS Delivery in 5GS (VPLMN LBO Not Supported/Allowed - Home Routed Fallback)

The following are the required enhancement MO SMS over NAS Delivery in 5GS (VPLMN LBO Not Supported/Allowed - Home Routed Fallback) in Figure 6.x.3.1.4-1: 
1: The UE performs normal registration procedure.

2: The UE performs PDU Session Establishment Request Procedure using IMS DNN/S-NSSAI based on Figure 4.3.2.2.1-1 for normal PDU Session or Emergency PDU Session. 

3: The UE performs IMS registration procedure or IMS emergency service registration procedure for enabling SMS over IP delivery using home routed fallback.
4: The UE generates the SMS-SUBMIT TPDU with the local emergency number in the TP-DA field. If the UE received the visited SMSC Address IE in Registration procedure, the UE includes this address in a new dedicated routing field within the SMS TPDU.

5: Without SMS for LBO Allowed indication stored in UE SIP context, the UE sends a SIP MESSAGE request to the P-CSCF. The message body carries the embedded SMS-SUBMIT TPDU payload. For IMS emergency registered UE, the Request-URI is set to the local emergency number (e.g., tel:911). The P-CSCF also detects the standard urn:service:sos.
6: The P-CSCF/S-CSCF receives the SIP message and determines to follow the default Home routed roaming policy and select the H-IP-SM-GW (via the I-CSCF).
7: The S-CSCF forwards the SIP MESSAGE to the V-IP-SM-GW. The V-IP-SM-GW then applies home routing policy, converts the SIP message into core Mobile Originated (MO) SMS protocol, and forwards it to the H-IP-SM-GW. The H-IP-SM-GW then forwards the MO SMS to the H-SMSC.

8: The H-SMSC identifies the MO SMS for LBO routing to local PSAP based on emergency number, emergency service type and location information, e.g. AML, indicated in the SMS-TPDU payload. If the UE included the visited SMSC Address (received during SIP registration) in the SMS-TPDU payload, the H-SMSC uses this address for direct routing to the visited SMSC for routing to the local PSAP. If the visited SMSC Address is not present, the H-SMSC inspects the TP-DA and uses its global routing policy to route the message back to the appropriate visited SMSC for routing to local PSAP.
9: The H-SMSC routes the SMS-TPDU to the V-SMSC. The H-SMSC uses core inter-PLMN SMS protocols (like MAP or Diameter) and the V-SMSC's address (either from a database lookup or the optional address provided by the UE in the TPDU) to route the message.
10: The V-SMSC identifies the MO SMS for LBO routing to PSAP and routes it to local PSAP based on emergency number, emergency service type and location information, e.g. AML, indicated in the SMS-TPDU payload. 
6.X.4
Impacts to Services, Entities and Interfaces

UE:

· Include the SMS authentication required bit in the 5GS update type IE (for NAS) to trigger immediate security context establishment for Emergency Registration procedure.

· Include a dedicated feature tag (e.g., +g.3gpp.emergency-sms-auth) in the SIP REGISTER for IMS Emergency Registration.
· Indicate support for Conditional LBO for PSAP routing by including the new SIP feature tag +g.3gpp.smsip-lbo in the SIP REGISTER message (for both Normal and Emergency Registration states).
· Store the VPLMN Emergency Number List and always use a local emergency number in the SMS-TPDU TP-DA field for PSAP-destined SMS.
· Support LBO Routing Trigger if SMS for LBO is allowed using either a dedicated URN in the Request-URI or a dedicated header in the SIP MESSAGE request to explicitly signal the network's conditional local routing preference.

· Support home Routed Fallback Enhancement for storing visited SMSC Address.
P-CSCF/S-CSCF/I-CSCF:

· Handle the network support and new UE capability indication for SMS over IP for LBO negotiation.

· Interact with the PCF in the Visited PLMN to retrieve subscriber related identifiers (e.g. IMSI) for performing the local policy check based on the registration status in the visited PLMN during IMS Registration/IMS emergency Registration.
· Trigger user authentication during IMS Emergency Registration when the authentication indicator is present.
· Enforce the core architectural mandate that the SMS-TPDU payload structure remains transport-agnostic, ensuring LBO policy established in the NAS layer is applied consistently to the SMS over IP delivery mechanism.
· Optionally provide visited SMSC Address to the UE in the SIP 200 OK message.
· Use the SMS for LBO Allowed status and the dedicated URN and/or header indication to determine SMS routing path (LBO via V-IP-SM-GW vs. Home Routed).

IP-SM-GW (Visited IP-SM-GW):
· Must maintain the integrity of the SMS-TPDU payload during transit.
· Support interworking with a Visited SMSC configured for routing to the local PSAP.
· Convert the SIP message to the core SMS protocol for tunneling.
IP-SM-GW (Home IP-SM-GW):
· perform the final routing decision.

SMSC (Home PLMN):
· Need to be configured to support the optional visited SMSC Address in the TPDU payload for efficient Home Routed fallback.
· Maintain a global routing policy (inspecting TP-DA) for all Home Routed SMS when the new visited SMSC address field is absent or unsupported.

· Inspects the new dedicated routing field for the optional visited SMSC Address and performs the final routing decision for efficient local delivery.
* * * * End of Changes * * * *
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2. PDU Session Establishment Request Procedure with Request type indicating Emergency Request based on TS23.502 Figure 4.3.2.2.1-1
5. SIP 200 OK (Contact: sip.sos;+g.3gpp.smsip, Supported: sms-LBO)
UDM/UDR/HSS
4. S-CSCF queries UDM/UDR/HSS, 
validates emergency service authorization, SMS over IP for local PSAP routing, applies operator’s emergency and roaming policies, and determines IMS emergency registration result for the user
3. SIP REGISTER (Contact: sip.sos; +g.3gpp.smsip, Require: sms-LBO)



Visited
P-CSCF/S-CSCF
UE
Visited
EPC/5GC
Visited 
IP-SM-GW/IMS AS/SMSC
Local PSAP(s)
6. UE enables SMS over IP for local breakout routing to PSAP
RAN
1. Registration Request Procedure with request type indicating Emergency Registration and
2. PDU Session Establishment Request Procedure with Request type indicating Emergency Request based on TS23.502 Figure 4.3.2.2.1-1
5. SIP 200 OK (Contact header: feature tag for SMS over IP)
UDM/UDR/HSS
4. S-CSCF queries UDM/UDR/HSS, 
validates emergency service authorization, SMS over IP for local PSAP routing, applies operator’s emergency and roaming policies, and determines IMS emergency registration result for the user
3. SIP REGISTER (Supported header: feature tag for SMS over IP, feature tag for auth-require)



Visited
P-CSCF/S-CSCF
UE
Visited
EPC/5GC
Visited 
IP-SM-GW/IMS AS/SMSC
6. Determine whether the SMS is for emergency delivery using LBO routing
7. SIP MESSAGE (P-3GPP-SMS-LBO-Routing: true; Payload: SMS TPDU)
Or SIP MESSAGE (Request-URI: urn:service:sos; P-3GPP-SMS-LBO-Routing: true; Payload: SMS TPDU)
Local PSAP(s)
8. Based on SMS TPDU payload, SMSC dispatches SMS to a proper local PSAP
4. UE builds a SMS message for LBO routing to PSAP
RAN
1. Registration Request Procedure 
or Emergency Request Procedure
2. PDU Session Establishment Request Procedure 
based on TS23.502 Figure 4.3.2.2.1-1 for normal PDU Session or Emergency PDU Session
5. SIP MESSAGE (P-3GPP-SMS-LBO-Routing: true; Payload: SMS TPDU)
Or SIP MESSAGE (Request-URI: urn:service:sos; P-3GPP-SMS-LBO-Routing: true; Payload: SMS TPDU)
9a. SIP 200 OK
9b. SIP 200 OK
11b. SIP Message (Submit Report)
10. SMSC sends 
Submit Report to IP-SM-GW
3. IMS Registration procedure or IMS emergency registration procedure for enabling SMS over IP delivery using LBO routing to PSAP
11a. SIP Message (Submit Report)



Visited
P-CSCF/S-CSCF
UE
Visited
EPC/5GC
Visited 
IMS AS/SMSC
7. SIP MESSAGE (Payload: SMS TPDU)
Or SIP MESSAGE (Request-URI: urn:service:sos, Payload: SMS TPDU)
Local PSAP(s)
12. Based on SMS TPDU payload to dispatch SMS to a proper local PSAP
4. UE builds a SMS payload for Home routed fallback
RAN
5. SIP MESSAGE (Payload: SMS TPDU)
Or SIP MESSAGE (Request-URI: urn:service:sos, Payload: SMS TPDU)
9a. SIP 200 OK
9b. SIP 200 OK
Visited/Home
IP-SM-GW
H-SMSC
8. Forward SMS message
10. Based on SMS TPDU payload to read visited SMSC address for fallback
11. Forward SMS message
13a. SIP Message (Submit Report)
1. Registration Request Procedure 
or Emergency Request Procedure
2. PDU Session Establishment Request Procedure  
based on TS23.502 Figure 4.3.2.2.1-1 
for normal PDU Session or Emergency PDU Session
3. IMS Registration procedure or IMS emergency registration procedure with enabling SMS over IP delivery using home routed fallback
6. Determine the SMS is for home routed delivery
13b. SIP Message (Submit Report)



Visited
P-CSCF/S-CSCF
UE
Visited
EPC/5GC
Visited 
IP-SM-GW/IMS AS/SMSC
3. SIP REGISTER (Supported header: feature tag for SMS over IP, feature tag for SMS for LBO routing supported indication)
Local PSAP(s)
RAN
1. Normal Registration Request Procedure
2. PDU Session Establishment Request Procedure 
for IMS DNN/S-NSSAI based on TS23.502 Figure 4.3.2.2.1-1
5. SIP 200 OK (Contact header:  feature tag for SMS over IP, feature tag for SMS for LBO routing supported indication)
4. The Visited S-CSCF determines network support of SMS over IP, and SMS for LBO routing.
6. The UE stores SMS over IP for LBO allowed indication (if available) in UE SIP context.



UDM/UDR
NG-RAN
UE
AMF
SMSF
SMSC
1. Registration Request 
(Registration type: Emergency Registration, 
5GS update type indicates SMS auth required=1)
4. Registration Accept (5GS registration result: Emergency services supported, 5GS registration result: Emergency services supported, 5GS Registration Result: SMS allowed/not allowed)
2. Nudm_UECM_Registration/Nudm_UEAuthentication_Get/Response
Nudm_SDM_Get/Nudm_SDM_Subscribe
5. The UE stores 5GS Registration Results for SMS allowed/disallowed in UE context
3. For successful Authentication/authorization: enable Emergency Voice Services and SMS service; for failed authentication/authoriztaion: only enable Emergency Voice service
1a. AMF determiens to perform UE authentication



