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1	Overall description
SA2 has concluded on KI#1, KI#2, KI#3, KI#4, KI#5 and KI#6 of the study, FS_Sensing_ARC, in SA2 #172. The conclusions are documented in the latest version of TR 23.700-14. SA3 can take the conclusions into account for their study and provide feedback, if any.

The KI#1, which focuses on “System Architecture to Support Sensing”, could be impacted by architectural enhancements due to privacy and security considerations from SA3.
Similarly, KI#2, which addresses "Authorization and Revocation to Support Sensing Services," depends on SA3's work on the security aspects of authentication, authorization and revocation in sensing services.  
Additionally, KI#5, which covers "Sensing Result Exposure", relies on SA3 for security aspects related to the sensing result exposure.
Based on the arrived conclusions arrived for KI#1, KI#2, and KI#5, SA2 would like to seek clarification from SA3 on the following, points in order to proceed with the as inputs to the normative phase:
1. Are there any architectural impacts arising from security aspects addressed by SA3 that should be considered in the normative phase of SA2? Are there any impacts on architectural enhancements arising from security aspects being addressed by SA3 that should be considered in the normative phase of SA2? If yes, please specify them.
2. Do the following security aspects have any security implications for the normative phase, and if so, what additions or modifications need to be handled by SA2?

a. Authorization procedure of the sensing service requestAuthentication of the sensing service consumer i.e. AF by NEF, for sensing service invocation.
b. Ensuring secure communication for the transfer of control signalling and sensing data between the Sensing Entity and Sensing Function.
c. Privacy protection for communication between Revocation of an ongoing sensing procedure
d. Secured way of exposing sensing result to sensing service consumer.
2	Actions
To SA WG3
ACTION: 	SA2 kindly asks SA3 to take the Sensing study conclusions into account and provide clarification on the above questions, possibly before SA2#175.
3	Dates of next SA WG2 meetings
SA2#173	February 9 – 13, 2026	Goa, IN
SA2#174	April 13 – 17, 2026	Malta, MT
SA2#175	May 18 – 22, 2026	China, CN 




