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1. Discussion
TS 23.700-14 v1.0.0 has documented 12 solutions relevant to KI#1 System Architecture to Support Sensing. 
This key issue will address the general system architecture and function enhancements required to provide end-to-end support for Sensing. The general architecture aspects that need to be studied include any new and/or existing functions in the Core Network and their interactions that should be involved in providing support for Sensing. Potential privacy requirements if identified will be considered for this key issue.
NOTE:	Solutions for other key issues may also impact general architecture aspects covered by this key issue.
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1.2 Merged papers for KI#1 
	S2-2509241
	23.700-14: Interim agreement/Conclusion for KI#1 System Architecture to Support Sensing.
	Xiaomi

	S2-2508362
	23.700-14: Proposed agreement of principles for Key Issues 1.
	Nokia

	S2-2508235
	On the open issues of sensing and way forward proposal.
	Huawei, HiSilicon, China Telecom

	S2-2508236
	23.700-14: Conclusion for KI#1.
	Huawei, HiSilicon

	S2-2508283
	23.700-14: KI#1: Interim agreements.
	LG Electronics

	S2-2508292
	23.700-14: Proposal on Interim agreements for KI#1.
	OPPO

	S2-2508402
	23.700-14: KI#1: Interim agreements for System Architecture to Support Sensing Service.
	China Telecom

	S2-2508414
	23.700-14: Interim agreements on KI#1: System Architecture to Support Sensing.
	Vivo

	S2-2508539
	23.700-14: KI#1, Interim conclusion .
	Intel

	S2-2508604
	23.700-14: Interim Agreement Proposals for FS_Sensing_ARC.
	Apple

	S2-2508774
	23.700-14: KI#1 Interim Agreements.
	Lenovo

	S2-2508810
	23.700-14: Proposal for Interim Agreements on KI#1.
	Interdigital

	S2-2508828
	23.700-14: Interim conclusion proposal to KI#1 System Architecture to Support Sensing.
	ZTE

	S2-2508854
	23.700-14: Interim agreement for KI#1.
	Ericsson

	S2-2509194
	23.700-14: Interim agreements for FS_Sensing_ARC KI#1 .
	Qualcomm Incorporated



1.1 Observation 1: one SF or two SCF/SPF
Observation 1: all the 14 companies support to define a new logical Network Function (SF) to support sensing service with following differences:  
· 11 companies propose/ok to further split into two logical functions Sensing Control Function (SCF) and Sensing Processing Function (SPF). [Xiaomi, Nokia, Huawei, LGE, China Telecom, Intel, Apple, Lenovo (gateway SCF, distributed SCF, SPF), interDigital, ZTE, Ericsson, Qualcomm]
· 2 companies don’t clearly indicate the supporting/disagreement for the splitting [OPPO, vivo]


Proposal1:  one logical Sensing Function (SF) is defined to support for Sensing Service, the SF may further split into two logical functions Sensing Control Function (SCF) and Sensing Processing Function (SPF) based on the operator’s deployment requirement.
The Sensing Function (SF) is defined to support following functionalities: 
· Discovery and (re-) selection of Sensing Entity(ies) as defined in KI#3 conclusion. 
· Sensing data Collection and transport, and Sensing Result generation as defined in KI#4 conclusion.
· Authorization for Sensing service request as defined in KI#2 conclusion.
· Sensing result and optional contextual information exposure as defined in KI#5 conclusion
· Configuration parameter for Sensing Entities as defined in KI#6 conclusion

Further details information from companies as following: 
	Xiaomi S2-2508362:
Principle 1a: one logical Sensing Function (SF) is defined to support for Sensing Service with following new functionalities: 
· Discovery and (re-) selection of Sensing Entity(ies), e.g., based on Sensing Service Request.
· Collection of Sensing data from SE(s)Connection establishment/release between SE and SF for Sensing Service
· Generating Sensing Result based on the collected Sensing data and optional associated data.
· Authorization for Sensing Service Request based on the parameters provided by Sensing Service Consumer. 
Principle 1b: two logical functions are defined as Sensing Control Function (SCF) and Sensing Processing Function (SPF) to support Sensing Service: 
· SCF is defined to provide the functionalities, including, 
· Discovery and (re-) selection of SE(s), 
· Interaction between SCF and SPF, e.g., Sensing processing configuration to SPF, 
· Authorization of Sensing Service Request.

· SPF is defined to provide following functionalities: 
· Collect the Sensing data from SE(s)
· Connection establishment/release between SE(s) and SPF
· Generate the Sensing Result and report to SCF 
Nokia S2-2508362: 
· Introduce new NF, Sensing Function (SF) in the overall architecture. 
· SF implements logical functions, Sensing Control function (SeCF) and Sensing Processing function (SePF) with interfaces not being specified nor standardized.
Huawei S2-2508236/S2-2508235:
· Dedicated NF(s) should be used for sensing, 
· Sensing functionalities are supported by the following two newly introduced NFs: 
-	Sensing Control Function (SCF); 
-	Sensing Processing Function (SPF);
LGE S2-2508283: 
· In the 5G Core Network, a new Sensing Function is defined to support sensing services. The Sensing Function may include logical components such as sensing control and sensing processing functionalities.
OPPO S2-2508292:
· A new Core Network function, the Sensing Function (SF), is introduced to support the sensing service.
· The Sensing Function (SF) is responsible for NF profile registration, authorization of service requests, discovery/selection of the Sensing Entity, provisioning of configuration parameters, and processing of sensing data.

China Telecom S2-2508402:
1. The introduction of new CN function:
· A new core network function, Sensing Function (SF), is introduced to support Sensing Service in 5G system architecture, and the Sensing Function can further be splitted to two logical functions:
· Sensing Control Function (SCF): responsible for the sensing task management and control, i.e., receiving the sensing service request(s), performing the sensing service authorization and revocation, providing the related configuration information to the gNB and the SPF, and storing the Sensing Result.
· The SCF performs the authorization of sensing service request and the revocation of an on-going sensing service when triggered by some conditions. The detailed authorization and revocation procedures are described in KI#2 interim agreements. 
· The SCF discovers and selects one or multiple gNB(s) as Sensing Entity based on the target sensing area and the gNB(s) capability information. The detailed gNB discovery and selection procedures are described in KI#3 interim agreements.
· The SCF sends the sensing service request and the sensing configuration parameters to the gNB(s). The SCF can communicate with the gNB via a new direct interface for sensing signalling delivery, and optionally via the AMF (e.g, for large scale commercial usage). The detailed sensing configuration parameters provision procedures are described in KI#6 interim agreements.

· Sensing Processing Function (SPF): responsible for receiving the 3GPP Sensing Data, aggregating the 3GPP Sensing Data from multiple gNB sensing entities, and generating the Sensing Result.
· The SPF receives 3GPP Sensing Data from one/multiple gNB(s) and performs sensing result generation. When generated the sensing result, the SPF sends the sensing result to the SCF, and the SCF further exposes the sensing result to the Sensing Service Consumer. The detailed sensing result generation and exposure procedures are described in KI#5 interim agreements.
· 
Vivo S2-2508414
A new core network function Sensing Function (SF) is introduced to support Sensing service in 5G system architecture. The SF performs the following functionalities:
- The SF registers itself in the NRF with its NF profile, this is to enable the discovery of SF instances e.g. by an NEF.
-	The SF receives a Sensing service request from the AF. If the AF is deployed in an untrusted third part, The Sensing service request will firstly send to the NEF and then send to the SF.
-	The SF performs Sensing service authorization and Sensing service revocation. More details of Sensing service authorization and revocation are captured in the interim agreements on KI#2.
-	The SF discovers and selects gNB as Sensing Entity (SE) and triggers the gNB to perform Sensing service operations towards the environment and/or objects. More details of SE selection are captured in the interim agreements on KI#3.
-	The SF receives Sensing data from the SE and performs Sensing result generation. The SF further exposes the Sensing results to the AF. More details of Sensing data collection, Sensing result generation/exposure are captured in the interim agreements on KI#4 and KI#5.
-	The SF provisions required Sensing configuration parameters to the SE. More details of Sensing configuration parameters provision are captured in the interim agreements on KI#6.

Intel S2-2508539
- A new core network Sensing Function (SF) is introduced which comprises of two logical entities – Sensing Service Management Function (SSMF) and Sensing Data Control Function (SDCF). The two functions may be co-located or deployed as two separate functional entities.
- The function of SSMF include:  
- receiving the sensing service request and authorization of the sensing service request, 
- discovery and selection of the sensing entities (SE) and sensing processing functions corresponding to the sensing service request,
- sending the configuration parameters to the SE required for sensing data collection, 
- send the sending result generated to the sensing service consumer.  
NOTE 1: The details on sensing request parameters required for authorization of the sensing service request and the corresponding principles will be addressed in KI#2 conclusion. 
NOTE 2: The parameters required for the discovery and selection of SE, SPF and the corresponding solution principles will be addressed in KI#3 conclusion. 
NOTE 3: The configuration parameters sent from the SSMF to the selected SE and the principles on how the configuration parameters are sent to the SE will be addressed in KI#6 conclusion.
- The function of SDCF include:  
	- sensing data collection from the SE including setup of the data connection required for sensing data collection
	- sensing data processing of the data collection from the SE as configured by the SSMF 
NOTE 4: The details on the parameters required for sensing data tunnel setup and the corresponding principles will be addressed in KI#4 conclusion.

Apple S2-2508604	
-	A new 5GC network function, the Sensing Function (SF), is introduced to provide support for sensing service.
-	The SF may be functionally split into a: 
-	Sensing Control Function (SCF), responsible for control plane aspects including authorization, validation, configuration of sensing entities (SE) and selection and configuration of Sensing Processing Functions (SPF).
-	and a Sensing Processing Function (SPF), responsible for data processing and result generation based on data collected from the SE, i.e. gNB.


-	The SF is responsible for key functionalities, including:
-	Receiving and processing sensing service requests
-	Authorizing sensing service requests
-	Discovering and selecting Sensing Entities (SE)
-	Configuring the SEs for sensing operations
-	Generating and exposing the sensing result

Lenovo S2-2508774	
· A new NF named Sensing Function is introduced in the 5GC. The SF supports the following functionalities which can be implemented by one or multiple logical functions:
-	The SF implements the following functionalities:
-	Gateway sensing control functionality (gateway SCF) supports: sensing service authorization, selection of distributed SF, sensing result exposure to NEF/AF, creation of charging report. 
-	Distributed sensing control functionality (distributed SCF) supports: RAN SE discovery and selection, SE configuration, SPF selection and configuration. 
-	Sensing processing functionality (SPF) supports: sensing data report reception from RAN SE, sensing result calculation, sensing result delivery to gateway SCF.
NOTE 1:	The above SF functionalities can be implemented in a single SF or multiple SFs, whereas any SF would support one or more of the gateway SCF, distributed SCF and SPF. The gateway SCF, distributed SCF and SPF can be observed as logical functions.

Interdigital S2-2508810
· The Sensing NF is defined to manage sensing operation with sensing entities (i.e., gNB) for a sensing service request from a sensing service consumer.
· A Sensing NF may have a Sensing Control Functionality and a Sensing Processing Functionality.
ZTE S2-2508828	
-	A new NF, Sensing Function is introduced for sensing service operation.
NOTE 1:	The name of Sensing Function can be further discussed.
-	Depend on the operator’s deployment, the logical Sensing function can be further split to sensing control function and sensing process function.
NOTE 2:	The control part is named as sensing control function or sensing management function can be further discussed.
Ericsson S2-2508854 	
· A new network function is introduced to the 5GC reference architecture specified in clause 4.2.3 of TS 23.501 [x]. This new network function is called Sensing Core Function (SnCF), and the SnCF contains Sensing Controlling and Sensing Processing logic and functionalities. The Sensing Controlling Logic is responsible for handling Sensing Requests, and the Sensing Processing Logic is responsible for receiving the 3GPP Sensing Data and for performing the data processing to provide Sensing Results.
Qualcomm S2-2509194
· a core network NF, i.e. Sensing Function, is introduced to support sensing operation;
· the Sensing Function may be further separated into two logical sub-functions, i.e. Sensing Control Function, and Sensing Processing Function, and the interface between the two sub-functions are implementation-based and not specified by 3GPP;

	



1.2 Observation 2: interface between SCF/SPF
Observation 2: if SF splitting into two logical functions (i.e., SCF and SPF), 7 companies clearly indicate that the interface between SCF and SPF is not standardized or up to implementation. no paper proposes to standardize the interface.
Proposal 2: if SF splitting into two logical functions (i.e., SCF and SPF), the interface between SCF and SPF is not standardized in this study.
Further details information from companies as following: 
	S2-2509241 Xiaomi
Principle 2a, If Principle 1b is supported, the interface between SCF and SPF is up to implementation.
S2-2508362 Nokia
· SF implements logical functions, Sensing Control function (SeCF) and Sensing Processing function (SePF) with interfaces not being specified nor standardized.
S2-2508236, Huawei
NOTE 3:	NS3 denotes the reference point between the SCF and the SPF. The interface details are not specified and leave to implementation in this release.
S2-2508283, LGE
7.2.Y	Topics for further consideration for KI#1
Topics for further consideration for KI#1 are as below:
-	Whether and how to apply logical decomposition of the Sensing Function (e.g., sensing control function, sensing processing function) and define the possible interactions between such logical functions.
S2-2508402, China Telecom
NOTE 1:	The interface between the SCF and the SPF does not need to be standardized. Reference point level association setup, update, release and report between the SCF and SPF can be defined.
S2-2508604	Apple
NOTE 2:	No interface between SCF and SPF is specified as part of this study.
S2-2508828	ZTE
S2-2509194	Qualcomm
the Sensing Function may be further separated into two logical sub-functions, i.e. Sensing Control Function, and Sensing Processing Function, and the interface between the two sub-functions are implementation-based and not specified by 3GPP;



1.3 Observation 3 connection between SE/SF

Observation 3: data connection between SF and SE are two options based on companies’ contributions:
· 10 companies clearly indicate to support direct connection between SE and SF. [Xiaomi, Huawei, LGE, OPPO (AMF involving the discovery/selection of SE), China Telecom, vivo, Lenovo, ZTE, Ericcson, Qualcomm]
· 5 companies indicate to support or optionally support indirect connection between SE and SF. [Nokia, China Telecom (optional e.g, for large scale commercial usage), vivo, Lenovo, ZTE (optional)]

Proposal 3a: Direct connection between SE and SF is supported to deliver the Sensing data, and/or Sensing related signallings.
Proposal 3b: Indirect connection between SE and SF is supported to deliver the Sensing data, and/or Sensing related signallings with AMF involved 

Further details information from companies as following: 
	Xiaomi
S2-2509241 Xiaomi
Principle 3a: Direct connection between SE and SF is supported to deliver the Sensing data, and/or Sensing related signallings.
Principle 3b: Indirect connection between SE and SF is supported to deliver the Sensing data, and/or Sensing related signallings with AMF involved 
Editor’s Note X1: Direct or indirect connection between SE (i.e., gNB) and SF needs further coordination with RANs.
S2-2508362 Nokia (indirect connection via AMF)
· SF interfaces with NEF, AF and AMF.
· AMF acts a transport for sensing activities i.e., for relaying the sensing configurations to the SE from the SF and for relaying the sensing data to the SF from the SE. AMF does not play any active role apart from exposing services to transport configurations and sensing data between gNB and SF.
S2-2508235, Huawei
Proposal 1.2: The architecture for sensing service should support a direct connection between the Sensing Function and the gNB.

S2-2508283, LGE
-	Sensing data may be transmitted between the Sensing Function and the Sensing Entity(ies) via a direct connection, where the Sensing Function requests the sensing service operation from the Sensing Entity(ies).
-	How to establish the direct connection and which protocol is used for the connection between the Sensing Function(s) and the Sensing Entity.
S2-2508292, OPPO
· A direct data connection shall be used for transport of sensing data between the Sensing Entity and the Sensing Function.
· The Access and Mobility Management Function (AMF) may be optionally involved for assistance in SE discovery and selection and for control plane signaling.

S2-2508402, China Telecom
· The SCF sends the sensing service request and the sensing configuration parameters to the gNB(s). The SCF can communicate with the gNB via a new direct interface for sensing signalling delivery, and optionally via the AMF (e.g, for large scale commercial usage). The detailed sensing configuration parameters provision procedures are described in KI#6 interim agreements.
NOTE 3:	The protocol stack used between the SCF and the gNB will be determined by RAN WG3.
· Based on the received sensing service request(s) and the sensing configuration parameters, the gNB(s) perform object detection/object tracking to obtain the 3GPP Sensing Data. And then establishes a new data connection towards the SPF for data transfer. The detailed sensing data collection and transfer procedures are described in KI#4 interim agreements.
NOTE 4:	The protocol stack used between the SPF and the gNB, and the data format will be determined by RAN WG3.

S2-2508414	Vivo
d.	Both direct connection architecture (SE-SF) and indirect connection architecture (SE-AMF-SF) are considered for 5G system architecture to support sensing.
2.	Direct connection architecture
When the SE and the SF communicate directly for sensing signaling:
-	The SF communicates with the SE via a new direct interface reference point Ny for both sensing signaling and sensing data.
NOTE 1:	The protocol stack used between the SF and the SE over Ny will be concluded by RAN WG3.
-	This reference architecture contains below new service-based interfaces:
Nsf:	Service-based interface exhibited by SF.
3.	Indirect connection architecture
When the SE and the SF communicate indirectly for sensing signaling:
-	The SF communicates with the SE via the AMF for sensing signaling by invoking the service provided by the AMF.
NOTE 2:	Whether to enhance an existing AMF service or define a new AMF service will be determined in the normative phase.
-	The SF communicates with the SE via a new direct interface reference point Ny for sensing data.
NOTE 3:	The protocol stack used between the SF and the SE over Ny will be concluded by RAN WG3.
-	This reference architecture contains below new service-based interfaces:
Nsf:	Service-based interface exhibited by SF.
S2-2508774	Lenovo
The connectivity between RAN SE and SF supports two options: direct connectivity and indirect connectivity via AMF. The protocol between the RAN SE and the SF/SCF is expected to be the same for both connectivity options.
-	Distinct reference points between the RAN SE and SF are introduced – one for control signalling (Sensing-2) and one for data reporting (Sensing-3). 
-	It is expected that the control signalling amount and the signalling data amount will be considerably different and different protocol stacks can be used.
NOTE 2:	The final decision about the reference points and the protocols between the RAN SE and SF will be taken in coordination with RAN3.

S2-2508828	ZTE

S2-2508854 	Ericsson
SnCF has a direct P2P interface with NG-RAN nodes. SnCF uses this direct interface to send request to NG-RAN. NG-RAN provides sensing data to SnCF also via direct P2P interface. 

S2-2509194	Qualcomm
- 	a direct connection between Sensing Entity, i.e. gNB, and the Sensing Function is introduced to support sensing;
-	the direct connection supports both sensing service control signalling and sensing data transport;
NOTE 1: 	the protocols used for the direct connection need to be determined based on RAN WGs and CT WGs feedback. 
-	the direct connection is established by the Sensing Entity to the Sensing Function based on OAM configurations;




1.4 Observation 4 NEF or GSF

Observation 4: whether to enhance NEF or define new Gateway Sensing function for sensing service operations, e.g., Sensing service Authorization, sensing result exposure, discovery/selection of SF, etc.
· 5 companies indicate to enhance NEF to support for the sensing service operations, e.g., sensing service Authorization, sensing result exposure, discovery/selection of SF, etc. [Xiaomi, Huawei, vivo, Apple, Ericsson]
· 3 companies indicate to define Gateway Sensing Function to support authorization/result exposure. [Lenovo, InterDigital, ZTE]

Proposal 4: enhanced NEF are supported to provide following functionalities: 
· Authorization on Sensing Service Consumer (e.g., 3rd party AF);
· Performing Discovery and (Re-) Selection of Sensing Function (SF) or Sensing Control Function (SCF);
· Sensing Result and optional Sensing Contextual Information exposure to Sensing Service Consumer;

	S2-2509241 Xiaomi
Principle 4, enhanced NEF are supported to provide following functionalities: 
· Authorization on Sensing Service Consumer (e.g., 3rd party AF);
· Performing Discovery and (Re-) Selection of Sensing Function (SF) or Sensing Control Function (SCF);
· Sensing Result and optional Sensing Contextual Information exposure to Sensing Service Consumer;

S2-2508235, Huawei
Proposal 1.6: Dedicated Gateway Function is not needed. Functionalities for authorization and SCF selection can be implemented as part of Sensing Control Function and NEF, respectively. 

S2-2508414	Vivo
c.	In case of the AF is deployed in an untrusted third part, the NEF needs to be enhanced to support the following functionalities:
-	The NEF receives a Sensing service request from the AF, discovers and selects the SF for Serving Service request, and then sends the Sensing service request to the selected SF.
-	The NEF performs Sensing service authorization to decide whether the AF is allowed to request the Sensing service.

S2-2508604	Apple
The Network Exposure Function (NEF) serves as the entry point for sensing service requests from untrusted Application Functions (AFs).
S2-2508774	Lenovo
-	Gateway sensing control functionality (gateway SCF) supports: sensing service authorization, selection of distributed SF, sensing result exposure to NEF/AF, creation of charging report. 

S2-2508810.	Interdigital
· There may be a Gateway sensing NF which is dedicated for authorization and result exposure for sensing service consumer. If a Gateway Sensing NF is defined, the sensing service consumer communicates with a Gateway sensing NF for service request and service response (via NEF, if needed.)
S2-2508828	ZTE
-	A gateway sensing function is introduced as unified entry for sensing operation. It can be standalone NF, or co-located with a sensing function.
S2-2508854 	Ericsson
NEF is the exposure node for sensing service. NRF is used to discover SnCF by NEF or by other 5GC NFs. Figure 7.1.1-1 illustrates the reference architecture used for sensing.




1.5 Observation 5 storage of sensing data

Observation 5: whether to define one dedicated/enhanced NF to support for storage of Sensing data, Sensing Result. 
Proposal 5:  Sensing data storage is considered as part of SF(SCF/SPF)
	S2-2509241 Xiaomi (not support)
Principle 5, one storage NF is defined to support for storage of Sensing data, Sensing Result.
S2-2508235, Huawei
Proposal 1.5: Sensing data storage is considered as a part of SCF/SPF in this release.





1.6 Observation 6 processing sensing data in RAN

Observation 6: 2 companies propose that it is up to RAN to decide whether gNB has the capability to process the sensing result
Proposal 6:  to add Editor’s Note: It is up to RAN WG whether a gNB can process the sensing result. 

	S2-2509241 Xiaomi (up to RAN decision)
Principle 6, Sensing Entity (RAN node) may have the capability of processing the sensing data, and generate the Sensing Result.
Editor’s Note X2: whether RAN node have the capability of processing the sensing data or generate sensing result requires further coordination with RAN

S2-2508810.	Interdigital
Editor’s Note: It is up to RAN WG whether a gNB may have a Sensing Processing Functionality.




1.7 Observation 7 gNB based sensing

Proposal 7: in this study, the gNB is the only entity that acts as the Sensing Entity (SE) with the functionalities as: 
· collecting sensing data, and reporting the data to the SF

	S2-2508292, OPPO
· The scope of Rel-20 5G-Advanced sensing is limited to gNB-based sensing.
· The Sensing Entity (SE), which is a gNB, is responsible for performing sensing operations, collecting sensing data, and reporting the data to the SF.
· The Sensing Entity (SE) registers its capabilities with a core network function to enable discovery and selection.

S2-2508414	Vivo
b.	Only gNB can be performed as Sensing Entity (SE). The SE performs the following functionalities:
-	The SE receives a Sensing service request from the SF and then performs Sensing service operations to collect the Sensing data.
-	The SE reports the collected Sensing data to the SF for Sensing result generation.



1.8 Observation 8 NRF enhancement

Observation 8: 3 companies clearly indicate to enhance NRF to support for SF discovery and selection.
Proposal 8: NRF is enhanced to support for SF discovery and selection

	S2-2508402, China Telecom
· The SCF registers itself in the NRF, so that the SCF can be discovered and selected by other CN NFs. 
S2-2508414	Vivo
The SF registers itself in the NRF with its NF profile, this is to enable the discovery of SF instances e.g. by an NEF
S2-2508854 	Ericsson
NEF is the exposure node for sensing service. NRF is used to discover SnCF by NEF or by other 5GC NFs. Figure 7.1.1-1 illustrates the reference architecture used for sensing.




2 Proposal
It is proposed to include the following changes in TR 23.700-14 V1.0.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc195603249][bookmark: _Toc207946693][bookmark: _Hlk193793887]7	Interim Agreements
[bookmark: _Toc197067451][bookmark: _Toc197612039][bookmark: _Toc199433924][bookmark: _Toc208040442]7.1	Agreed Principles
[bookmark: _Toc197067452][bookmark: _Toc197612040][bookmark: _Toc199433925][bookmark: _Toc208040443]7.1.Y	Agreed Principles for KI#1 System Architecture to Support Sensing
To supports KI#1 System Architecture to Support Sensing, the following principles are concluded:
[bookmark: _Hlk211514253]Principle 1: one new Network Function (i.e., Sensing Function, SF) is defined to support for Sensing Service. the SF may contain Sensing control functionality (SCF) and Sensing Processing functionality (SPF).
NOTE 1: the SF may contain Sensing control functionality (SCF) and Sensing Processing functionality (SPF). There is no standardized interface between the SCF and SPF in Rel-20 5G-A. SCF functionality and SPF functionality of the SF can be deployed in different locations or co-located in the operator network. The deployment options of SPF(s) functionality and SCF functionality of the same SF, e.g., co-located or separated, if agreed, can be captured in informative annex.
NOTE 2: the final Acronym for Sensing Function may need further update if necessary.

(Q1: whether the AMF is involved for deliver the sensing data and/or sensing control signalling?)
Principle 2a: Sensing control signalling is exchanged between SE and SF/SCF via AMF or without AMF? 
Principle 2b: Sensing data is delivered between SE and SF/SCF directly without AMF.


------------For Gateway Sensing Function aspect------------
(Q2: Whether to introduce a new Gateway Sensing Function?)
Principle 4, new Gateway Sensing Function (GSF) is enhanced to provide following functionalities: 
a) Authorization for Sensing service consumer. 
b) Authorization for Sensing service request??  
c) Discovery and selection for SF/SCF.
d) Sensing result exposure to Sensing service consumer. 

Principle 4a, the functionality of Authorization for Sensing service consumer is supported by NEF.
Principle 4b, the functionality of Authorization for Sensing service request is supported by SF/SCF or GSF??
Principle 4c, the functionality of Discovery and selection for SF/SCF is supported by NEF or GSF??
Principle 4d, the functionality of Sensing result exposure to Sensing service consumer is supported by NEF or GSF??


Principle 5, NO dedicated storage NF (other than SF/SCF) is needed to store the Sensing data, Sensing result.

Proposal 6: in this study, the gNB is the only entity that acts as the Sensing Entity (SE). 
NOTE3:	Privacy protection and other security aspects will be coordinated with SA WG3, and the related impact to architecture enhancement will be based on SA WG3 

Editor’s Noteconclusion. NOTE X24: whether RAN node have the capability of processing the sensing data or generate sensing result requires further coordination with RAN
Editor’s NoteNOTE X35: the format and parameters defined for Sensing data collected from SE (i.e., gNB) will need further coordination with RAN WGs.
Editor’s Note X4: the detailed descriptions of the functionalities above (i.e., SF, NEF) are defined and will align with the final conclusions of other corresponding KIs.

* * * End of Changes * * * *

(The Annex will be removed when the interim agreement is agreed)
Annex: 
[bookmark: _Toc22214907][bookmark: _Toc94258954][bookmark: _Toc195628937]S2-2509241 Xiaomi
7.1.Y	Agreed Principles for KI#1 System Architecture to Support Sensing
To supports KI#1 System Architecture to Support Sensing, the following principles are concluded:
Principle 1a: one logical Sensing Function (SF) is defined to support for Sensing Service with following new functionalities: 
· Discovery and (re-) selection of Sensing Entity(ies), e.g., based on Sensing Service Request.
· Collection of Sensing data from SE(s)Connection establishment/release between SE and SF for Sensing Service
· Generating Sensing Result based on the collected Sensing data and optional associated data.
· Authorization for Sensing Service Request based on the parameters provided by Sensing Service Consumer. 
Principle 1b: two logical functions are defined as Sensing Control Function (SCF) and Sensing Processing Function (SPF) to support Sensing Service: 
· SCF is defined to provide the functionalities, including, 
· Discovery and (re-) selection of SE(s), 
· Interaction between SCF and SPF, e.g., Sensing processing configuration to SPF, 
· Authorization of Sensing Service Request.

· SPF is defined to provide following functionalities: 
· Collect the Sensing data from SE(s)
· Connection establishment/release between SE(s) and SPF
· Generate the Sensing Result and report to SCF 

Principle 2a, If Principle 1b is supported, the interface between SCF and SPF is up to implementation.
Principle 2b, If Principle 1b is supported, the interface between SCF and SPF is standardized.

Principle 3a: Direct connection between SE and SF is supported to deliver the Sensing data, and/or Sensing related signallings.
Principle 3b: Indirect connection between SE and SF is supported to deliver the Sensing data, and/or Sensing related signallings with AMF involved 

Editor’s Note X1: Direct or indirect connection between SE (i.e., gNB) and SF needs further coordination with RANs.
Principle 4, enhanced NEF are supported to provide following functionalities: 
· Authorization on Sensing Service Consumer (e.g., 3rd party AF);
· Performing Discovery and (Re-) Selection of Sensing Function (SF) or Sensing Control Function (SCF);
· Sensing Result and optional Sensing Contextual Information exposure to Sensing Service Consumer;

Principle 5, one storage NF is defined to support for storage of Sensing data, Sensing Result.
Principle 6, Sensing Entity (RAN node) may have the capability of processing the sensing data, and generate the Sensing Result.

Editor’s Note X2: whether RAN node have the capability of processing the sensing data or generate sensing result requires further coordination with RAN
Editor’s Note X3: the format and parameters defined for Sensing data collected from SE (i.e., gNB) will need further coordination with RAN WGs.
Editor’s Note X4: the detailed descriptions of the functionalities above (i.e., SF, SCF, SPF, NEF) are defined and will align with the final conclusions of other corresponding KIs.
S2-2508362 Nokia 
7.1.1	Agreed Principles for KI#1
Editor's note:	This clause will include the principles that are agreed as work progresses for the specific KI#Y. This may be populated directly or e.g. also when a topic in clause 7.2.Y gets resolved and a principle is agreed.
The following principles are agreed for KI#1:
· SF interfaces with NEF, AF and AMF.
· AMF acts a transport for sensing activities i.e., for relaying the sensing configurations to the SE from the SF and for relaying the sensing data to the SF from the SE. AMF does not play any active role apart from exposing services to transport configurations and sensing data between gNB and SF.
· SF implements logical functions, Sensing Control function (SeCF) and Sensing Processing function (SePF) with interfaces not being specified nor standardized.

S2-2508236, Huawei 
7.1.1	Agreed Principles for KI#1 System Architecture to Support Sensing
The reference architecture in figure 7.1.1-1 is proposed to be adopted for KI#1. 
Sensing functionalities are supported by the following two newly introduced NFs: 
-	Sensing Control Function (SCF); 
-	Sensing Processing Function (SPF);
The Sensing Control Function supports the control functionalities for the sensing services defined in detailed in the KI conclusions in the clauses 7.1.2, 7.1.3, 7.1.4, 7.1.5 and 7.1.6.
The Sensing Processing Function supports the generation of Sensing Result from the received Sensing Data from gNB under the control of SCF as defined in detailed in the KI conclusions in the clauses 7.1.3, 7.1.4 and 7.1.5. The SPF provides the Sensing Results to the Sensing Control Function as described in agreed principles in clause 7.1.4 and 7.1.5.


Figure 7.1.1-1: 5G System Architecture for Sensing.
NOTE 1:	Protocol used over NS1 reference point will support procedures and information to be exchanged as specified by RAN WG2, RAN WG3 and SA WG2.
NOTE 2:	The protocol stack used between the Sensing Control Function and the gNB will be concluded by RAN WG3.
NOTE 3:	NS3 denotes the reference point between the SCF and the SPF. The interface details are not specified and leave to implementation in this release.

The 5G System Architecture for supporting Sensing service contains the following service-based interfaces:
Nscf:	Service-based interface exhibited by SCF.
The 5G System Architecture for supporting Sensing service contains the following reference points:
NS1:	Reference point between the gNB and the SCF.
NS2:	Reference point between the gNB and the SPF.
NS3:	Reference point between the SCF and the SPF.

S2-2508235, Huawei, discussion paper
Proposal 1.1: Dedicated NF(s) should be used for sensing.
Proposal 1.2: The architecture for sensing service should support a direct connection between the Sensing Function and the gNB.
Proposal 1.4: Centralized SCF with multiple SPFs should be supported to enable scalability. Considering time limitation, the interface between SCF and SPF is not specified in this release and leave to implementation.
Proposal 1.5: Sensing data storage is considered as a part of SCF/SPF in this release.
Proposal 1.6: Dedicated Gateway Function is not needed. Functionalities for authorization and SCF selection can be implemented as part of Sensing Control Function and NEF, respectively. 


S2-2508283, LGE
[bookmark: _Toc199233757][bookmark: _Toc199872520][bookmark: _Toc207970223][bookmark: _Toc199233759][bookmark: _Toc199872522]7.1.Y	Agreed Principles for KI#1
The interim agreements on principles for KI#1 are as follows:
-	In the 5G Core Network, a new Sensing Function is defined to support sensing services. The Sensing Function may include logical components such as sensing control and sensing processing functionalities.
-	Sensing data may be transmitted between the Sensing Function and the Sensing Entity(ies) via a direct connection, where the Sensing Function requests the sensing service operation from the Sensing Entity(ies).
-	The Sensing Function provides the sensing result to the sensing service consumer (e.g., AF) according to the sensing service request.

[bookmark: _Hlk207120939]7.2.Y	Topics for further consideration for KI#1
Topics for further consideration for KI#1 are as below:
-	Whether and how to apply logical decomposition of the Sensing Function (e.g., sensing control function, sensing processing function) and define the possible interactions between such logical functions.

-	How to establish the direct connection and which protocol is used for the connection between the Sensing Function(s) and the Sensing Entity.

S2-2508292, OPPO
[bookmark: _Toc199925457]7.1.Y	Agreed Principles for KI#1
Editor's note:	This clause will include the principles that are agreed as work progresses for the specific KI#Y. This may be populated directly or e.g. also when a topic in clause 7.2.Y gets resolved and a principle is agreed.
The following interim agreements on KI#1: System Architecture to Support Sensing, are made:
· The scope of Rel-20 5G-Advanced sensing is limited to gNB-based sensing.
· A new Core Network function, the Sensing Function (SF), is introduced to support the sensing service.
· The Sensing Function (SF) is responsible for NF profile registration, authorization of service requests, discovery/selection of the Sensing Entity, provisioning of configuration parameters, and processing of sensing data.
· The Sensing Entity (SE), which is a gNB, is responsible for performing sensing operations, collecting sensing data, and reporting the data to the SF.
· The Sensing Entity (SE) registers its capabilities with a core network function to enable discovery and selection.
· A centralized network function handles sensing service requests from the Application Function (AF), including AF authorization and SF discovery/selection.
· A direct data connection shall be used for transport of sensing data between the Sensing Entity and the Sensing Function.
· The Access and Mobility Management Function (AMF) may be optionally involved for assistance in SE discovery and selection and for control plane signaling.

S2-2508402, China Telecom
7.1.Y	Agreed Principles for KI#1
The following principles are agreed for KI#1 System Architecture to Support Sensing.
1. The introduction of new CN function:
· A new core network function, Sensing Function (SF), is introduced to support Sensing Service in 5G system architecture, and the Sensing Function can further be splitted to two logical functions:
· Sensing Control Function (SCF): responsible for the sensing task management and control, i.e., receiving the sensing service request(s), performing the sensing service authorization and revocation, providing the related configuration information to the gNB and the SPF, and storing the Sensing Result.
· Sensing Processing Function (SPF): responsible for receiving the 3GPP Sensing Data, aggregating the 3GPP Sensing Data from multiple gNB sensing entities, and generating the Sensing Result.
NOTE 1:	The interface between the SCF and the SPF does not need to be standardized. Reference point level association setup, update, release and report between the SCF and SPF can be defined.
2. The basic procedure to support end-to-end Sensing Service:
The overall 5GS architecture to support sensing is proposed as following:


Figure 7.1.1-1: 5G System Architecture to Support Sensing
· The SCF registers itself in the NRF, so that the SCF can be discovered and selected by other CN NFs. 
· The SCF receives the sensing service request(s) from the Sensing Service Consumer.
NOTE 2:	In 5G-A, the Sensing Service Consumer only refers to the trusted AF and untrusted AF. If the Sensing Service Consumer is an untrusted AF, the NEF performs the authorization of the AF and the selection of the SCF, so that the sensing service request can be delivered to the SCF via the NEF.
· The SCF performs the authorization of sensing service request and the revocation of an on-going sensing service when triggered by some conditions. The detailed authorization and revocation procedures are described in KI#2 interim agreements. 
· The SCF discovers and selects one or multiple gNB(s) as Sensing Entity based on the target sensing area and the gNB(s) capability information. The detailed gNB discovery and selection procedures are described in KI#3 interim agreements.
· The SCF sends the sensing service request and the sensing configuration parameters to the gNB(s). The SCF can communicate with the gNB via a new direct interface for sensing signalling delivery, and optionally via the AMF (e.g, for large scale commercial usage). The detailed sensing configuration parameters provision procedures are described in KI#6 interim agreements.
NOTE 3:	The protocol stack used between the SCF and the gNB will be determined by RAN WG3.
· Based on the received sensing service request(s) and the sensing configuration parameters, the gNB(s) perform object detection/object tracking to obtain the 3GPP Sensing Data. And then establishes a new data connection towards the SPF for data transfer. The detailed sensing data collection and transfer procedures are described in KI#4 interim agreements.
NOTE 4:	The protocol stack used between the SPF and the gNB, and the data format will be determined by RAN WG3.
· The SPF receives 3GPP Sensing Data from one/multiple gNB(s) and performs sensing result generation. When generated the sensing result, the SPF sends the sensing result to the SCF, and the SCF further exposes the sensing result to the Sensing Service Consumer. The detailed sensing result generation and exposure procedures are described in KI#5 interim agreements.
NOTE 5:	If the Sensing Service Consumer is an untrusted AF, the SCF exposes the sensing result to the AF via the NEF.
S2-2508414	Vivo

7.1.1	Agreed Principles for KI#1
The following interim agreements on KI#1: System Architecture to Support Sensing, are made:
[bookmark: _Hlk205907654]1.	General
a.	A new core network function Sensing Function (SF) is introduced to support Sensing service in 5G system architecture. The SF performs the following functionalities:
-	The SF registers itself in the NRF with its NF profile, this is to enable the discovery of SF instances e.g. by an NEF.
-	The SF receives a Sensing service request from the AF. If the AF is deployed in an untrusted third part, The Sensing service request will firstly send to the NEF and then send to the SF.
-	The SF performs Sensing service authorization and Sensing service revocation. More details of Sensing service authorization and revocation are captured in the interim agreements on KI#2.
-	The SF discovers and selects gNB as Sensing Entity (SE) and triggers the gNB to perform Sensing service operations towards the environment and/or objects. More details of SE selection are captured in the interim agreements on KI#3.
-	The SF receives Sensing data from the SE and performs Sensing result generation. The SF further exposes the Sensing results to the AF. More details of Sensing data collection, Sensing result generation/exposure are captured in the interim agreements on KI#4 and KI#5.
-	The SF provisions required Sensing configuration parameters to the SE. More details of Sensing configuration parameters provision are captured in the interim agreements on KI#6.
b.	Only gNB can be performed as Sensing Entity (SE). The SE performs the following functionalities:
-	The SE receives a Sensing service request from the SF and then performs Sensing service operations to collect the Sensing data.
-	The SE reports the collected Sensing data to the SF for Sensing result generation.
c.	In case of the AF is deployed in an untrusted third part, the NEF needs to be enhanced to support the following functionalities:
-	The NEF receives a Sensing service request from the AF, discovers and selects the SF for Serving Service request, and then sends the Sensing service request to the selected SF.
-	The NEF performs Sensing service authorization to decide whether the AF is allowed to request the Sensing service.
d.	Both direct connection architecture (SE-SF) and indirect connection architecture (SE-AMF-SF) are considered for 5G system architecture to support sensing.
[bookmark: OLE_LINK19][bookmark: OLE_LINK20]2.	Direct connection architecture
When the SE and the SF communicate directly for sensing signaling:
-	The SF communicates with the SE via a new direct interface reference point Ny for both sensing signaling and sensing data.
NOTE 1:	The protocol stack used between the SF and the SE over Ny will be concluded by RAN WG3.
-	This reference architecture contains below new service-based interfaces:
Nsf:	Service-based interface exhibited by SF.
-	Figure 7.1.1-1 below shows the aspects related to direct connection architecture in service-based representation.


Figure 7.1.1-1: 5G System Architecture to Support Sensing (Direct Connection)
-	Figure 7.1.1-2 below shows the aspects related to direct connection architecture in reference point representation. A new reference point Nz is defined between the SF and the NEF.


Figure 7.1.1-2: 5G System Architecture to Support Sensing in reference point representation (Direct Connection)
3.	Indirect connection architecture
When the SE and the SF communicate indirectly for sensing signaling:
-	The SF communicates with the SE via the AMF for sensing signaling by invoking the service provided by the AMF.
NOTE 2:	Whether to enhance an existing AMF service or define a new AMF service will be determined in the normative phase.
-	The SF communicates with the SE via a new direct interface reference point Ny for sensing data.
NOTE 3:	The protocol stack used between the SF and the SE over Ny will be concluded by RAN WG3.
-	This reference architecture contains below new service-based interfaces:
Nsf:	Service-based interface exhibited by SF.
-	Figure 7.1.1-3 below shows the aspects related to indirect connection architecture in service-based representation.


Figure 7.1.1-3: 5G System Architecture to Support Sensing (Indirect Connection)
-	Figure 7.1.1-4 below shows the aspects related to indirect connection architecture in reference point representation. A new reference point Nx is defined between the SF and the AMF. A new reference point Nz is defined between the SF and the NEF.


Figure 7.1.1-4: 5G System Architecture to Support Sensing in reference point representation (Indirect Connection)


S2-2508539.	Intel

7.1.Y	Agreed Principles for KI#1
Editor's note:	This clause will include the principles that are agreed as work progresses for the specific KI#Y. This may be populated directly or e.g. also when a topic in clause 7.2.Y gets resolved and a principle is agreed.
[bookmark: _Toc197067453][bookmark: _Toc197612041][bookmark: _Toc199433926]- A new core network Sensing Function (SF) is introduced which comprises of two logical entities – Sensing Service Management Function (SSMF) and Sensing Data Control Function (SDCF). The two functions may be co-located or deployed as two separate functional entities.
- The function of SSMF include:  
- receiving the sensing service request and authorization of the sensing service request, 
- discovery and selection of the sensing entities (SE) and sensing processing functions corresponding to the sensing service request,
- sending the configuration parameters to the SE required for sensing data collection, 
- send the sending result generated to the sensing service consumer.  
NOTE 1: The details on sensing request parameters required for authorization of the sensing service request and the corresponding principles will be addressed in KI#2 conclusion. 
NOTE 2: The parameters required for the discovery and selection of SE, SPF and the corresponding solution principles will be addressed in KI#3 conclusion. 
NOTE 3: The configuration parameters sent from the SSMF to the selected SE and the principles on how the configuration parameters are sent to the SE will be addressed in KI#6 conclusion.
- The function of SDCF include:  
	- sensing data collection from the SE including setup of the data connection required for sensing data collection
	- sensing data processing of the data collection from the SE as configured by the SSMF 
NOTE 4: The details on the parameters required for sensing data tunnel setup and the corresponding principles will be addressed in KI#4 conclusion.

[bookmark: _Toc197067454][bookmark: _Toc197612042][bookmark: _Toc199433927][bookmark: _Toc208040445]7.2.Z	Topics for further consideration for KI#1
Editor's note:	This clause will include the topics for further consideration as work progresses for the specific KI#Z. Eventually this clause should only contain topics for further consideration that did not result in agreements (i.e. in agreed principle(s) in a clause 7.1.Z) and can either be then marked as not pursued or postponed to a future Release.
Based on the evaluation of solutions (39 solutions) documented in TR 23.700-14 so far, the following topics are to be considered further either to be agreed in clause 7.1 or to be concluded that the topic will be considered in a future release since the topic presented below has architectural impact on the baseline principle to be considered for normative work.
· Few solutions (Solution 6, 9, 19) propose a new network function (Solution 6 – Gateway sensing function, Solution 9 – Sensing profile function, Solution 19 – Sensing policy and authorization function) responsible for sensing service request authorization. It is to be evaluated further whether a new network function is required to fulfil this role or whether SSMF (sensing control and management function can fulfil the role of authorizing the sensing service request).
· Solution 6, 24 propose based on the sensing service area multiple SSMF maybe involved to cater to sensing service request. It is to be evaluated further whether a single SSMF or multiple SSMF in the 5GC is considered in this release.
· Solution 23 proposes distributed sensing processing functions based on specialized processing capability supported by the SePF. The SeMF discovers, selects the SePF based on the processing capability supported and sends the processing configuration request to the selected SePF. It is to be evaluated further whether multiple sensing processing functions based on specific processing capabilities will be supported in this release of the specification.
Solution 26, 31 propose storage of sensing result in 5GC. Solution 26 introduces SDMF (Sensing data management function) and solution 31 introduces Sensing result storage NF to store the sensing result. It is to be evaluated further whether storage of sensing result in the 5GC will be supported in this release of the


S2-2508604	Apple
7.1.1	Agreed Principles for KI#1: System Architecture to Support Sensing

[image: ]
Figure 7.1.1-1: Reference Architecture
The following interim principles apply for the system architecture to support sensing:
-	A new 5GC network function, the Sensing Function (SF), is introduced to provide support for sensing service.
-	The SF may be functionally split into a: 
-	Sensing Control Function (SCF), responsible for control plane aspects including authorization, validation, configuration of sensing entities (SE) and selection and configuration of Sensing Processing Functions (SPF).
-	and a Sensing Processing Function (SPF), responsible for data processing and result generation based on data collected from the SE, i.e. gNB.
-	The SF is responsible for key functionalities, including:
-	Receiving and processing sensing service requests
-	Authorizing sensing service requests
-	Discovering and selecting Sensing Entities (SE)
-	Configuring the SEs for sensing operations
-	Generating and exposing the sensing result
-	The Network Exposure Function (NEF) serves as the entry point for sensing service requests from untrusted Application Functions (AFs).
-	In this study, the gNB is the only entity that acts as the Sensing Entity (SE).
NOTE 1:	Privacy protection and other security aspects will be coordinated with SA WG3, and the related impact to architecture enhancement will be based on SA WG3 conclusion.
NOTE 2:	No interface between SCF and SPF is specified as part of this study.

S2-2508774	Lenovo
7.1.X	Agreed Principles for KI#1
Editor's note:	This clause will include the principles that are agreed as work progresses for the specific KI#Y. This may be populated directly or e.g. also when a topic in clause 7.2.Y gets resolved and a principle is agreed.
The proposed reference architecture for sensing is shown in Figure 7.1.X-1.


Figure 7.1.X-1: Reference Architecture for Sensing
A new NF named Sensing Function is introduced in the 5GC. The SF supports the following functionalities which can be implemented by one or multiple logical functions:
-	The SF implements the following functionalities:
-	Gateway sensing control functionality (gateway SCF) supports: sensing service authorization, selection of distributed SF, sensing result exposure to NEF/AF, creation of charging report. 
-	Distributed sensing control functionality (distributed SCF) supports: RAN SE discovery and selection, SE configuration, SPF selection and configuration. 
-	Sensing processing functionality (SPF) supports: sensing data report reception from RAN SE, sensing result calculation, sensing result delivery to gateway SCF.
NOTE 1:	The above SF functionalities can be implemented in a single SF or multiple SFs, whereas any SF would support one or more of the gateway SCF, distributed SCF and SPF. The gateway SCF, distributed SCF and SPF can be observed as logical functions.
-	The connectivity between RAN SE and SF supports two options: direct connectivity and indirect connectivity via AMF. The protocol between the RAN SE and the SF/SCF is expected to be the same for both connectivity options.
-	Distinct reference points between the RAN SE and SF are introduced – one for control signalling (Sensing-2) and one for data reporting (Sensing-3). 
-	It is expected that the control signalling amount and the signalling data amount will be considerably different and different protocol stacks can be used.
NOTE 2:	The final decision about the reference points and the protocols between the RAN SE and SF will be taken in coordination with RAN3.
-	The RAN SE provides sensing data to the SPF via the Sensing-3 reference point. The sensing data is based on pre-processed radio measurements. The SPF uses the sensing data and creates the sensing result.
NOTE 3:	The final decision about the sensing data format will be taken in coordination with RAN1 and RAN3.

S2-2508810.	Interdigital
7.1.1	Agreed Principles for KI#1
· The Sensing NF is defined to manage sensing operation with sensing entities (i.e., gNB) for a sensing service request from a sensing service consumer.
· For each sensing NF, a sensing service area is defined at which the sensing NF may manage sensing operation. A Sensing Service Area is at the tracking area level.
· A Sensing NF may have a Sensing Control Functionality and a Sensing Processing Functionality.
Editor’s Note: It is up to RAN WG whether a gNB may have a Sensing Processing Functionality.
· AF (trusted/untrusted) and NF may be considered as a Sensing Service Consumer.
· There may be a Gateway sensing NF which is dedicated for authorization and result exposure for sensing service consumer. If a Gateway Sensing NF is defined, the sensing service consumer communicates with a Gateway sensing NF for service request and service response (via NEF, if needed.)

S2-2508828	ZTE
7.1.X	Agreed Principles for KI#1
The following principles are agreed for KI#1:
-	A new NF, Sensing Function is introduced for sensing service operation.
NOTE 1:	The name of Sensing Function can be further discussed.
-	Depend on the operator’s deployment, the logical Sensing function can be further split to sensing control function and sensing process function.
NOTE 2:	The control part is named as sensing control function or sensing management function can be further discussed.
-	The interface between sensing control function and sensing process function is not specified.
-	There is direct connection between Sensing function and sensing entity. Optional, the connection between sensing function and sensing entity may via AMF according to operator’s deployment.
-	The protocol stack and procedure between sensing control function and sensing process function are determined by RAN WGs.
-	A gateway sensing function is introduced as unified entry for sensing operation. It can be standalone NF, or co-located with a sensing function.

7.2.X	Topics for further consideration for KI#1
The following aspects are for further consideration for KI#1
-	Whether there is additional NF other than NF introduced in the clause 7.1.x are FFS.
-	Whether keep both option, direct connection and indirect connection between Sensing function and Sensing entity are FFS.
-	Whether UE can initiate the sensing service toward 5GC.

S2-2508854 	Ericsson
7.1.1	Agreed Principles for KI#1 on System Architecture to Support Sensing 
A new network function is introduced to the 5GC reference architecture specified in clause 4.2.3 of TS 23.501 [x]. This new network function is called Sensing Core Function (SnCF), and the SnCF contains Sensing Controlling and Sensing Processing logic and functionalities. The Sensing Controlling Logic is responsible for handling Sensing Requests, and the Sensing Processing Logic is responsible for receiving the 3GPP Sensing Data and for performing the data processing to provide Sensing Results. 
SnCF has a direct P2P interface with NG-RAN nodes. SnCF uses this direct interface to send request to NG-RAN. NG-RAN provides sensing data to SnCF also via direct P2P interface. 
NEF is the exposure node for sensing service. NRF is used to discover SnCF by NEF or by other 5GC NFs. Figure 7.1.1-1 illustrates the reference architecture used for sensing.



Figure 7.1.1-1: Reference architecture for sensing.

S2-2509194	Qualcomm 
7.1.Y	Agreed Principles for KI#1
The following principles are agreed in this release to address the key issue on System Architecture to support Sensing:
- 	a core network NF, i.e. Sensing Function, is introduced to support sensing operation;
- 	a direct connection between Sensing Entity, i.e. gNB, and the Sensing Function is introduced to support sensing;
-	the direct connection supports both sensing service control signalling and sensing data transport;
NOTE 1: 	the protocols used for the direct connection need to be determined based on RAN WGs and CT WGs feedback. 
-	the Sensing Function may be further separated into two logical sub-functions, i.e. Sensing Control Function, and Sensing Processing Function, and the interface between the two sub-functions are implementation-based and not specified by 3GPP;
-	the direct connection is established by the Sensing Entity to the Sensing Function based on OAM configurations;
-	in this release, Sensing Function is independent of LCS framework. 
NOTE 2: 	for sensing service request that includes a UE ID, the Sensing Gateway Function needs to subscribe to LCS service using the UE ID, and initiates one or more sensing service sessions towards the Sensing Function(s).

7.2.Z	Topics for further consideration for KI#1
 

The following topics requires further considerations and would not be pursued in normative phase of this release:
- 	a standalone NF with standardized interface for sensing data storage and exposure.
image1.emf
Nscf

Sensing Control 

Function

gNB

NEF

Nnef

NRF

Nnrf

AF

Naf

Sensing Processing  

Function

NS1

NS2

NS3


Microsoft_Visio_Drawing.vsdx
Nscf
Sensing Control Function
gNB
NEF
Nnef
NRF
Nnrf
AF
Naf
Sensing Processing  Function
NS1
NS2
NS3



image2.emf
NRF

NEF

AF

SCF

SPF

Sensing Entity

(gNB)

Sensing Function (SF)

AMF

(optional)

Nnrf Nnef

Naf

Nscf


Microsoft_Visio_Drawing1.vsdx
NRF
NEF
AF
SCF
SPF
Sensing Entity
(gNB)
Sensing Function (SF)
AMF
(optional)
Nnrf
Nnef
Naf
Nscf



image3.emf
 Sensing signaling

 Sensing data

Nsf

NEF

Nnef

AF

Naf

Sensing Entity

(gNB)

Ny Sensing Function


Microsoft_Visio_Drawing2.vsdx
Sensing signaling
Sensing data
Nsf
NEF
Nnef
AF
Naf
Sensing Entity
(gNB)
Ny
Sensing Function



image4.emf
Sensing Entity

(gNB)

 Sensing signaling

Ny

 Sensing data

NEF

AF

Sensing Function

Nz

N33


Microsoft_Visio_Drawing3.vsdx
Sensing Entity
(gNB)
Sensing signaling
Ny
Sensing data
NEF
AF
Sensing Function
Nz
N33



image5.emf
 Sensing signaling

 Sensing data

Namf

Nsf

NEF

Nnef

AF

Naf

AMF

Sensing Function

Sensing Entity

(gNB)

N2


Microsoft_Visio_Drawing4.vsdx
Sensing signaling
Sensing data
Namf
Nsf
NEF
Nnef
AF
Naf
AMF
Sensing Function
Sensing Entity
(gNB)
N2
Ny



image6.emf
AMF

NEF

AF

Sensing Function

Sensing Entity

(gNB)

Nx

N2

Nz

N33

 Sensing signaling

 Sensing data


Microsoft_Visio_Drawing5.vsdx
AMF
NEF
AF
Sensing Function
Sensing Entity
(gNB)
Nx
N2
Ny
Nz
N33
Sensing signaling
Sensing data



image7.png
RAN

1 Sensing Control

| Sensing Function

Sensing Processing
I Function Function

NRF

NEF

l - - 0 |- —m — — - - — — -} - - - —

Other 5GC NFs

AF





image8.svg
                                                                                          


image9.emf
CHF

Sensing-2

Distributed 

SCF

Nnef

SPF

Gateway

SCF

SCF

Sensing 

Consumer

NEF

SF

NRF

Sensing 

Entity

(RAN)

AF

Sensing-5

AMF

N2

Sensing-4

Sensing-3


Microsoft_Visio_Drawing6.vsdx


CHF
Sensing-2
Distributed 
SCF
Nnef
SPF
Gateway
SCF
SCF
Sensing Consumer
NEF
SF
NRF
Sensing Entity
(RAN)
AF
Sensing-5
AMF
N2
Sensing-4
Sensing-3



image10.emf
NEF

AF

Other 5GC NFs

Sensing 

Core 

Function

NRF

NG-RAN


Microsoft_Visio_Drawing7.vsdx
NEF
AF
Other 5GC NFs
Sensing Core Function

NRF
NG-RAN



