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Abstract of the contribution: The contribution proposes update to resolve FFS in Editor’s Notes for KI#1 in TR23.700-04.
Discussion : 
To address FFS in the following Editor’s Note, this paper proposes the followings to update solution#7:
· Editor's note:
How to support MNO's visibility is FFS.

Proposal: No changes are needed in that this solution has supported MNO’s visibility with the following two statements in the solution:

· the support of the standardized UE data 

· the termination point is at DCF. 

· Editor's Note:
It is FFS whether URSP rules enhancement is needed when using Nnef_AFsessionWithQoS service procedure or a new service for UP data collection, transfer and report.
Proposal: Clarify URSP rules enhancement is optional which is to provide flexibility for operators to enable traffic steering as early as when UE initiated PDU Session Establishement/Modification Request. The primary approach uses Nnef_AFsessionWithQoS service procedure as sufficient for basic UP data collection and transfer functionality.

In addtion, this paper proposes to clarify the user consent aspects by introducing a dual user consent mechanism to provide granular privacy control as follows:
- Local AI/ML Operation Consent: authorizes the RAN to enable AI/ML enabled features for local network optimization purposes.
- UP Data Collection Consent: For UP data collection that involves sharing UE data with external entities via the user plane.
Proposale
It is proposed to agree the following changes to 3GPP TR 23.700-04.

* * * Start of Change * * * *

6.7
Solution #7: AF-Triggered UE Data Collection with QoS-Assured Data Transfer

6.7.1
High level principles

The high-level principles of the solution are:
-
To support the MNO the full controllability of standardized UE data transfer over UP, a Data Collection Function (DCF) is introduced in the core network with the following functionalities: exchange UE Data Transfer Control Messages (UEDT-CM) with the UE over user plane for managing the UE data transfer for an AI/ML enabled feature, receive standardized data from the UE and store them, manage event exposure subscription to data consumer of an Application Server (AS), e.g. UE side server or OTT server, for UE-side model training and report UE data to the AS over user plane based on event exposure subscription for UE data collection.

-
Enhance UE policy of URSP rules for UP data transfer of AI/ML enabled feature(s) for NR-air interface to support dedicated PDU Session for UP data transfer.

-
Introduce AI/ML enabled feature ID to achieve end to end coordination for UE data collection, transfer and report for a specific AI/ML enabled feature among UE, RAN node, Core network, AF/AS.

-
Enable a UE to collect standardized data and transfer standardized data for a specific AI/ML enabled feature to the DCF and then the AS.

-
Enhance the Nnef_AFsessionWithQoS service, which allows the AF to requests the network for an AF session to provide a specific QoS for UE data collection and transfer and handle the event exposure subscription for UE data reporting to the AF/AS supporting UE-side model training.
-
Introduce a dual user consent mechanism to provide granular privacy control as follows:
· -  Local AI/ML Operation Consent: authorizes the RAN to enable AI/ML-enabled features for local  network optimization purposes.
-  UP Data Collection Consent: For data collection that involves sharing UE data with external entities via the user plane.
6.7.2
Description

This solution considers the following scenario: Application Function (AF) performing UE-side model training can request data collection from 5G system for an AI/ML enabled feature with UE performing AI/ML model inferencing using UE side AI/ML model. For such an AI/ML-enabled feature, the UE can start AI/ML model inferencing based on a corresponding generalized AI/ML model (e.g. obtained from the application server (AS) supporting Federated learning) or available AI/ML model at the UE.

To further provide customized AI/ML model for the UE side AI/ML model inferencing, the AS performing UE-side model training can request a data control function (DCF) in the core network for reporting related data of the AI/ML-enabled feature. The UE would receive data collection request from the DCF to perform data collection and report related inferencing input data, inferencing output data, inferencing results and corresponding situational information (e.g. location, time, etc.), to the DCF and AF/AS. As a result, the UE can then obtain a customized UE side AI/ML model for the AI/ML enabled feature. When depicting UE data collection, transfer and reporting in this solution, it includes all the above relevant standardized data needed for UE side model training.
A RAN node may identify an opportunity to use a generalized UE-side AI/ML model for a specific feature to optimize local network performance. The RAN node may then initiate the local AI/ML operations, which are subject to the corresponding local AI/ML Operation Consent of the specific feature. This consent needs to be checked independently of the UP Data Collection Consent. The RAN node shall stop the local AI/ML operation of the feature if it receives notification that the corresponding concent is revoked. 
To achieve end to end coordination for UE data collection, transfer and report for a specific AI/ML enabled feature among UE, RAN node, Core network, AF/AS, AI/ML enabled feature ID is introduced to identify a dataset associated with an AI/ML enabled feature, e.g. CSI feedback, Beam management, Positioning accuracy enhancements, for data collection, with the following assumption:
-
For a specific AI/ML-enabled feature, one or more AI/ML models may be applied. As such, when only one AI/ML model is applied for an AI/ML enabled feature, the AI/ML enabled feature ID can be used to identify an AI/ML model as Model ID and vice-versa.

-
A UE may support one or more AI/ML-enabled features and each AI/ML-enabled feature may have one or more AI/ML models suited for different situations, e.g. time, location, indoor, outdoor, etc.

NOTE:
Based on the definition in TR 38.843 [10], the AI/ML enabled feature refers to a feature where AI/ML is used.
Editor's note:
AI/ML enabled feature ID and model ID need coordination with RAN.

To support the MNO the full controllability of standardized UE data transfer over UP, a Data Collection Function (DCF) is introduced in the core network with the following functionalities:
-
to exchange UE Data Transfer Control Messages (UEDT-CM) with the UE over user plane for managing the UE data transfer for an AI/ML enabled feature;

-
to receive standardized data from the UE and store them; accordingly, 5GC obtains the full visibility of standardized UE data contents of AI/ML enabled features;

-
to manage event exposure subscription to data consumer;

-
to report UE data to the Application Server (AS), e.g. UE model training entity server, over user plane based on event exposure subscription for UE data collection.

Editor's note:
How to support MNO's visibility is FFS.
This solution proposes to enhance the Nnef_AFsessionWithQoS service, which allows the AF to requests the network for an AF session to provide a specific QoS for UE data collection and transfer. Accordingly, the PCF can generate PCC rules for the SMF to configure UE(s), RAN, PSA UPF and DCF for managing the UE data transfer for the triggered AI/ML enabled feature and handling the event exposure subscription for UE data reporting to the AF/AS supporting UE-side model training.

6.7.2.1
Negotiation of UE capability and network support for AI/ML enabled feature

The UE data collection for the AI/ML enabled feature of NR air interface requires the UE and the network supporting AI/ML enabled feature. This solution proposes to enhance registration procedure for Negotiation of UE capability and network support for AI/ML enabled feature as follows:
-
the UE informs the AMF about its UE capabilities of AI/ML enabled feature by including an AI/ML enabled feature indication in Registration request message, which allows the network to later trigger and configure policies for UE data transfer of AI/ML enabled features accordingly.
-
When receiving AI/ML enabled feature indication, the AMF retrieves user consent for local AI/ML operation from the UDM, including consent status: active / inactive indicating whether AI/ML enabled feature is allowed, validity area: a list of allowed Tracking Areas (TAs) or Cell-IDs where the feature can be enabled, validity time: the time window during which the consent is valid e.g., start/end timestamps, duration, etc. 
-    The AMF subscribes to user consent change notifications from the UDM for local AI/ML operation purposes using Nudm_SDM_Subscribe service operation (Data Set: Subscription Data, Data Subset: User consent, Purpose: local AI/ML operation) to receive timely updates on consent status, validity area, or validity time changes. Upon receiving consent change notifications via Nudm_SDM_Notify, the AMF forwards the user consent information to the RAN node, which updates the RAN UE context and may trigger AI/ML enabled feature deactivation procedures when consent is revoked or expires.
-
the AMF determines network support of AI/ML enabled feature based on UE supports of AI/ML enabled feature indication and user consent for local AI/ML operation from the UDM. If supported, the AMF sends N2 Initial Context Setup Request message including network support indication of AI/ML enabled feature, user consent for local AI/ML operation, and NAS-PDU with Registration Accept message to the RAN node. The Registration Accept message includes Allowed AI/ML enabled Feature indication, which may be as a part of 5GS Network Feature Support IE, is further delivered from the RAN node to the UE.
Editor's note:
user consent aspects need coordination with SA3 and RAN.
-
the RAN node stores the received network support indication of AI/ML enabled feature and user consent for local AI/ML operation in RAN UE context. When determining whether to trigger a specific AI/ML enabled feature, the RAN node firstly checks its RAN UE context for valid local AI/ML Operation Consent. If the consent is not available or has expired, the RAN node queries the UDM via AMF for the current consent status. If consent is granted, the NG-RAN can query UE's capability via RRC messages for the AI/ML enabled feature using the corresponding AI/ML enabled feature ID before triggering the AI/ML enabled feature. Upon successful capability verification, the RAN node sends an RRCReconfiguration message to activate the AI/ML feature. The UE responds with either: RRCReconfigurationComplete (indicating successful activation), or RRCReconfigurationFailure (indicating rejection). In case of failure, the response includes a cause code indicating AI/ML feature ID not supported currently, and may include a retry timer specifying when UE might be available again.
Editor's note:
RAN impacts need coordination with RAN.

6.7.2.2
UE policy configuration enhancement for UP Data Collection and Transfer

When an AI/ML enabled feature is enabled, the UE may need to obtain a customized AI/ML model suitable for the moment and situation from the AS. This requires the UE to perform UP data collection and transfer the training data from the UE to the 5G core and then onward to the AS. In this scenario, the enabling of the AI/ML feature serves as the trigger for the UE to perform URSP rules evaluation (e.g. based on a received RRC/MAC layer request). To prepare for transferring UE data traffic, the UE then performs PDU Session Establishment/Modification request procedure based on the RSD for the matched TD. Accordingly, the UE can differentiate the traffic for UE data transfer from regular traffic in the 5GC for different PDU Sessions.

To establish a PDU Session for UE data transfer, the UE policy of URSP rules can be enhanced as follows:

To provide operator flexibility to steer UP data collection traffic based on URSP rules when the UE initiated PDU Session Establishment/Modification procedure, the potential TD enhancement includes:
-
Option1: the TD includes existing IP descriptors indicating destination DCF address, port number and protocol ID for a secure UP connection. This option assumes that the UE is configured with DCF address and port number, e.g. via DL NAS Transport procedure or received application layer information from the AF/AS supporting UE-side model training.

-
Option2: the TD includes Connection Capabilities indicating a new standardized component value as UP data collection. When the UE needs to transfer UP data traffic, the UE performs the PDU Session Establishment/Modification request procedure based on RSD for the matched TD indicating Connection capabilities for UP data collection/transfer.

-
Option 3: the TD includes a new component of AI/ML enabled feature ID(s) for data traffic of UP data collection and transfer. This option assumes that the UE is configured with allowed AI/ML enabled feature ID(s) in Registration Procedure, or DL NAS Transport procedure or received application layer information from the AF/AS supporting UE-side model training. When the UE needs to transfer UP data traffic, the UE establishes the PDU Session Establishment/Modification request procedure based on RSD for the matched TD indicating the AI/ML enabled feature ID.

For the RSD enhancement, the RSD indicates the following PDU Session related information, e.g. dedicated DNN, dedicated S-NSSAI for UP data collection/transfer.

NOTE:
The details in Option 2 and Option 3 will be specified by CT WG1 for normative.
NOTE: 
This URSP rules enhancement is optional and provided for operators to enable traffic steering as early as when the UE initiates a PDU Session Establishment/Modification Request. The primary approach uses the Nnef_AFsessionWithQoS service procedure as sufficient for basic UP data collection and transfer functionality.

6.7.2.3
Control of UE Data Transfer over User Plane

To support the standardized data transfer over UP for UE data collection including how to initiate, terminate and manage UE data transfer over the UP connection, it is beneficial that the DCF and the UE can exchange frequent UE Data Transfer Control Messages (UEDT-CM) over user plane. Each control message may contain UE ID, e.g. SUPI, AI/ML enabled feature ID, Validity time period, Validity areas. The UEDT-CM message can including:

-
UEDT Connection Establishment request, which is used to request for establishment of a new UP connection for UE data transfer.

-
UEDT Connection Establishment Complete, which is used to acknowledge for the establishment completion of a UP connection for UE data transfer.

-
UEDT Connection Release request, which is used to request for releasing UP connection for UE data transfer.

-
UEDT Connection Release Confirm, which is used to acknowledge for confirming the release of UP Collection for UE data transfer.

-
UEDT Start request, which is used to request for starting UE data transfer.

-
UEDT Start Confirm, which is used to acknowledge for starting a UE data transfer.

-
UEDT Suspend request, which is used to request for suspending UE data transfer.

-
UEDT Suspend Confirm, which is used to acknowledge for the confirmation of suspending UE data transfer.

-
UEDT Resume request, which is used to request for resuming UE data transfer.

-
UEDT Resume Confirm, which is used to acknowledge for the confirmation of resuming UP data transfer.

-
UE Data Collection Status Update indication, which is used to request status update for the UP Data Collection for UE data transfer. The UEDT-CM can additionally indicate what the status information is requested for the update, e.g. data volume of data collected, transferred, time window of the collected data to be transferred, earliest timestamp of the collected data to be transferred, latest timestamp of the collected data to be transferred, last timestamp of the data being transferred, etc.

-
UP Data Collection Status Update response indication, which is used to respond status update for the UP Data Collection. The UPDC_CM can respond the status information requested for the update, e.g. data volume of data collected, transferred, time window of the collected data to be transferred, earliest timestamp of the collected data to be transferred, latest timestamp of the collected data to be transferred, last timestamp of the data being transferred, etc. for UP data collection of AIML enabled features.

6.7.3
Procedures

The procedure of the AF request for UE Data Collection, Transfer and Reporting is shown in Figure 6.7.3-1.
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Figure 6.7.3-1: AF request for UE Data Collection, Transfer and Reporting

0a.  The UE performs registration procedure with negotiation of UE capability and network support for AI/ML enabled features and user consent information provisioning to the RAN node, as described in clause 6.7.2.1.
0b.  When the RAN node detects an AI/ML optimization opportunity, it determines whether to perform local AI/ML operation by firstly checking its local RAN UE Context for a valid local AI/ML Operation Consent, which is pre-provisioned during registration procedure.

-    If the consent is unavailable or expired, the RAN performs a real-time user consent check by sending a new Namf_UserConsentQuery message, including the AI/ML feature ID, UE ID, and the user consent indication and purpose set for local AI/ML operation, to the UDM via the AMF.
-    If consent is granted, the RAN proceeds to enable the AI/ML enabled feature locally. This step is independent of the UP data collection procedure.
1.
The UE performs PDU Session Establishment procedure (as defined in step 1-6 in clause 4.3.2.2.1 of TS 23.502 [3]) are performed.

2.
An AF sends AF request using Nnef_AFsessionWithQoS or Npcf_PolicyAuthorization_Create service operation for the UE or a group of the UEs that may provide a least one of the following pieces of information for an AI/ML enabled feature:

-
AI/ML enabled feature ID.

-
QoS parameters for the UE data transfer.

-
Indication of UE data collection.

-
UE data report configuration information: AS server address and port number for UE data transfer (e.g. from DCF to the AS), Subscription of UE data report with a new Event ID for the DCF including UP data reporting schedule information, e.g. time, frequency.

3.
The PCF gets information of UE capability of AI/ML enabled feature ID and DCF address information from the UDM/UDR. In addition, the PCF checks user consent of UP data collection with purpose of AI/ML enabled feature for NR air interface, using data-key: SUPI of the UE and/or the AI/ML enabled feature ID and proceed with the following steps if user consent indicates allowed. Otherwise, the PCF replies AF with proper cause indicating lacking of user consent for the AI/ML enabled feature for NR air interface.
4.
The SMF performs SM Policy Association Modification procedure to the PCF for the PDU session. The PCF provides PCC rule to the SMF for the impacted PDU session for the UE (or PCC rules for the impacted PDU sessions for a group of UE). The PCC rule includes information obtained from the AF request message and DCF address information, in which the DCF address information is retrieved from the UDM/UDR if available.

5.
Based on received PCC rules, the SMF determines to enable UE data transfer and manage UP data transfer over user plane for the AI/ML enabled feature and performs QoS flows binding accordingly.

6.
Based on PCC rules, the SMF discovers a suitable DCF, configures the RAN node with QoS profile including the QoS parameters and AI/ML enabled feature ID, in N2 container in the Namf_Communication_N1N2MessageTransfer message to the AMF in step 6a. Then the RAN node receiving N2 PDU Session Request message, in step 6b, obtains QoS profile from the AMF. Also, the SMF configures the UE with QoS rule, AI/ML enabled feature ID, Indication of UP data collection and DCF address information, which are included in NAS message of PDU Session Establishment Accept or Modification Command message and sends the NAS message in N1 container in the Namf_Communication_N1N2MessageTransfer message to the AMF. Then the RAN node receiving N2 PDU Session Request message, in step 6b, forwards PDU Session Establishment Accept or PDU Session Modification Command message in step 6c to the UE.

-
For the RAN node: Based on the QoS profile and AI/ML enabled feature ID, the RAN node may query the UE capability of the AI/ML enabled feature ID and sends RRCReconfiguration message to the UE if determining to enable the AI/ML enabled feature operation (e.g. the AI/ML enabled feature needs inferencing input from the RAN node).

-
For the UE: Based on the QoS rule for UP data collection for the AI/ML enabled feature ID, the UE starts the corresponding AI/ML enabled feature operation and data collection of the standardized data of the corresponding AI/ML enabled feature.

Editor's note:
N2 impacts and how RAN and UE interact for enabling an AI/ML enabled feature need coordination with RAN.

7.
The SMF configures the PSA UPF by sending N4 Session Modification Request message including N4 rules with the following information for the uplink direction:

-
PDR rule, which is used to detect the data traffic flow with destination address set as DCF address and port number, which is associated with the AI/ML enabled feature ID.

-
FAR rule includes the DCF address and port number. When the traffic is detected based on the PDR, the PSA UPF enforces Forwarding Action Rule (FAR) that defines how the detected packet is to be forwarded.

-
QER rule are used to associate the data traffic flow with proper QoS parameters for UP data transfer of the AI/ML enabled feature.


In addition, the SMF may configure N4 rules for UE data report to the AS with the following information for the uplink direction:

-
PDR rule, which is used to detect the data traffic flow with source address set as DCF address and port number for UE data report, which is associated with the AI/ML enabled feature ID.

-
FAR rule includes the AS address and port number.

8.
if the DCF address information is not available in the PCC rules and configures the DCF using a new Ndcf service operation with the following information:

-
AI/ML enabled feature ID.

-
UP Connection information for data transfer including AS address information and PSA UPF information.

NOTE:
If only AS address information is provided, the DCF requests for a secure connection with the AS. If both PSA UPF information and AS address information are provided, the DCF requests for a secure connection with the AS via PSA UPF. In this case, the PSA UPF requests for a secure connection with the AS.

-
UP data reporting schedule information, e.g. time, frequency.

9.
The RAN node and the UE start AI/ML enabled feature identified by AI/ML enabled feature ID, e.g. using RRCReconfiguration procedure, if not already starting. Upon receiving RRCReconfiguration indicating to activate an AI/ML feature ID, the UE responds with either: RRCReconfigurationComplete (success), or RRCReconfigurationFailure (rejection), including proper cause indicating AI/ML feature ID not supported currently, and optionally additional information, e.g. specific constraint (battery/load/thermal), retry timer indicating when UE might be available again.
Editor's note:
how RAN and UE interact for enabling an AI/ML enabled feature need coordination with RAN.

10.
The UE performs UE data collection of the AI/ML enabled feature.

11.
The UE sends collect data and transfer the data traffic to DCF via PSA UPF. Based on configured N4 rules, when the PSA UPF detects data traffics from the UE based on PDR, it forwards the data traffics to the configured DCF address indicated in FAR.

12.
When the DCF receives data traffics from the UE via PSA UPF, it may perform the following steps based on information, obtained in step 8, for configured UP data transfer schedule information, e.g. time, frequency.

-
If only AS address information is configured by the SMF, the DCF requests for a secure connection with the AS directly over an new interface between the DCF and the AS.

-
If both PSA UPF information and AS address information are provided, the DCF requests for a secure connection with the AS via PSA UPF. In this case, the PSA UPF requests for a secure connection with the AS. For data traffic received from the DCF, the PSA UPF forwards it to the AS.

6.7.4
Impacts on services, entities and interfaces
Data Collection Function (DCF):

-
Exchange UE Data Transfer Control Messages (UEDT-CM) with the UE over user plane for managing the UE data transfer for an AI/ML enabled feature.

-
Receive standardized data from the UE and store them; accordingly, 5GC obtains the full visibility of standardized UE data contents of AI/ML enabled features.

-
Manage event exposure subscription to data consumer.

-
Report UE data to the Application Server (AS), e.g. UE side server or OTT server, over user plane based on event exposure subscription for UE data collection.

AF:

-
Enhance AF request for UE Data Collection with QoS-Assured Data Transfer.

PCF:

-
Enhance TD and RSD of the UE policy of URSP rules for supporting UE data transfer over a proper PDU Session.

-
Configures PCC rules for UP data collection.

SMF:

-
Perform QoS flow binding based on PCC rules for the UE data transfer of an AI/ML enabled feature.

-
Configure UE, NG-RAN, PSA UPF and DCF.

PSA UPF:

-
N4 rules enhanced for UE data transfer from the UE to the DCF.

-
N4 rules enhanced for forwarding control messages for UE data transfer between the UE and the DCF.

-
N4 rules enhanced for UE data reporting from the DCF to the AS over user plane.

UDM:

-
Store indication whether an AI/ML enabled feature is allowed for the UE and provide it to the AMF.
-
Subscription data is enhanced to store two user consents for different purposes: 1) local AI/ML Operation Consent to manage the authorizations for local AI/ML enabled features operation for local network RAN optimizations.; 2) UP Data Collection Consent to manage the authorization for data sharing with external training servers.
AMF:

-
Interact with UDM for retrieving user consent including indication whether an AI/ML enabled feature is allowed for local AI/ML operation
-
Interact with the UE for negotiation of UE capability and network support of AI/ML enabled features.

-
Interact with the RAN for providing user consent for local AI/ML operation for authorized AI/ML enabled features
Editor's note:
RAN impacts need coordination with RAN.

UE:

-
Perform UE data collection, UE data transfer;

-
Determines standardised data to be collected and transferred based on control message received from DCF over user plane;

-
Establishes a connection with the DCF via PSA UPF.

-
Interact with the network for negotiation of UE capability and network support of AI/ML enabled feature.

Editor's note:
Use of NEF or PCF existing service procedures or new services for UP data collection, transfer and report is FFS.

* * * End of Change * * * *

6. SMF initiated PDU Session Establishement/Modification Procedure
UDM/UDR
AMF
UE
PCF/NEF
4. SM Policy Association Establishment/Modification (PCC rules)
NG-RAN
DCF
6a. Namf_Communication_N1N2MessageTransfer 
(N2: QoS profile, N1: QoS rule)
6d. N2 PDU Session Response
9. RAN and UE starts AI/ML enabled feature
10. UE perform UP 
data collection
AF/AS
SMF/UPF
1. Step 1-6 in PDU Session Establishment Procedure (clause 4.3.2.1 in TS23.502 [2])
2. Nnef_AFsessionWithQoS_Update request/Npcf_PolicyAuthorization_Update request
3. PCF gets information of UE capability of AI/ML enabled feature and the DCF address info from the UDM; the PCF checks user consent for UP data collection for AI/ML enabled feature
5. Based on PCC rules, SMF determines to enable UE data transfer and manage UE data transfer over UP and performs QoS flows binding
7. SMF configures PSA UPF with N4 rules using N4 Session Establishment/Modification request procedure
6b. N2 PDU Session Request (N2: QoS profile, NAS msg)
6c. AN-specific resource setup (NAS msg: PDU Session Establishment Accept)
6e. Nsmf_PDU Session_UpdateSMContext Request/Reponse
12. When the DCF receives data traffics from the UE via PSA UPF, it requests to establish a secure connection with the AS directly or via PSA UPF for UE data report to the AS based on event subscription
8. Ndcf_UPDC_request/response (AI/ML enabled feature ID, AS address, PSA UPF address)
11. UE perform UP data transfer to DCF via PSA UPF; PSA UPF performs traffic detection, forward the data traffic to DCF based on N4 rules



6. SMF initiated PDU Session Establishement/Modification Procedure
UDM/UDR
AMF
UE
PCF/NEF
4. SM Policy Association Establishment/Modification (PCC rules)
NG-RAN
DCF
6a. Namf_Communication_N1N2MessageTransfer 
(N2: QoS profile, N1: QoS rule)
6d. N2 PDU Session Response
9. RAN and UE starts AI/ML enabled feature
10. UE perform UP 
data collection
AF/AS
SMF/UPF
1. Step 1-6 in PDU Session Establishment Procedure (clause 4.3.2.1 in TS23.502 [2])
2. Nnef_AFsessionWithQoS_Update request/Npcf_PolicyAuthorization_Update request
3. PCF gets information of UE capability of AI/ML enabled feature and the DCF address info from the UDM; the PCF checks user consent for UP data collection for AI/ML enabled feature
5. Based on PCC rules, SMF determines to enable UE data transfer and manage UE data transfer over UP and performs QoS flows binding
7. SMF configures PSA UPF with N4 rules using N4 Session Establishment/Modification request procedure
6b. N2 PDU Session Request (N2: QoS profile, NAS msg)
6c. AN-specific resource setup (NAS msg: PDU Session Establishment Accept)
6e. Nsmf_PDU Session_UpdateSMContext Request/Reponse
12. When the DCF receives data traffics from the UE via PSA UPF, it requests to establish a secure connection with the AS directly or via PSA UPF for UE data report to the AS based on event subscription
8. Ndcf_UPDC_request/response (AI/ML enabled feature ID, AS address, PSA UPF address)
11. UE perform UP data transfer to DCF via PSA UPF; PSA UPF performs traffic detection, forward the data traffic to DCF based on N4 rules
0b. RAN node initiates local AI/ML operation with valid user consent
0a. Registration Procedure with UE capability and network support negotiation for AI/ML enabled features, and user consent info provisioning to the RAN node,  as described in Clause 6.7.2.1



