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* * * * First change * * * *

[bookmark: _Toc209600237]5.7.7.1	General
PDU Set QoS Parameters are used to support PDU Set based QoS handling in the 5G-AN.
The following PDU Set QoS Parameters are specified:
1.	PDU Set Delay Budget (PSDB).
2.	PDU Set Error Rate (PSER).
3.	PDU Set Integrated Handling Information (PSIHI).
At least one of the following shall be sent to the NG-RAN/N3IWF/TNGF/W-AGF to enable PDU Set based Hhandling: 1) a PSIHI and/or 2) both PSDB and PSER. For a given QoS Flow, the values of PSDB, PSER and PSIHI can be different for UL and DL.
The QoS Profile may include the PDU Set QoS Parameters described in this clause (see clause 5.7.1.2) for UL and/or DL direction. The PCF determines the PDU Set QoS Parameters based on information provided by AF and/or local configuration. The PDU Set QoS parameters are sent to the SMF as part of PCC rule. The SMF sends them to 5G-AN as part of the QoS Profile.
If the 5G-AN receives PDU Set QoS Parameters, it enables the PDU Set based QoS handling and applies PDU Set QoS Parameters as described in TS 38.300 [27], TS 38.413 [34] and TS 38.331 [51].

* * * * Next change * * * *
[bookmark: _Toc36191989][bookmark: _Toc45193079][bookmark: _Toc47592711][bookmark: _Toc51834798][bookmark: _Toc193790011]
[bookmark: _Toc20149849][bookmark: _Toc27846646][bookmark: _Toc36187774][bookmark: _Toc45183678][bookmark: _Toc47342520][bookmark: _Toc51769220][bookmark: _Toc209600265]5.8.2.7	PDU Session and QoS Flow Policing
ARP is used for admission control (i.e. retention and pre-emption of the new QoS Flow). The value of ARP is not required to be provided to the UPF.
For every QoS Flow, the SMF shall determine the transport level packet marking value (e.g. the DSCP in the outer IP header) based on the 5QI, the Priority Level (if explicitly signalled) and optionally, the ARP priority level and provide the transport level packet marking value to the UPF.
NOTE 1:	If no transport level packet marking value is provided, the UPF performs transport level marking based on its pre-configured logic.
For QoS Flows that are configured for PDU Set based Hhandling, the SMF may additionally take into account the PDU Set Importance when determining the transport level packet marking values. In this case, the SMF provides a list of transport level packet marking values for the downlink direction to the UPF in a FAR, each of the transport level packet marking values corresponding to one or more PDU Set Importance values.
When an I-SMF/I-UPF is inserted in the PDU Session and the I-SMF is notified by the SMF that Transport Level Marking is being applied for the affected QoS flow, the I-SMF may instruct the I-UPF to derive the transport level packet marking of the outgoing N3 downlink packet based on the transport level packet marking of the incoming N9 downlink packet.
NOTE 1:	It is recommended that the PDU Set Importance based transport level packet marking values applied by the UPF only vary the drop precedence between PDUs in the transport network nodes (e.g. IP routers) on the N3/N9 interfaces. This is needed to avoid causing packet reordering in the transport network when different transport level DSCP marking values are used for a single QoS Flow.
NOTE 2:	The transport level packet marking values are provided on per-QoS Flow basis and it is up to operator deployments to enforce consistency of transport level marking in the transport network.
The SMF shall provide the Session-AMBR values of the PDU Session to the UPF so that the UPF can enforce the Session-AMBR of the PDU Session across all Non-GBR QoS Flows of the PDU Session.
SMF shall provide the GFBR and MFBR value for each GBR QoS Flow of the PDU Session to the UPF. SMF may also provide the Averaging window to the UPF, if Averaging window is not configured at the UPF or if it is different from the default value configured at the UPF.
In the case of 3GPP access, the SMF may decide to activate ECN marking for L4S by PSA UPF for the QoS Flow (see clause 5.37). In this case, the SMF shall send an ECN marking for L4S indicator to PSA UPF.

* * * * Next change * * * *

[bookmark: _Toc209600741]5.37.1	General
This clause provides an overview of 5GS functionalities for support of XR services (AR/VR applications) and interactive media services that require high data rate and low latency communication, e.g. cloud gaming and tactile/multi-modal communication services according to service requirements documented in TS 22.261 [2]. The standardized 5QI characteristics for such interactive services are provided in Table 5.7.4-1 and TSCAI is used to describe the related traffic characteristics as defined in clause 5.27.2. Further enhancements for these interactive media services are as follows:
-	The 5GS may support QoS policy control for multi-modal traffic, see clause 5.37.2.
-	The 5GS may support network information exposure which can be based on ECN markings for L4S, see clause 5.37.3 or 5GS exposure API, see clause 5.37.4.
-	The 5GS may support PDU Set based Hhandling including PDU Set identification and marking, see clause 5.37.5.
-	The 5GS may ensure that the UL and DL packets together meet the requested round trip delay and also update the delay for UL and DL considering QoS monitoring results, see clause 5.37.6.
-	The 5GS may perform per-flow Packet Delay Variation (PDV) monitoring and policy control according to AF provided requirements, see clause 5.37.7.
-	The 5GC may provide traffic assistance information to the NG-RAN to enable Connected mode DRX power saving, see clause 5.37.8.
-	The 5GS may consider dynamically changed traffic characteristics for better resource management, see clause 5.37.10.
-	The 5GS may support traffic identification for multiplexed media flows in the same transport layer connection, see clause 5.37.11.
-	The 5GC may perform PDU Set Importance based transport level packet marking, see clause 5.8.2.7.
-	The 5GC may provide the Multi-modal Service ID to NG-RAN, see clause 5.37.2.
NOTE:	Home-routed roaming deployments cannot always support the low latency communication requirements of XR services or interactive media services.

* * * * Next change * * * *

[bookmark: _Toc209600750]5.37.5.1	General
A PDU Set is comprised of one or more PDUs carrying an application layer payload such as a video frame or video slice. The PDU Set based QoS handling by the 5G-AN is determined by PDU Set QoS Parameters in the QoS profile of the QoS Flow (specified in clause 5.7.7) and PDU Set Information provided by the PSA UPF via N3/N9 interface as described in clause 5.37.5.2. The PDU Set based Handling can be applied for GBR and non-GBR QoS Flows. The AF should provide PDU Set related assistance information for dynamic PCC control. One or more of the following PDU Set related assistance information may be provided to the NEF/PCF using the AF session with required QoS procedures in clauses 4.15.6.6 and 4.15.6.6a of TS 23.502 [3].
-	PDU Set QoS Parameters as described in clause 5.7.7
-	Protocol Description: Indicates the transport protocol used by the service data flow (e.g. RTP, SRTP) and information, e.g. the following:
-	RTP [185] or SRTP [186];
-	RTP or SRTP with RTP Header Extensions, including:
-	RTP Header Extensions for PDU Set Marking as defined in TS 26.522 [179];
-	Other RTP Header Extensions as defined RFC 8285 [189], RFC 9143 [207];
-	RTP or SRTP without RTP Header Extensions, but together with RTP Payload Format (e.g. H.264 [187] or H.265 [188]);
-	RTP or SRTP with RTP Header Extensions for PDU Set Marking as defined in TS 26.522 [179] and together with RTP Payload Format (e.g. H.264 [187] or H.265 [188]);
-	RTP or SRTP with other RTP Header Extensions following RFC 8285 [189] and together with RTP Payload Format (e.g. H.264 [187] or H.265 [188]).
NOTE 1:	With the Protocol Description options combining SRTP together with RTP Payload Format the UPF can still obtain some of the PDU Set information from the RTP Header (refer to Annex A of TS 26.522 [179]).
-	Media over QUIC (MoQ) Transport, IETF draft-ietf-moq-transport [201] (as further described in clause 5.37.9.2).
	When RTP Header Extensions for PDU Set Marking (as defined in TS 26.522 [179] or other RTP header extensions as defined in RFC 8285 [189] is included, the differentiation between different RTP Header Extension Types should be supported.
	When RTP Payload Format is included, the differentiation between different RTP Payload Formats should be supported.
NOTE 2:	Multiplexing of different transport protocols and different media traffic for differentiated PDU Set based Hhandling is not supported in the current Release.
The Protocol Description can be UL only, DL only or UL and DL. The Protocol Description for UL and DL traffic may be different.
For end-to-end encrypted traffic, PDU Set Information is received as media related information from the Application Server, see clause 5.37.9.
NOTE 3:	Identification of PDU Set information for end-to-end encrypted traffic is supported in the DL direction only.
AF provided PDU Set QoS Parameters and UL and/or DL Protocol Description may be used in determining the PCC Rule by the PCF as defined in clause 6.1.3.27.4 of TS 23.503 [45] and the DL Protocol Description may be used for identifying the PDU Set Information and PDU Set Information marking by the PSA UPF.
When the SMF receives the PCC rule, the SMF performs binding of the PCC rule to one QoS Flow as described in clause 6.1.3.2.4 of TS 23.503 [45]. At least one of the following shall be included in the PCC rule to enable PDU Set based QoS handling: 1) a PSIHI and/or 2) both PSDB and PSER. Based on the PCC rule, the SMF adds the PDU Set QoS Parameters to the QoS Profile of the QoS Flow as described in clause 6.2.2.4 of TS 23.503 [45]. Alternatively, the SMF may be configured to support PDU Set based Handling without receiving PCC rules from a PCF.
If no DL PDU Set QoS parameters are included in the PCC rule, but a DL Protocol Description is included in the PCC rule received by the SMF and the PSA UPF supports PDU Set  basedhandling (i.e. supports to perform PDU Set Information marking), the SMF may, based on the local operator policy, send to the NG-RAN, a DL PDU Set Information Marking Support Indication indicating that the DL PDU Set Information marking is supported.
For the downlink direction, the PSA UPF identifies PDUs that belong to PDU Sets and marks them accordingly as described in clause 5.37.5.2. If the PSA UPF receives a PDU that does not belong to a PDU Set based on Protocol Description for PDU Set identification, then the PSA UPF still maps it to a PDU Set and determines the PDU Set Information as described in clause 5.37.5.2.
NOTE 4:	If the PSA UPF receives a PDU that does not belong to a PDU Set, then it is assumed that the UPF determines the PDU Set Importance value based on pre-configuration.
For the uplink direction, the UE may identify PDU Sets and how this is done is left up to UE implementation. The SMF may send the UL Protocol Description associated with the QoS rule to UE.
NOTE 5:	Using the Protocol Description or not is left to UE implementation. The use of Protocol Description does not impact QoS Flow Mapping in the UE.
In this Release, the PDU Set based Hhandling is supported in 5GS for a UE registered in 3GPP access for single access PDU Session with IP PDU Session Type, for a UE registered in untrusted or trusted non-3GPP accesses for single access PDU Session with IP PDU Session Type, and for a 5G-RG registered in W-5GAN for single access PDU Session with IP PDU Session Type. The support of PDU Set based Hhandling in 5G-RG is specified in TS 23.316 [84].

* * * * Next change * * * *

[bookmark: _Toc209600751]5.37.5.2	PDU Set Information and Identification
To support PDU Set based Hhandling, the PSA UPF identifies PDUs that belong to a PDU Set and determines the below PDU Set Information and sends it to the 5G-AN in the GTP-U header. The PDU Set Information is used by the 5G-AN for PDU Set based Hhandling as described above.
The PDU Set Information comprises:
-	PDU Set Sequence Number.
-	Indication of End PDU of the PDU Set.
-	PDU Sequence Number within a PDU Set.
-	PDU Set Size in bytes.
-	PDU Set Importance, which identifies the relative importance of a PDU Set compared to other PDU Sets within a QoS Flow.
The 5G-AN may use the Priority Level (see clause 5.7.3.3) across QoS Flows and PDU Set Importance within a QoS Flow for PDU Set level packet discarding in presence of congestion.
NOTE 1:	In addition to considering the PDU Set Importance within a QoS Flow, 5G-AN could also consider the relative PDU Set Importance across QoS Flows of the same Priority Level when determining which PDU Set needs to be discarded, which is up to implementation and configuration of operator.
NOTE 2:	The PDU Set Information can be different for different PDU Sets within a QoS Flow.
If the 5G-AN has provided a PDU Set Bbased Hhandling Ssupport Indication indicating that PDU Set based Hhandling is supported and a DL Protocol Description together with 1) a PSIHI and/or 2) PSDB and PSER is included in the PCC rule, the SMF instructs PSA UPF to perform PDU Set marking and may provide the PSA UPF the DL Protocol Description used by the service data flow. The DL Protocol Description may be received in the PCC rule, based on information provided by the AF or by PCF local policies as described in clause 5.37.5.1.
If the DL PDU Set Information Marking Support Indication has been sent to the 5G-AN (as described in clause 5.37.5.1) and the 5G-AN has provided a PDU Set Bbased Hhandling Ssupport Indication indicating that PDU Set based Hhandling is supported, the SMF instructs PSA UPF to perform PDU Set marking and provides the PSA UPF the DL Protocol Description used by the service data flow.
PSA UPF can identify the PDU Set Information using the DL Protocol Description and the received transport protocol headers and payload or using implementation specific means. The details of the RTP/SRTP headers, header extensions and/or payloads used to identify PDU Set Information are defined in TS 26.522 [179].
For end-to-end encrypted traffic, PDU Set Information is received as media related information from the Application Server, see clause 5.37.9.
For each DL PDU received on N6 for which PDU Set based Hhandling is indicated from the SMF, the PSA UPF applies the rules for PDU Set identification and provides the available PDU Set Information to the 5G-AN in the GTP-U header.
NOTE 3:	The PSA UPF is expected to assign a unique PDU Set Sequence Number in the GTP-U header to each PDU Set of the QoS Flow.

* * * * Next change * * * *

[bookmark: _Toc209600752]5.37.5.3	Non-homogenous support of PDU set based Hhandling in NG-RAN
The SMF, by sending PDU Set QoS parameters (as described in clause 5.7.7.1) or a DL PDU Set Information Marking Support Indication (as described in clause 5.37.5.1) to the NG-RAN, requests the NG-RAN to activate PDU Set based Hhandling for a given QoS Flow and the NG-RAN provides the SMF with a PDU Set Based Handling Support Indication if the PDU Set based Hhandling is supported. Based on this indication, SMF may activate the PDU Set identification and marking in the PSA UPF as described in clause 5.37.5.2.
During mobility procedures that result in the change of NG-RAN, the target NG-RAN provides to the SMF a PDU Set Based Handling Support Indication if it supports PDU Set based Hhandling, as specified in TS 38.413 [34]. Based on the target NG-RAN indication, the SMF may, upon completion of the mobility procedure, initiate the PDU Session modification procedure to provide PDU Set QoS parameters or the DL PDU Set Information Marking Support Indication to NG-RAN and configure the PSA UPF to activate the PDU Set identification and marking. If the PDU Set Based Handling Support Indication is not received from the target NG-RAN and PDU Set identification and marking is active in the PSA UPF, the SMF may deactivate it.
In the case where the PSA UPF identifies and marks PDUs with PDU Set information in GTP-U header, it shall start doing so from a complete PDU Set.
NOTE:	Based on the PDU Set QoS parameters provisioned in the PCC rule and the PDU Set Based Handling Support Indication from the target NG-RAN for the QoS Flow, the SMF can update the QoS profile and, if applicable, Alternative QoS Profiles as defined in clauses 5.7.1.2 and 5.7.1.2a, respectively, to include the PDU Set QoS parameters.

* * * * Next change * * * *

[bookmark: _Toc209600871]6.2.2	SMF
The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:
-	Session Management e.g. Session Establishment, modify and release, including tunnel maintain between UPF and AN node.
-	UE IP address allocation & management (including optional Authorization). The UE IP address may be received from a UPF or from an external data network.
-	DHCPv4 (server and client) and DHCPv6 (server and client) functions.
-	Functionality to respond to Address Resolution Protocol (ARP) requests and / or IPv6 Neighbour Solicitation requests based on local cache information for the Ethernet PDUs. The SMF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-	Selection and control of UP function, including controlling the UPF to proxy ARP or IPv6 Neighbour Discovery, or to forward all ARP/IPv6 Neighbour Solicitation traffic to the SMF, for Ethernet PDU Sessions.
-	Configures traffic steering at UPF to route traffic to proper destination.
-	5G VN group management, e.g. maintain the topology of the involved PSA UPFs, establish and release the N19 tunnels between PSA UPFs, configure traffic forwarding at UPF to apply local switching, N6-based forwarding or N19-based forwarding, manage traffic forwarding in the case that a SMF Set or multiple SMF Sets are serving a 5G VN.
-	Termination of interfaces towards Policy control functions.
-	Lawful intercept (for SM events and interface to LI System).
-	Support for charging.
-	Control and coordination of charging data collection at UPF.
-	Termination of SM parts of NAS messages.
-	Downlink Data Notification.
-	Initiator of AN specific SM information, sent via AMF over N2 to AN.
-	Determine SSC mode of a session.
-	Support for Control Plane CIoT 5GS Optimisation.
-	Support of header compression.
-	Act as I-SMF in deployments where I-SMF can be inserted, removed and relocated.
-	Provisioning of external parameters (Expected UE Behaviour parameters or Network Configuration parameters).
-	Support P-CSCF discovery for IMS services.
-	Act as V-SMF with following roaming functionalities:
-	Handle local enforcement to apply QoS SLAs (VPLMN).
-	Charging (VPLMN).
-	Lawful intercept (in VPLMN for SM events and interface to LI System).
-	Support for interaction with external DN for transport of signalling for PDU Session authentication/authorization by external DN.
-	Instructs UPF and NG-RAN to perform redundant transmission on N3/N9 interfaces.
-	Generation of the TSC Assistance Information based on the TSC Assistance Container received from the PCF.
-	Support for RAN feedback for BAT offset and adjusted periodicity as defined in clause 5.27.2.5.
NOTE 1:	Not all of the functionalities are required to be supported in an instance of a Network Slice.
In addition to the functionalities of the SMF described above, the SMF may include policy related functionalities as described in clause 6.2.2 of TS 23.503 [45].
In addition to the functionality of the SMF described above, the SMF may include the following functionality to support monitoring in roaming scenarios:
-	Normalization of reports according to roaming agreements between VPLMN and HPLMN; and
-	Generation of charging information for Monitoring Event Reports that are sent to the HPLMN.
The SMF may also include following functionalities to support Edge Computing enhancements (further defined in TS 23.548 [130]):
-	Selection of EASDF, obtain and/or provision DNS security information of the EASDF and provision of its address to the UE as the DNS Server for the PDU session;
-	Usage of EASDF services as defined in TS 23.548 [130];
-	For supporting the Application Layer Architecture defined in TS 23.558 [134]: Provision and updates of ECS Address Configuration Information to the UE;
-	For supporting the HR-SBO as defined in clause 6.7 of TS 23.548 [130].
-	For supporting Local Offloading Management as defined in clause 6.10 of TS 23.548 [130].
NOTE 2:	In case an I-SMF is inserted to locally manage edge computing related information and the traffic is locally offloaded, only the I-SMF performs the EASDF selection and uses the EASDF services for the locally offloaded PDU sessions.
-	For supporting the N6 delay measurement as described in clause 5.8.2.23.
-	Based on N6 delay measurements and user plane latency (between the 5G AN and candidate UPF(s)):
-	Supporting the (re)selection of local PSA UPF as defined in clause 6.2.3.2 of TS 23.548 [130].
-	Supporting to trigger (re)discovery of EAS(es) as defined in clause 6.2.3.2 of TS 23.548 [130].
The SMF and SMF+ PGW-C may also include following functionalities to support Network Slice Admission Control:
-	Support of NSAC for maximum number of PDU sessions as defined in clauses 5.15.11.2, 5.15.11.3 and 5.15.11.5.
-	Support of NSAC for maximum number of UEs as defined in clauses 5.15.11.3 and 5.15.11.5.
The SMF may also include following functionalities:
-	Providing per-QoS flow Non-3GPP QoS assistance information to the UE (e.g. PEGC) and formulation of the CN PDB based on non-3GPP delay budget from UE (e.g. PEGC) as described in clause 5.44.3.4.
-	Support of PDU Set based Hhandling as described in clause 5.37.5.
In addition to the functionalities of the SMF described above, the SMF may also include functionalities to support Network Slice Replacement as described in clause 5.15.19.
The SMF may also include functionalities to support indirect UPF event exposure service subscription on behalf of the consumer NF(s) as described in clause 4.15.4.5 of TS 23.502 [3].
In addition to the functionality of the SMF described above, the SMF may provide support for SMF overload control based on NWDAF analytics.
In addition to the functionality of the SMF described above, the SMF may provide support for energy related features as described in clause 5.51.
In addition to the functionality of the SMF described above, the SMF may include the following functionality to support communication via satellite access and/or satellite backhaul:
-	Support for reporting satellite backhaul category and its modification to PCF as described in clause 5.43.4.
-	Support for reporting to PCF the UE's serving satellite identifier and its change as defined in clause 5.4.14.

* * * * Next change * * * *
[bookmark: _Toc209600872]6.2.3	UPF
The User plane function (UPF) includes the following functionality. Some or all of the UPF functionalities may be supported in a single instance of a UPF:
-	Anchor point for Intra-/Inter-RAT mobility (when applicable).
-	Allocation of UE IP address/prefix (if supported) in response to SMF request.
-	External PDU Session point of interconnect to Data Network.
-	Packet routing & forwarding (e.g. support of Uplink classifier to route traffic flows to an instance of a data network, support of Branching point to support multi-homed PDU Session, support of traffic forwarding within a 5G VN group (UPF local switching, via N6, via N19)).
-	Packet inspection (e.g. Application detection based on service data flow template and the optional PFDs received from the SMF in addition, IP or MAC filter-based packet detection functionality).
-	User Plane part of policy rule enforcement, e.g. Gating, Redirection, Traffic steering).
-	Lawful intercept (UP collection).
-	Traffic usage reporting.
-	QoS handling for user plane, e.g. UL/DL rate enforcement, Reflective QoS marking in DL.
-	Uplink Traffic verification (SDF to QoS Flow mapping).
-	Transport level packet marking in the uplink and downlink.
-	Downlink packet buffering and downlink data notification triggering.
-	Sending and forwarding of one or more "end marker" to the source NG-RAN node.
-	Functionality to respond to Address Resolution Protocol (ARP) requests and / or IPv6 Neighbour Solicitation requests based on local cache information for the Ethernet PDUs. The UPF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-	Packet duplication in downlink direction and elimination in uplink direction in GTP-U layer.
-	NW-TT functionality.
-	High latency communication, see clause 5.31.8.
-	ATSSS Steering functionality to steer the MA PDU Session traffic, refer to clause 5.32.6.
NOTE:	Not all of the UPF functionalities are required to be supported in an instance of user plane function of a Network Slice.
-	Inter PLMN UP Security (IPUPS) functionality, specified in clause 5.8.2.14.
-	Event exposure, including exposure of network information, i.e. the QoS monitoring information, as specified in clause 5.8.2.18, events as specified in clause 5.2.26.2 of TS 23.502 [3], exposure of data collected for analytics, as specified in clause 5.2.26.2 of TS 23.502 [3] and exposure of the TSC management information as specified in clause 5.8.5.14.
-	Exposure of the UE information, e.g. UE IP address translation information as specified in clause 5.2.26.3 of TS 23.502 [3] and clause 4.15.10 of TS 23.502 [3] if Network address translation (i.e. NAT) functionality of the UE IP address is deployed within UPF.
-	Support of PDU Set based Hhandling as defined in clause 5.37.5.
-	Support MoQ relay functionality as defined in clause 5.37.9.2.
-	NAT information exposure functionality (if NAT is deployed within UPF) as described in clause 5.8.2.17.
-	Features indicated by the means of operator configurable UPF capabilities, as described in clause 5.8.2.21.
-	Handling of Payload Headers as defined in clause 5.8.2.22.
-	Support N6 delay measurement and reporting to SMF, as defined in clause 5.8.2.23.


* * * * Next change * * * *

[bookmark: _Toc209600873]6.2.4	PCF
The Policy Control Function (PCF) includes the following functionality:
-	Supports unified policy framework to govern network behaviour.
-	Provides policy rules to Control Plane function(s) to enforce them.
-	Accesses subscription information relevant for policy decisions in a Unified Data Repository (UDR).
-	Support PDU Set based Hhandling as defined in clause 5.37.5.
NOTE:	The PCF accesses the UDR located in the same PLMN as the PCF.
The details of the PCF functionality are defined in clause 6.2.1 of TS 23.503 [45].


* * * * Next change * * * *

[bookmark: _Toc209600875]6.2.5.0	NEF functionality
The Network Exposure Function (NEF) supports the following independent functionality:
-	Exposure of capabilities and events:
	NF capabilities and events may be securely exposed by NEF for e.g. 3rd party, Application Functions, Edge Computing as described in clause 5.13.
	NEF stores/retrieves information as structured data using a standardized interface (Nudr) to the Unified Data Repository (UDR).
-	Secure provision of information from external application to 3GPP network:
	It provides a means for the Application Functions to securely provide information to 3GPP network, e.g. Expected UE Behaviour, 5G-VN group information, CAG information, time synchronization service information, PDU Set based Hhandling service specific information and Non-3GPP Device Identifier Information. In that case the NEF may authenticate and authorize and assist in throttling the Application Functions.
-	Translation of internal-external information:
	It translates between information exchanged with the AF and information exchanged with the internal network function. For example, it translates between an AF-Service-Identifier and internal 5G Core information such as DNN, S-NSSAI, as described in clause 5.6.7.
	In particular, NEF handles masking of network and user sensitive information to external AF's according to the network policy.
-	Redirecting the AF to a more suitable NEF/L-NEF e.g. when serving an AF request for local information exposure and detecting there is a more appropriate NEF instance to serve the AF's request.
-	The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). NEF stores the received information as structured data using a standardized interface to a Unified Data Repository (UDR). The stored information can be accessed and "re-exposed" by the NEF to other network functions and Application Functions and used for other purposes such as analytics.
-	A NEF may also support a PFD Function: The PFD Function in the NEF may store and retrieve PFD(s) in the UDR and shall provide PFD(s) to the SMF on the request of SMF (pull mode) or on the request of PFD management from NEF (push mode), as described in TS 23.503 [45].
-	A NEF may also support a 5G-VN Group Management Function: The 5G-VN Group Management Function in the NEF may store the 5G-VN group information in the UDR via UDM as described in TS 23.502 [3].
-	Support management of ECS Address Information.
-	Support management of relationship between DNAI and EAS Address Information.
-	Exposure of analytics:
	NWDAF analytics may be securely exposed by NEF for external party, as specified in TS 23.288 [86].
-	Retrieval of data from external party by NWDAF:
	Data provided by the external party may be collected by NWDAF via NEF for analytics generation purpose. NEF handles and forwards requests and notifications between NWDAF and AF, as specified in TS 23.288 [86].
-	Support of Non-IP Data Delivery:
	NEF provides a means for management of NIDD configuration and delivery of MO/MT unstructured data by exposing the NIDD APIs as described in TS 23.502 [3] on the N33/Nnef reference point. See clause 5.31.5.
-	Charging data collection and support of charging interfaces.
-	Support of Member UE selection assistance functionality:
-	NEF may provide one or more list(s) of candidate UE(s) (among the list of target member UE(s) provided by the AF) and additional information to the AF based on the parameters contained in the request from the AF as described in clause 5.46.2. NEF supports the translation of the member UE selection filtering criteria parameters received from the AF to the corresponding event or analytics filters that can be understood by the 5GC NFs for events or analytics related data collection. NEF interacts with 5GC NFs using existing services in order to collect the corresponding data and then derive the list(s) of candidate UE(s) and other assistance information as described in clause 4.15.13 of TS 23.502 [3].
-	Support of Multi-member AF session with required QoS for a set of UEs identified by a list of UE addresses:
-	Details are specified in clause 4.15.6.13 of TS 23.502 [3].
-	Support of UAS NF functionality:
	Details are defined in TS 23.256 [136].
-	Support of EAS deployment functionality:
	Details are defined in TS 23.548 [130].
-	Support of SBI-based MO SM transmit for MSISDN-less MO SMS:
	Details are defined in TS 23.540 [142].
-	Support PDU Set based Hhandling as defined in clause 5.37.5.
-	Support management of common EAS and common DNAI:
	Details are defined in TS 23.548 [130].
-	Support of Vertical Federated Learning (VFL):
	Details are defined in TS 23.288 [86].
-	Support request and exposure of energy related information as defined in clause 5.51.
A specific NEF instance may support one or more of the functionalities described above and consequently an individual NEF may support a subset of the APIs specified for capability exposure.
NOTE:	The NEF can access the UDR located in the same PLMN as the NEF.
The services provided by the NEF are specified in clause 7.2.8.
For external exposure of services related to specific UE(s), the NEF resides in the HPLMN. Depending on operator agreements, the NEF in the HPLMN may have interface(s) with NF(s) in the VPLMN.
When a UE is capable of switching between EPC and 5GC, an SCEF+NEF is used for service exposure. See clause 5.17.5 for a description of the SCEF+NEF.


* * * * Next change * * * *
[bookmark: _Toc209600886]6.2.10	AF
The Application Function (AF) interacts with the 3GPP Core Network in order to provide services, for example to support the following:
-	Application Function influence on traffic routing (see clause 5.6.7);
-	Application Function influence on Service Function Chaining (see clause 5.6.16.2);
-	Accessing Network Exposure Function (see clause 5.20);
-	Interacting with the Policy and charging control framework (see clause 5.14);
-	Time synchronization service (see clause 5.27.1.8);
-	IMS interactions with 5GC (see clause 5.16).
-	Support PDU Set based Hhandling as defined in clause 5.37.5.
-	Support Vertical Federated Learning (VFL) as VFL Server or VFL Client (see clause 5.4 of TS 23.288 [50]).
Based on operator deployment, Application Functions considered to be trusted by the operator can be allowed to interact directly with relevant Network Functions.
Application Functions not allowed by the operator to access directly the Network Functions shall use the external exposure framework (see clause 7.3) via the NEF to interact with relevant Network Functions.
The functionality and purpose of Application Functions are only defined in this specification with respect to their interaction with the 3GPP Core Network.




* * * * Next change * * * *
[bookmark: _Toc209600759]5.37.8.3	End of Data Burst Indication
An indication of End of Data Burst may be provided to the NG-RAN by the PSA UPF, e.g. to configure UE power management schemes like connected mode DRX.
Based on the End of Data Burst Marking Indication in a PCC rule and/or on local operator policies, SMF should request the PSA UPF to detect the last PDU of the data burst and mark the End of Data Bburst in the GTP-U header of the last PDU in downlink. The SMF may provide the PSA UPF the End of Data Burst Marking Indication and Protocol Description used by the service data flow. The Protocol Description may be received in the PCC rule, based on information provided by the AF or by PCF local policies as described in clause 5.37.5.1.
According to the request and information from the SMF, the UPF identifies the last PDU of a Data burst in the DL traffic using the DL Protocol Description and the received transport protocol headers as defined in TS 26.522 [179] or using implementation specific means and provides an End of Data Burst indication to the NG-RAN in GTP-U header of the last PDU of the Data burst.
For end-to-end encrypted traffic, the End of Data Burst Indication is received as media related information from the Application Server, see clause 5.37.9.
NOTE:	There can be some packets from the Data Burst received by NG-RAN after the PDU with End of Data Burst Indication if packets are received out of sequence.


* * * * Next change * * * *

[bookmark: _Toc209600762]5.37.9.2	Usage of Media oOver QUIC in order to Handle end-to-end encrypted XR and media flows
When a PSA UPF that supports MoQ relay functionality has been selected, encrypted Metadata associated with traffic can be transported between the UPF and the AS via Media over QUIC (MoQ), IETF draft-ietf-moq-transport [201].
A PSA UPF supporting the MoQ relay functionality can be selected by SMF with the consideration of the DNN and S-NSSAI provided by UE.
NOTE 1:	The application client in the UE uses MoQ Transport protocol and establishes a MoQ connection using the address of MoQ Relay between the application client and MoQ relay in UPF as defined in MoQ, IETF draft-ietf-moq-transport [201].
The SMF may get the address of MoQ Relay from the UPF during N4 session management procedure as defined in the clause 4.4.1 of TS 23.502 [3]: the SMF indicates the PSA UPF to provide MoQ relay address in N4 Session Establishment/Modification Request and the PSA UPF returns MoQ relay address in N4 Session Establishment/Modification Response.
NOTE 2:	The application client can obtain the MoQ relay address via application layer-based schemes.
In the case the EASDF based DNS procedure as described in clause 6.2.3.2.2 of TS 23.548 [130] is used, after SMF has received FQDN in DNS message report from EASDF, SMF determines the FQDN is for MoQ and gets the address of MoQ relay and then SMF provides DNS message handling rule with the address of MoQ relay to instruct EASDF to return the address of MoQ Relay in PSA UPF by setting the Forwarding Action as Respond directly to the DNS request according to TS 23.548 [130]. In this case a local PSA UPF supporting MoQ Relay maybe selected by SMF.
NOTE 3:	It is assumed an application client can send a DNS query to resolve FQDN.
NOTE 4:	The FQDN can be the FQDN for MoQ traffic and preconfigured in SMF or it can be the FQDN of the MoQ Relay and preconfigured in SMF and application client. It is assumed there is SLA between operator and application service provider for using MoQ relay functionality provided by operator.
NOTE 5:	In some other case, the application client can also obtain the MoQ relay FQDN or IP address from the MoQ application server via the query during the MoQ session establishment between the application client and the MoQ application server as in MoQ, IETF draft-ietf-moq-transport [201], which is out of the scope of 3GPP. The MoQ application server can get the MoQ relay FQDN or IP address via local configuration.
NOTE 6:	Different MoQ application servers can correspond to different MoQ relays that are deployed on the same PSA UPF.
The AF provided Protocol Description indicating Media over QUIC Transport, IETF draft-ietf-moq-transport [201] can be used in determining the PCC Rule by the PCF as defined in clause 6.1.3.27.4 of TS 23.503 [45]. Based on the PCC rule, the SMF instructs the PSA UPF to perform PDU Set Information identification. Upon receiving the MoQ SUBSCRIBE message from UE application client, the MoQ relay can establish n upstream MoQ subscription to the MoQ application server if there is no existing subscription yet.
For the downlink service data flow using MoQ Transport, the PSA UPF can identify the PDU Set Information from the MoQ Metadata as defined in clause 7 of MoQ, IETF draft-ietf-moq-transport [201] that is extracted by the MoQ relay and provide the available PDU Set Information to the RAN in the GTP-U header.
NOTE 7:	The mappings between the MoQ Metadata and the PDU Set Information can be based on local configuration, or operator-determined implementations.


* * * * End of changes * * * *

