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Observation #1:

	
	5GC NF
	UP info (FQDN / IP address) transfer
	Data transfer request from UMTES to CN
	data transfer configuration information (CN to UE)
	Assistance information for data collection configuration generation in RAN (CN to gNB)
	UE’s control right on data transferring
	5GC Controllability 
	Visibility
	Traffic differentiation 
	UE selection
	Others 

	CATT
	NWDAF
	5GC NF send to UE via AMF

To trigger PDU session establishment 
	
	5GC NF send to UE via UP (e.g. data type, model type, data transfer time window/frequency/area)


	May be the same content as data transfer configuration information, but to gNB for data collection configuration generation
	UE can send a reques to trigger, modify, terminate UE data transfer
UE can reject
	5GC NF initiates and terminates the data session(s) based on the request(s) from the AF or UE.
	5GC NF checks whether match (e.g. data types and formats)
	NO QoS flow level.
	needs further discussion in SA2.
	

	Google
	DCF (co-located)
	DCF to UE during PDU session establishment procedure


	AF sends the data transfer request to 5GC with an ID defined in RAN WGs and the required QoS for UP data transfer.
	
	
	UE and DCF negotiate data transfer (e.g., accept / reject / cancel / suspend / resume / schedule)
	5GC NF and UE, bidirectional 

to start, terminate, suspend, resume
	5G NF can obtains full visibility

e.g. user consent 
	SMF configures a DCF and a UPF to detect and forward data to the DCF in N4 rules.
	AS select and transfer via AF.
	UE capability negotiation 

local AI/ML air interface Operation Consent

consent check with purpose for AI/ML data storage 

	Transsion
	
	
	
	
	
	
	
	
	
	
	store the collected UE data in CN

	Nokia
	DCF (co-located)
	DCF to UE via AMF and gNB
	UEMTS request for a area, and TAC, 

UEMTS sends “configuration for data collection” to gNB 
	
	DCF transfers configuration for data collection, area and TACs of UE from UMTES to gNB via AMF
	
	
	
	
	Based on Area, TAC,

Selected by gNB
	

	Lenovo
	DCF (co-located)
	Self-constructing an FQDN only
	standardised data requested by a UE-side server.
	DCF sends configuration information indicating the standardised data to transfer to UE via UP
	
	UE may reject
	DCF indicates the selected UE the requirement
	supported by DCF
	PDU session level, or Packet level
	Type of UE (in PEI), indicated by AF,

DCF selects UE
	

	LG E
	DCF (co-located)
	DCF to UE via AMF, or 

URSP 
	
	Configuration and trigger for UE data collection is related to RAN
	UE-side server via the CN may provide some information that is used by the RAN to create the list of candidate data configuration options
	UE is allowed to negotiate with the 5GC
	DCF controls UE data transfer via UP


	
	per PDU Session level,
	
	

	QC
	DCF (co-located)
	DCF to UE via NAS or 

self-construct
	AF to DCF or UE (via APP layer)

requested feature ID, time, area 


	DCF to UE via UP or CP

requested feature ID, time, area 


	DCF may transfer data transfer assistance info to gNB for data collection configuration
	UE may reject


	
	
	PDU session level, or Packet level
	Candidate UE list from AF, UE in connected mode, User consent,

Selected by DCF
	

	DCM
	New 5GC NF (co-located)
	DCF to UE via NAS or 

self-construct
	
	5GC NF sends data transfer command 


	5GC NF provides information used by RAN
	
	5GC NF controls What data to be transferred

Start / stop data transfer
	supported by DCF
	PDU session level, or Packet level
	based on the UE radio capabilities and user consent
	

	Ericsson
	
	5GC NF to UE via AMF 
	Event ID defined by RAN from AF to 5GC NF


	5GC NF send event ID to UE via AMF,


	To RAN via AMF with event ID and indication that UE measurements for UE model is authorized for this NGAP ID
	
	
	supported by 5GC NF
with event ID and corresponding standardized data
	
	In core, based on list from UMTES and user consent
	

	HW
	
	
	
	
	
	
	
	
	SDF Template to differentiate a specific traffic
	
	5GC NF only exposes data with the standardized format or content.

	MTK
	New 5GC NF (co-located)
	DCF to UE via NAS or 

self-construct
	From UMTES include requested standardized data types, and authentication info
	
	
	
	
	authentication information
	PDU session level, or Packet level
	
	

	InterDigital
	DCF (co-located)
	DCF to UE via NAS or 

self-construct
	
	information about event for UE data collection, data type and format for the requested data collection
	
	UE may reject
	
	DCF may perform data verification by comparing the data
	PDU session level, or Packet level
	request from AF and UE’s registered capability

selected by DCF
	UE may anonymize



	SS
	logical function, DCF, (co-located)
	From CN or UE via NAS or self-construct
	
	controls data transfer over UP
	
	UE may reject

	trigger and terminate data transfer
trigger UP connection
	the first termination NF match 
	PDU session level, or Packet level
	
	Protocol aspects
More study will be considered according to RAN’s process.

	OPPO
	5GC NF, may collocated with DCCF
	DCF to UE via NAS or 

self-construct based on URSP
	Event ID defined by RAN from AF to 5GC NF


	data transfer configuration (e.g., the requested event ID, the reporting period, time window, etc.) from 5GC NF to UE
	
	The UE is allowed to negotiate with the 5GC NF 
	
	
	PDU session level, or Packet level
	Selected by 5GC NF, based on AF’s request and user consent


	User consent include UE data collection and UE data transfer.

	Vivo
	Existing 5GC NF 
	DCF to UE via NAS or 

self-construct
	
	5GC NF sends specific requirements (e.g. data type, reporting time, area, data format and etc.) to the UE via CP or UP
	
	The UE is allowed to negotiate with the 5GC NF
	
	the first termination NF match
	PDU session level,
	
	

	ETRI
	New, DCF
	DCF to UE via NAS or URSP 
	
	DCF to UE via UP or NAS
	
	
	
	
	
	
	

	Apple
	
	
	
	
	
	
	
	
	
	by the AF in collaboration with 5GC, invoking NEF service (Nnef_MemberUESelectionAssistance)
	user consent is enhanced for each RAN 

URSP rule creation

5GC NF may perform further processing (e.g., data aggregation, data anonymisation).


Way forward

Way forward #1:
	
	A:

5GC NF
	B:

UP info (FQDN / IP address) transfer
	C:

Data transfer request from UMTES to CN
	D:

Data transfer configuration information (CN to UE)
	E:

Assistance information for data collection configuration generation in RAN (CN to gNB)
	F:

UE’s control right on data transferring
	G:

5GC Controllability 
	H:

Visibility
	I:

Traffic differentiation 
	J:

UE selection

	Way forward
	Leave it to normative work
	5GC NF could sends its UP info to UE via NAS or UE can self-construct it
	The UMTES could sends Event ID(s)/data type(s) (which will be defined by RAN) to 5GC NF.

And others parameters may also be needed (e.g. area, time)
	5GC NF sends data transfer requirements (e.g. event ID, reporting time, area, etc.) to the UE via UP


	5GC NF also sends assistance info used by RAN
	UE is allowed to negotiate with the 5GC NF (e.g., accept / reject / cancel data transfer request).
	5GC NF could trigger and terminate the data transfer. 
	5GC NF may perform data verification by comparing the received data and event ID/data type. 
	The traffic differentiation could be PDU session level, or Packet level
	The 5GC NF could select UE based on AF’s request and user consent.

(TBD) The NG-RAN can further select the to provide data collection configuration. 


Observation #2: (Nokia, QC, DCM, interdigital, OPPO, vivo, ETRI) 7 papers are proposed that the 5GC NF can be discovered based on NF discovery procedure from NRF or local configuration, and no other view.
Way forward #2: The 5GC NF discovery is based on NF discovery procedure from NRF or local configuration.
Observation #3: (google, LGE, QC, DCM, E///, MTK, interdigital, SS, OPPO, vivo, apple.) 11 papers are proposed that the 5GC NF should perform User consent check, and no other view. 
Way forward #3: The 5GC NF perform User consent check. 
