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[bookmark: _Hlk91784932]Work Item / Release:	FS_AIML_CN_Ph2 / Rel-20
[bookmark: _Hlk205905866][bookmark: _Hlk205904049]Abstract of the contribution: This contribution proposes to update interim agreement for KI#1: Transfer of data over UP for UE data collection.
[bookmark: _Hlk513714389]1	Discussion
Some interim principles are proposed for KI#1: Transfer of data over UP for UE data collection.
2. Proposal
It is proposed to add the following changes to TR 23.700-04.

Start of Change 
[bookmark: _Toc197067452][bookmark: _Toc199429143][bookmark: _Toc199429545][bookmark: _Toc199429819][bookmark: _Toc207704296][bookmark: _Toc209414042][bookmark: _Toc199428968][bookmark: _Toc199429370][bookmark: _Toc199429644][bookmark: _Toc207704075][bookmark: _Toc209413816][bookmark: _Toc195777611]7.1.1	Agreed Principles for KI#1
Editor's note:	This clause will include the principles that are agreed as work progresses for the specific KI#1. This may be populated directly or e.g. also when a topic in clause 7.2.1 gets resolved and a principle is agreed.
The interim agreements on principles for KI#1 are as follows:
1. UP path termination entity
-	An 5GC NF is defined as the UP path termination entity to support the transfer of standardized data over UP for UE data. The UP path termination entity will further transfer the received data to the UMTES
Editor’s NOTE: 	Which 5GC NF will be defined as the UP path termination entity is FFS. SA2 will make the decision before the normative work if it is required.
NOTE 1: The UMTES is the AF/OTT server for UE-side model training.
2. Discovery of UP path termination entity
-	The UP path termination entity is discovered from NRF or local configuration, by the UMTES (if trusted) or the NEF (on behalf of the UMTES is untrusted).
NOTE 2: The UMTES is the server for data collection for UE-side model training/OTT server, which is an AF in SA2 perspective. 
3. UP path establishment
-	A UP path is used between the UE and thea 5GC NF, for transferring standardized collected data from the UE using PDU connectivity service provided by a PDU session, with the following optional mechanisms:.
 -	The UP path termination entity sends the UP information for data reporting (i.e. IP address or FQDN of the UP path termination entity) to the UE via NAS signalling, which is used by the UE to establish the UP path.
-	The FQDN / IP address of the UP path termination entity is generated by UE based on the local configuration for UP path establishment. The UE and the UMTES may coordinate the IP address of the UE path termination entity based on implementation.
4. Data transfer procedure
[bookmark: OLE_LINK14]- 	UMTES sends the data transfer trigger info to UP path termination entity, with requested data, reporting time, reporting area. Optionally the UMTES can also provide candidate UE list for data transfer.
- 	The UP path termination entity select UE(s) for data transfer based on the candidate UE list from the UMTES or based on the reporting area.
-	The UP path termination entity sends the Data Transfer Request with specific requirements (e.g. requested data, reporting time, reporting area and etc.) to the UE via UP signalling or NAS signalling, according to the data transfer trigger info.
-	When the UP path termination entity sends Data Transfer Request to the UE via NAS signalling, (Optional) The UP path termination entity sends information (e.g. requested data) to gNB via AMF, which may assist the gNB to generate data collection configuration to UE. 
Editor’s Note: whether the gNB can select UE further is FFS.
-	The UE reports the collected data to the UP path termination entity via the established UP path, based on the requirements received in the Data Transfer Request from the UP path termination entity.
NOTE 4: The requested data for UE sided model training will be defined in RAN WGs.
NOTE 5: The mechanism how UE collects data depend on RAN’s decision. 
5.	Traffic Differentiation
-	Dedicated S-NSSAI/DNN is used to differentiate the traffic of collected UE data from the UE regular traffic per PDU Session level. 
-	The UE establishes a new PDU Session, or modifies an existing PDU Session which has been established for UE data transfer, to transfer the standardized UE data, based on URSP rules.
-	Or, the existing packet filter set (e.g., IP address / IPv6 prefix or port number of the DCF) is used in the QoS rule and the PDR to identify the packet flow used for UE data transfer.
6.	Controllability
-	The UP path termination entity is allowed to start /stop / modify data transfer procedure based on data transfer trigger info from UMTES.
-	The UE is allowed to accept / reject transfer request from the UP path termination entity. The UE could cancel data transferring based on internal determination.






7.	Visibility
-	The UP path termination entity may check the reported UE data by comparing them with the specific requirements, which requirements will be used by UP path termination entity for data check will be determined by RAN.
-	The UP path termination entity exposes the received UE data to the data consumer with the authorization of NEF.
8.	User consent
-	The UP path termination entity performs the user consent check from UDM by reusing the existing user consent mechanism.


Next Change 
[bookmark: _Toc197067454][bookmark: _Toc199429145][bookmark: _Toc199429547][bookmark: _Toc199429821][bookmark: _Toc207704302][bookmark: _Toc209414048]7.2.1	Topics for further consideration for KI#1
Editor's note:	This clause will include the topics for further consideration as work progresses for the specific KI#1. Eventually this clause should only contain topics for further consideration that did not result in agreements (i.e. in agreed principle(s) in a clause 7.1.1) and can either be then marked as not pursued or postponed to a future Release.
The following topics/principles are for further consideration:
-	How the 5GC NF controls UE data transfer.
-	Whether and how the UE controls UE data transfer.
-	Whether an existing 5GC NF or a new 5GC NF is used for controlling UE data transfer.
-	How the configuration information for UE data transfer is sent to the UE.
-	How the 5GC NF sends its UP information (i.e. IP address or FQDN of the 5GC NF), for standardized UE data transfer from the UE to the 5GC NF.
-	How the 5GC NF checks the reported UE data to support the full visibility of standardized UE data contents.
-	Whether and how to select UEs for UE data collection.
-	Whether or not to support differentiating the traffic of collected UE data from the UE regular traffic at QoS flow level (e.g. using the FQDN or address of the 5GC NF as traffic filter).
-	Whether the UE needs to be authorized for UE data collection.
-	Whether and how to align the UE data measurement with the requirement of UE data transfer provided by the 5GC NF.
End of Changes
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