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Pen-holder summary
Initial registration:
1. Device support initial registration: Huawei (1009), CMCC (0137), OPPO (0162), Lenovo+China Telecom (0688), ZTE (0697), LGE (0801), CATT (0830), Tejas NW (0948), Sony (0901)
2. “follow-up message indication” provided during initial registration: OPPO (0162), Lenovo+China Telecom (0688), CATT (0830)
3. “Data size” provided during initial registration and AIOTF determine the size of AIoT NAS data: CATT (0830)
4. Device includes “Request Device Originated Only (DOO) mode”: Sony (0901), Huawei (1012)
5. The network rejects the registration when there is no AF subscription for DO-A data of the AIoT Device: LGE (0801)
6. AIOTF stores the device context locally: LGE (0801)
7. “AIOTF routing information is either an AIOTF ID or a short form of AIoT temporary ID information”: CATT (0830)
8. “AIOTF allocates AIoT Device NGAP ID for the AIoT Device if follow on indication is provided”: CATT (0830)
Mobility registration:
1. Device support mobility registration: Huawei (1009), CMCC (0137), OPPO (0162), Lenovo+China Telecom (0688), ZTE (0697), CATT (0830), LGE (0801), HONOR (0710)
2. Principles of the feature:
a) AIOTF allocates the RA to the Device
b) Device 
c) Assume that RAN broadcasts area information
Periodic registration:



1. Discussion
SA2#172 has agreed interim conclusion on DO-A capable AIoT Device registration.
Several editor’s notes remain in clause 7.1.2.1, and this contribution proposes solution to resolve them.
	[bookmark: _Hlk217309194]Editor’s note:	It will be revisited whether or not to support initial registration in SA2#173.


Initial registration is essential for network to manage the DO-A capable AIoT Devices, e.g., authenticate and authorize the AIoT Device, which is the pre-condition for the AIoT Device to initiate autonomous data transmission (i.e. DO-A service).
In addition, Release 20 will support outdoor use cases for DO-DTT and DT AIoT traffic, that means the network needs to know a certain area to page the AIoT Device, instead of paging in the whole PLMN. The “area for paging” can be similar to UE’s registration area, and is allocated to the UE during the registration procedure.
Proposal 1: remove the editor’ note “It will be revisited whether or not to support initial registration in SA2#173.”. 
	Editor’s note:	whether and how to support mobility registration is FFS.


One of the important Rel-20 Ambient IoT use cases is AIoT Device tracking in a wide-area e.g., logistics service. For example, use case of recycle logistics described in RP-250522, AIoT Device (attached on the crate) reports its presence to the network when it moves outside of network provisioned area e.g., an AIoT Registration Area.
Another justification to support mobility registration is to allow network to page the AIoT Device in a certain area (e.g., registration area) but not the whole PLMN.
Proposal 2: mobility registration is supported by DO-A capable AIoT Device.
Solution principles to support mobility registration by DO-A capable AIoT Device is similar to “UE mobility registration” feature specified in 5G system, and proposals are as below:
· AIOTF allocates an AIoT registration area to the AIoT Device during the registration procedure.
· After receiving the AIoT Registration Area, the AIoT Device initiates the mobility registration procedure towards the AIOTF when the condition is met. For example, AIoT Device determines the area information broadcast by AIoT RAN does not match the area information in the AIoT Registration Area.
· [bookmark: _Hlk220693310]When receiving the mobility registration request from the AIoT Device, the AIOTF may notify to the AF if it has subscribed the AIoT Device mobility event notification.
· It is assumed RAN WG supports to broadcast area information on the AIoT radio interface.
An AIoT registration area is composed of TAI List, same as that defined in clause 5.3.2.3, TS 23.501. Rel-20 area information in RAN scope (e.g., AIoT area) may span multiple Readers (and NG-RAN nodes) and a Reader may belong to multiple AIoT Areas. The granularity of the AIoT Areas and Readers can mean that the AIoT Device has to be provided with and store a large amount of information, or would have to perform Mobility Registration Updates frequently when the AIoT Device moves relatively small distances. While in some cases knowledge that the AIoT Device has moved a small distance is desirable, it is not a universal desire, and may cause significant overhead to AIoT Devices and networks.
Therefore, to enable the flexible mobility management requirement for AIoT use cases, an AIoT Registration Area provided to the AIoT Device can be either:
-	A Reader list, tracking area code (TAC), or an AIoT Area List. The AIoT Device performs Mobility Registration Update if it moves outside of the list, TAC or AIoT Area List.
-	Be hierarchical and be the first part of a TAC or a partial TAC. The AIoT Device performs Mobility Registration Update if the supplied part of the TAC no longer matches the TAC where the AIoT Device is.
NOTE 1:	the hierarchical TAC can be formulated, for example, “large area information (e.g., city)” and “small area information (e.g., one district within the city)”.
NOTE 2:	The hierarchical TAC option has no impact on the NG-RAN.
Proposal 3: Solution principles to support mobility registration by DO-A capable AIoT Device is similar to “UE mobility registration” feature. AIoT Registration Area can be hierarchical and be the first part of a TAC or a partial TAC.
	Editor’s note:	whether and how to support periodic registration is FFS.


From SA2 point of view, periodic registration can be supported by the AIoT Device if the AIoT Device is capable of implementing timer.
Maintenance of the periodic registration timer enables the AIoT Device and the AIOTF keep the AIoT Device for exchanging AIoT NAS signalling. In case that the AIoT Device cannot support periodic registration timer, there is a risk that the AIOTF may remove the AIoT Device context if the network side periodic registration timer expires. It will lead to the issue that “registration state” is un-synchronized on the AIoT Device side and the network side. For example, when the AIoT Device sends the DO-A data to the AIOTF, the AIOTF cannot locate the AIoT Device context because it has been removed.
Proposal 4: periodic registration is supported by DO-A capable AIoT Device.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-30.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc215064160][bookmark: _Toc214606569]7.1.2	Agreed Principles for KI#2
[bookmark: _Toc215064161]7.1.2.1	DO-A capable Device Registration for topology 1
NOTE 1:	Coordination with RAN on support DO-A capable Device Registration will be in the normative work
General
A.	The registration procedure is used by the DO-A capable AIoT Device to inform the network of its presence and get authenticated/authorized by the network. After successful registration, the AIoT Device and the network establish a context which is used, for example, in the subsequent DO-A data transfer.
B.	The AIoT Device determines to perform the registration based on the triggers, including power on, moves out of the registration area, periodic registration timer expires.
NOTE 2:	Details for support registration related to triggers for (device) moves out of the registration area, periodic registration timer (on the device) expires, will be discussed in the normative phase, based on the RAN progress.
Principles of registration procedures
[bookmark: _Hlk221552101]A.	Initial registration is supported and used by the DO-A capable AIoT Device to inform the network of its presence and get authenticated/authorized by the network. After successful registration, the AIoT Device and the network establish a context which is used, for example, in the subsequent DO-A data transfer.	Comment by Huawei: Moved to above, re-structure the conclusion
Editor’s note:	It will be revisited whether or not to support initial registration in SA2#173.
B.	The AIoT Device determines to perform the initial registration based on its implementation e.g. power on.
C.	Following information is sent by the AIoT Device in the registration procedurefor initial registration:
1.	An AIoT Device identifier, it is:
-	if available, the AIoT temporary ID information;
-	otherwise, a form of the permanent AIoT Device identifier.
2.	AIoT NAS Registration Request message.
3.	AIOTF routing information in AS, if available.
4.	Follow-up message indication	Comment by Huawei: Multi-company proposal
NOTE 1:	Whether the AIoT Device identifier and AIOTF routing information are combined or are separate will be coordinated with SA WG3.
NOTE 2:	The form of the permanent AIoT Device identifier will be coordinated with SA WG3.
D.	NG-RAN selects an AIOTF based on the AIOTF routing information, if provided by the AIoT Device, or local configuration.
E.	NG-RAN sends at least the NAS registration request message from the AIoT Device to the selected AIOTF. If Indirect Connectivity is used between NG-RAN and the AIOTF, NG-RAN sends the selected AIOTF ID to AMF which can then route the information to the selected AIOTF.
F.	If the initial registration request from the AIoT Device is accepted, the serving AIOTF may allocate an updated AIoT temporary ID information. The AIOTF sends an AIoT NAS Registration Accept to the AIoT Device, including the updated AIoT temporary ID information and AIOTF routing information.
	The AIoT Device acknowledges the AIOTF by sending a Registration Complete message.
G.	The AIOTF considers the AIoT Device as registered when it has an AIoT Device context for the AIoT Device. The AIOTF stores its AIOTF ID in the AIoT Device profile data in the ADM as serving AIOTF for the AIoT Device.
H.	The ADM informs the old AIOTF (if available) that it is no longer the serving AIOTF for the AIoT Device, and the old AIOTF removes the AIoT Device context locally.
Mobility registration
Editor's note:	whether and how to support mobility registration is FFS.

· 
· 
· 




Periodic registration
Editor's note:	whether and how to support periodic registration is FFS.

· 
· 
* * * * Second change (all new texts) * * * *
8.2	Conclusions for KI#2
8.2.1	DO-A capable Device Registration for topology 1
The texts will be added during SA2#173, based on agreed texts of clause 7.1.2.1.
* * * * End of changes * * * *
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