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* * * * First Change * * * *
[bookmark: _Toc188883445][bookmark: _Toc191462347][bookmark: _Toc195709861][bookmark: _Toc216875836][bookmark: _Toc66692713][bookmark: _Toc66701892][bookmark: _Toc69883566][bookmark: _Toc73625579][bookmark: _Toc83206688]3.1	Terms
For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
AIoT Area: An area in which NG-RAN can perform Ambient IoT operations, see TS 38.300 [5], represented by an AIoT Area identifier. There can be multiple NG-RAN nodes and multiple RAN Readers in a single AIoT Area. NG-RAN nodes and RAN Readers can be part of multiple AIoT Areas.

AIoT Device: An Ambient IoT device is an IoT device powered by energy harvesting, with limited energy storage capability.
[bookmark: _CR3_2]AIoT Area: An area in which NG-RAN can perform Ambient IoT operations, see TS 38.300 [5], represented by an AIoT Area identifier. There can be multiple NG-RAN nodes and multiple RAN Readers in a single AIoT Area. NG-RAN nodes and RAN Readers can be part of multiple AIoT Areas.
External Area Identifier: An identifier for an AIoT service area used by the AF when requesting AIoT Service Operations.
External Target Area: An area used between the NEF and AF in AIoT service operations, identified by a pre-configured External Area Identifier or geographic location (e.g. a civic address or GAD shapes, see TS 23.032 [12]).
Target Area: An area in which a service operation request towards an AIOTF is intended to operate, identified by a list of AIoT Areas.
* * * * Next Change * * * *
[bookmark: _Toc188883453][bookmark: _Toc191462355][bookmark: _Toc195709869][bookmark: _Toc216875844]4.2.2.2	Direct Cconnectivity between AIOTF and NG-RAN
In the Direct Connectivity architecture, the AIOTF uses AIOT2 to communicate directly with NG-RAN.
Figure 4.2.2.2-1 depicts the AIoT architecture, using the service-based interfaces, showing only the parts of the AIoT architecture for an AIOTF connecting to NG-RAN directly. The remaining parts of the AIoT architecture shown in Figure 4.2.2.1-1 remain unchanged.


[bookmark: _CRFigure4_2_2_21]Figure 4.2.2.2-1: NG- RAN - AIOTF Direct Cconnectivity Architecture
Figure 4.2.2.2-2 depicts the AIoT architecture, using the reference point representation, showing only the parts of the AIoT architecture for an AIOTF access NG-RAN. The remaining parts of the AIoT architecture shown in Figure 4.2.2.1-2 remain unchanged.


[bookmark: _CRFigure4_2_2_22]Figure 4.2.2.2-2: NG-RAN - AIOTF Direct Cconnectivity Architecture in reference point representation
* * * * Next Change * * * *
[bookmark: _CR4_2_2_3][bookmark: _Toc188883454][bookmark: _Toc191462356][bookmark: _Toc195709870][bookmark: _Toc216875845]4.2.2.3	Indirect Cconnectivity between AIOTF and NG-RAN via an AMF
Figure 4.2.2.3-1 depicts the AIoT architecture, using the service-based interfaces showing only the parts of the AIoT architecture for an AIOTF connects indirectly to NG-RAN via an AMF. The remaining parts of the AIoT Architecture shown in Figure 4.2.2.1-1 remain unchanged.


[bookmark: _CRFigure4_2_2_31]Figure 4.2.2.3-1: NG-RAN - AIOTF Indirect Cconnectivity Architecture
Figure 4.2.2.3-2 depicts the AIoT architecture, using the reference point representation showing only the parts of the AIoT architecture for an AIOTF connects to NG-RAN via an AMF. The remaining parts of the AIoT architecture shown in Figure 4.2.2.1-2 remain unchanged.


[bookmark: _CRFigure4_2_2_32]Figure 4.2.2.3-2: NG-RAN - AIOTF Indirect Cconnectivity Architecture in reference point representation

* * * * Next Change * * * *
[bookmark: _Toc216875850]4.5.2	NG-RAN
The NG-RAN in this specification refers to the gNB which supports AIoT related functionalities as specified in clause 4.2.1.
The NG-RAN supports the following functions:
-	The NG-RAN communicates with the AIOTF either via a direct connectivity or indirectly connectivity.
-	The NG-RAN serves one or more AIoT readers.
-	The NG-RAN supports the inventory and command procedures. 
-	The NG-RAN supports the functionalities defined in TS 38.300 [5]. 
-	The NG-RAN and AIoT readers may aggregate data collected from multiple AIoT devices Devices in accordance with the assistance information as specified in clause 5.9.
* * * * Next Change * * * *
[bookmark: _Toc188883460][bookmark: _Toc191462362][bookmark: _Toc195709876][bookmark: _Toc216875851]4.5.3	AIOTF
The AIOTF supports the following functions:
-	Termination of AIoT NAS protocol with AIoT Device.
-	Connectivity with an NG-RAN via a direct interface reference point or via an AMF.
-	Support of AIoT service operations towards the AIoT Devices(s):
-	Providing an interface to the AF (or via NEF) for AIoT services and authorizing the trusted AF's AIoT service operation request.
-	Triggering the NG-RAN to perform AIoT service operations towards the AIoT Device(s), and optionally determining and providing assistance information to the NG-RAN .
-	Report the service operation results to AF (or via NEF) based on the local configuration or the AF request.
-	NG-RAN selection and optionally a list of RAN Reader selection for AIoT service operations.
-	AMF selection based on target area information when AIOTF connects the NG-RAN indirectly via an AMF.
-	Correlation ID allocation corresponding to the AF service operation request.
-	Retrieving AIoT dDevice profile data from ADM.
-	Retrieving AF subscription data from ADM.
-	Optionally AIoT Device context management.
-	Perform aggregation of the AIoT service responses, determine and provide assistant for the AIoT aggregation in NG-RAN.
NOTE:	Authentication of AIoT Devices related to AIOTF is defined in TS 33.369 [9].

* * * * Next Change * * * *
[bookmark: _Toc188883463][bookmark: _Toc191462365][bookmark: _Toc195709879][bookmark: _Toc216875854]4.5.6	NRF
In addition to the functions defined in TS 23.501 [3], the NRF performs the following functions:
-	Support of new NF type AIOTF and its corresponding NF profile. The NF profile includes the AIOTF ID, FQDN or IP address, NF type and the serving area information of the AIOTF.
NOTE:	The serving area information of the AIOTF is constructed by the sum of the supported AIoT serving area of the NG-RAN nodes that are directly or indirectly connected to the AIOTF.
-	Support of AIOTF discovery based on parameters Target Area information.
-	Support of new NF type ADM and its corresponding NF profile. The NF profile includes the ADM ID, FQDN or IP address, NF type, the supported domain information of AIoT device Device Ppermanent IdentifierDs, the supported AIoT device Device Ppermanent IdentifierD ranges, and optionally the supported AF IDs.
-	Support of ADM discovery based on parameters as specified in clause 5.3.2.
The AIOTF and, the ADM register or update its NF profile to NRF by means of the method as defined in clause 4.17.2 of TS 23.502 [4].

* * * * Next Change * * * *
[bookmark: _Toc191462367][bookmark: _Toc195709881][bookmark: _Toc216875856]4.5.8	UDR
In addition to the functions defined in TS 23.501 [3], the UDR may support the following functions:
-	Storage of Ambient IoT data, including:
-	AIoT device Device profile data.
[bookmark: _CR4_5_9]-	AF authorization data.

* * * * Next Change * * * *
[bookmark: _Toc216875857]4.5.9	ADM
The ADM supports the following functions:
-	Management of AIoT dDevice profile data.
-	Management of AIoT device Device security data including device credentials as defined in clause 4.2.3 of TS 33.369 [9].
-	Management of AF authorization data.
[bookmark: _CR4_6]The AIoT device Device profile data and AF authorization data used by the ADM may be stored in the UDR.

* * * * Next Change * * * *
[bookmark: _Toc188883472][bookmark: _Toc191462376][bookmark: _Toc195709890][bookmark: _Toc201240491]5.1	General
Clause 5 specifies the high-level functionality and features to support Ambient IoT in the 5G system.

* * * * Next Change * * * *
[bookmark: _Toc188883473][bookmark: _Toc191462377][bookmark: _Toc195709891][bookmark: _Toc201240492]5.2	AIoT Services
[bookmark: _Toc191462378][bookmark: _Toc195709892][bookmark: _Toc201240493]5.2.0	General
The following AIoT Services are supported:
-	Inventory service;
-	Command service.

* * * * Next Change * * * *
[bookmark: _Toc209591611]5.2.1	AIoT Inventory service
AIoT Inventory service is used to discover the AIoT devicesDevices, i.e. to obtain the AIoT device identifiers.

* * * * Next Change * * * *
[bookmark: _Toc195709896][bookmark: _Toc216875874][bookmark: _Toc58920605][bookmark: _Toc178074858]5.3.2	ADM Discovery and Selection
The ADM discovery and selection function is supported by the AIOTF to select an ADM instance to retrieve the device profile data or update the last known AIOTF for the AIoT Ddevice. The AIOTF may also discover and select an ADM to retrieve AF authorization data. Similarly, the NEF uses the ADM discovery and selection function to select an ADM to obtain the last known AIOTF for the AIoT Ddevice.
When the ADM discovery is performed, the AIOTF or the NEF utilizes the NRF to discover the ADM instance(s) unless the ADM information is available by other means, e.g., locally configured. The AIOTF or the NEF selects an ADM instance based on the available ADM instances (obtained from the NRF or locally configured).
The following factors may be considered for the ADM discovery and selection for AIoT Ddevice profile retrieval or update:
-	The domain information or the AIoT Ddevice Ppermanent IdentifierD.
NOTE 1:	Based on local configuration, the AIOTF or the NEF can determine whether to use the domain information or the AIoT Ddevice Ppermanent IdentifierD.
NOTE 2:	In case the domain information is empty, the AIOTF or the NEF uses AIoT Ddevice Ppermanent IdentifierD for ADM discovery and selection.
The following factors may be considered for the ADM discovery and selection for AF authorization data retrieval:
-	The AF ID.

* * * * Next Change * * * *
[bookmark: _Toc188883475][bookmark: _Toc191462381][bookmark: _Toc195709899][bookmark: _Toc216875877]5.4	Assistance information provided to NG-RAN node
The AIOTF provides the following assistance information to the NG-RAN together with the service operation requests.
For Inventory or Command service operation, following Inventory Assistance Information is included in the Inventory Request from AIOTF to NG-RAN:
a)	Optionally, approximate number of AIoT Ddevices based on AF request.
b)	Size of the Inventory ResponseNAS Inventory Report message from the AIoT Device.
c)	Optionally, time interval for AIoT Device response aggregation used by the NG-RAN as specified in clause 5.9.
For Command service operation, following Command Assistance Information is included in the Command Request from AIOTF to NG-RAN:
d)	Size of the Command Response message from the AIoT Device.
Bullet b) is determined by AIOTF based on the length of device specific authentication information as specified in TS 33.369 [9] and if AIoT Device ID Permanent ID is included, its length is considered.
If not provided by the AF, bullet c) in the above assistance information provided by the AIOTF may be based on local configuration based on SLA between the AIoT service provider represented by an AF and the operator.
The assistance information is used by the NG-RAN for performing service operations, e.g. radio resource allocation by using bullets a), b) and d), AIoT Device responses aggregation by using bullet c).

* * * * Next Change * * * *
[bookmark: _Toc188883476][bookmark: _Toc191462382][bookmark: _Toc195709900][bookmark: _Toc216875878]5.5	AIoT Device Profile Management
The ADM may hold AIoT Device Profile Data for the AIoT Device used in the network. If the AIoT Device is managed by the network, then the profile data for an AIoT Device is managed in the ADM, otherwise the corresponding profile data is stored external to the network.
The AIoT Device Permanent IdentifierD is used by the AIOTF together with local configuration, 3rd party related context to locate the entity which stores the profile data of an AIoT Device.
In case the AIoT Device is managed by the network, the AIOTF checks whether the AIoT Device Permanent IdentifierD from AIoT Device has the profile data in the network and retrieves the profile data. The profile data for AIoT Device is different from the UE subscription data as defined in clause 5.2.3 of TS 23.502 [4], it is stored in the ADM network entity that exclusively supports management of AIoT Device’s profile data. The AIoT Device Permanent IdentifierD is the primary key for AIoT Device profile data in the ADM.
Optionally, the ADM stores AIoT Device Temporary Identifier(s) as described in TS 33.369 [9].
The table 5.5-1 below describes information storage structures for AIoT Ddevice profile data.
[bookmark: _CRTable5_51]Table 5.5-1: AIoT Device Profile Data
	Field
	Description

	AIoT Device Permanent IdentifierD
	Uniquely identifies the AIoT Device.

	Last known AIOTF information
	Indicate the last known AIOTF that serves the AIoT Ddevice, or unknown

	AIoT Device Temporary Identifier(s)
	Temporary IDIdentifier(s) may be stored as described in TS 33.369 [9].



NOTE:	In addition to the AIoT Ddevice profile data, the ADM also manages AIoT Ddevice security data including device credentials as specified in TS 33.369 [9].
[bookmark: _Toc188883477][bookmark: _Toc191462383][bookmark: _Toc195709901][bookmark: _Toc216875879]* * * * Next Change * * * *
5.6	AF authorization for the AIoT Services
The information needed to support the authorization of the AF for performing the AIoT service is stored as the authorization data for 3rd party AF in the ADM, or locally configured in the AIOTF.
Table 5.6-1 below describes items stored as AF authorization data for the AIoT.
[bookmark: _CRTable5_61]Table 5.6-1: AF Authorization Data for AIoT
	AF Authorization Data
	Description

	AF ID
	Identifier used to identify the AF.

	Allowed area
	Indicate the allowed area for the indicated AF to perform the AIoT services operations.

	Allowed service operations
	Indicate the allowed service operation (s) for the indicated AF, e.g. inventory, read, write, permanent disable.

	Allowed target AIoT Devices
	Indicate the allowed AIoT Device(s) for the indicated AF. 
The information indicating the allowed target AIoT Devices is a list of the permanent AIoT Device ID (see clause 5.7) or the filtering information (see clause 5.8).



The authorization of the AF for the AIoT includes two parts:
-	NEF performs AIoT AF request authorization based on the service level agreement (SLA) between the 3rd party AF and the 5GS of the mobile network operator, the operator policy and local configuration as in TS 33.501 [8].
-	AIOTF may perform authorization of AIoT service requested by the AF, using the AF authorization data retrieved from n the ADM or configured locally as described in above Table 5.6-1. When ADM is used, the AIOTF also subscribes to changes of AF authorization data in the ADM for synchronization.

* * * * Next Change * * * *

[bookmark: _Toc216875884]5.7.4	AIoT Device Temporary Identifier
A Device Temporary IDdentifier may be used as AIoT Identification Information in Inventory procedure if privacy protection is used. The details of how Device Temporary IDdentifier is generated, managed and used are specified in TS 33.369 [9].

* * * * Next Change * * * *
[bookmark: _Toc216875889]5.11	AIoT Device Context in AIOTF
The AIOTF supports management of the AIoT Device context information locally. The AIoT Device context includes e.g. the AIoT Device Permanent IdentifierD, the last known RAN reader information, RAN AIoT Device NGAP ID, etc. The last known RAN Reader information can be used to support the AIOTF to perform RAN Reader selection as defined in clause 5.3.3.
Table 5.11-1 below describes information storage structures for AIoT Ddevice context.
Table 5.11-1: AIoT Device Context in AIOTF
	Field
	Description

	AIoT Device Permanent IdentifierD
	Uniquely identifies the AIoT Device.

	Last known RAN reader information
	Indicate the last known RAN reader that serves the AIoT Ddevice.

	RAN AIoT Device NGAP ID
	Indicate the RAN AIoT Device NGAP ID used to transfer the NGAP AIoT Command messages towards the AIoT Device between AIOTF and NG-RAN.



NOTE:	When to erase the stored AIoT Device context is up to implementation and local configuration.

* * * * Next Change * * * *
[bookmark: _Toc216875894]6.2.2	Inventory Procedure
Figure 6.2.2-1 describes the inventory procedure.
The procedure focuses on the messages and parameters used for the communication between AIOTF and NG-RAN regardless of the path to access NG-RAN, see clause 4.2.2.1. The handling of the different communication paths is described in clause 6.2.4.


Figure 6.2.2-1: Inventory Procedure
1.	The AF invokes Nnef_AIoT_Inventory Request (AF ID, [External Target Area information], [information about the target AIoT Device(s)], [Approximate number of AIoT Devices], [time interval], [location information requested]) service operation request to the NEF.
	Information about the target AIoT Device(s) may include Filtering Information, as described in clause 5.8, or include complete AIoT Device Identifier(s). If Information about the target AIoT Device(s) is not included, the Inventory Request is for all AIoT Devices.
	The approximate number of AIoT Devices, if provided, is used to determine the number of AIoT Devices expected to respond to this inventory AIoT service operation request, which is sent by AIOTF to the NG-RAN in the assistance information for NG-RAN in step 7 for proper radio resource allocation.
	The time interval, if provided, is described in clause 5.9.
	The location information requested parameter indicates whether the AF expects the network to provide the device location information.
2.	The NEF may further authorize the AF request as specified in clause 5.6.
	The NEF determines the Target Area information from the External Target Area information, and selects one or multiple AIOTF(s) to handle the request as specified in clause 5.3.1. If no AIOTF can be selected, the NEF rejects the Nnef_AIoT_Inventory request with an appropriate cause code and step 6 is performed before ending the procedure
3.	The NEF invokes the Naiotf_AIoT_Inventory(AF ID, [Target Area information], [information about the target AIoT Device(s)], [Approximate number of AIoT Devices], [time interval], [location information requested]) service operation towards each of the selected AIOTF(s).
4.	The AIOTF receives the Naiotf_AIoT_Inventory request and checks the parameters included in the request. The AIOTF may perform authorization as specified in clause 5.6. If the AIoT service operation request cannot be processed, the AIOTF rejects the AIoT service operation request with an appropriate cause code, and step 7 onwards are skipped.
	The AIOTF generates a Correlation ID corresponding to this AIoT service operation request and the Correlation ID is used for the AIOTF to correlate the service operation responses received from NG-RAN to the AIOTF request. The AIOTF creates the AIoT Session for the AF service operation request, which is identified by the Correlation ID.
	The AIOTF obtains security parameters from the ADM, as described in TS 33.369 [9].
	The AIoT Identification Information to be provided to NG-RAN contains either Filtering Information as defined in clause 5.8, an AIoT Device Permanent Identifier as defined in clause 5.7.2 or an AIoT Device Temporary Identifier as defined in clause 5.7.4.
	When the AIoT Identification Information includes an AIoT Device Temporary Identifier, the AIoT Device Temporary Identifier and related information is determined as specified in TS 33.369 [9].
	If no AIoT Identification Information is provided to NG-RAN, then the NG-RAN inventories all AIoT Devices.
NOTE 1:	The concerns of paging all or paging a large group of AIoT Ddevices are described in TS 33.369 [9].
	The AIoT Identification Information and security parameters are provided to NG-RAN in step 7.
	The AIOTF performs Reader Selection, see clause 5.3.3. If no NG-RAN or RAN Reader can be selected, the AIOTF rejects the AIoT service operation request with an appropriate cause code.
	The AIOTF determines assistance information as described in clause 5.4, taking into account the parameters provided in the AIoT service operation request.
	The AIOTF may perform AMF selection as described in clause 5.3.4.
5.	AIOTF sends the AIoT Inventory Service Response to the NEF containing the accept or reject result for the AIoT service operation request based on step 4.
6.	NEF sends the AIoT service operation response to the AF, containing the accept or reject result for the AIoT service operation request as specified in clause 8.3.
7.	The AIOTF sends the Inventory Request message including AIoT Identification Information and security parameters determined in step 4 to be included in the paging message, Correlation ID, Requested Service Area Information and assistance information to the selected NG-RAN as specified in TS 38.413 [10].
8.	The NG-RAN sends an Inventory Response to the AIOTF with the Correlation ID indicating that the Inventory Request is received successfully and will perform the AIoT service operation accordingly as specified in TS 38.413 [10]. If the Inventory Request is not rejected, then an AIoT Session is created in the NG-RAN. After this step, the AIoT Session between the NG-RAN and AIOTF identified by correlation ID is established.
9.	Upon reception of the Inventory Request message from the AIOTF, the RAN Reader(s) will execute the inventory operation as specified in TS 38.300 [5] and TS 38.391 [11]. The RAN Reader(s) broadcast the paging message that includes the AIoT Identification Information and the security parameters.
	If the received AIoT Identification Information contains:
-	Filtering Information, the AIoT Device determines whether it matches the AIoT Identification Information, as described in clause 5.8.
-	AIoT Device Temporary Identifier, the AIoT Device determines whether it matches the AIoT Identification Information, as described TS 33.369 [9].
-	AIoT Device Permanent Identifier, the AIoT Device determines whether it matches the AIoT Identification Information by comparing it with the stored AIoT Device Permanent Identifier.
	The AIoT Device determines whether it matches the AIoT Identification Information, as described in clause 5.8.
	If an AIoT Ddevice matches the AIoT Identification Information in the paging message, the AIoT Device responds to the paging message and sends an AIOT NAS message Inventory Report that includes its device specific authentication information as specified in TS 33.369 [9] and optionally the AIoT Device Permanent Identifier if privacy protection is not used.
10.	NG-RAN sends one or more Inventory Report messages to the AIOTF including the Correlation ID, Reader ID and the AIOT NAS messageInventory Report(s) from the AIoT Device(s) as specified in TS 38.413 [10]. The NG-RAN may aggregate multiple Inventory Report messages based on the assistance information before reporting the response to the AIOTF as described in clause 5.9. The AIOTF stores the mapping between the Reader ID and AIoT Device ID(s) as part of the AIoT Device context.
	When the NG-RAN detects that no more AIoT Devices will respond to the inventory procedure, the NG-RAN informs the AIOTF by including the Inventory Complete Indication in the last Inventory Report message.
11.	The AIOTF authenticates the AIoT Device and retrieves the AIoT Device Permanent Identifier as specified in TS 33.369 [9]. The AIOTF may aggregate the results.
12.	If the NG-RAN has sent an inventory complete indication in step 10, the AIOTF triggers the AIoT Session Release procedure defined in clause 6.2.5 to release the AIoT Session between the NG-RAN and the AIOTF.
13.	The AIOTF reports the progress of the Naiotf_AIoT_Inventory request to the NEF by sending the Naiotf_AIoT_Notify message including a list of AIoT Device Permanent Identifier (s) and optionally location of each AIoT Device. The AIOTF may send multiple reports.
	Based on operator policy, if the location information is requested by the AF and if the location of the reader is configured, the AIOTF uses the Reader ID reported from NG-RAN in step 10 to determine the AIoT Device Location.
	The AIOTF in the final Naiotf_AIoT_Notify message indicates it is the last report for this operation. When the last report is sent, the AIOTF ends the AIoT Session. If multiple AIOTFs are involved in the procedure, the NEF may receive Naiotf_AIoT_Notify's from multiple AIOTFs.
14.	When receiving the Naiotf_AIoT_Notify message from AIOTF, the NEF informs the AF of the outcome of the Nnef_AIoT_Inventory request by sending the Nnef_AIoT_Notify message(s) including the AIoT Device Permanent Identifier(s) and optionally location of each AIoT Device. The NEF in the final Nnef_AIoT_Notify message indicates that it is the last report for this operation.

* * * * Next Change * * * *
[bookmark: _Toc191462392][bookmark: _Toc195709911][bookmark: _Toc216875895]6.2.3	Command Procedure
Figure 6.2.3-1 depicts the command procedure.
The procedure focuses on the messages and parameters used for the communication between AIOTF and NG-RAN regardless of the path to access NG-RAN, see clause 4.2.2.1. The handling of the different communication paths is described in clause 6.2.4.


Figure 6.2.3-1: Command Procedure
1.	The AF sends the Nnef_AIoT_Command Request (AF ID, Command Type, information about the target AIoT Device(s), [External Target Area information], [Approximate number of AIoT Devices], [Approximate D2R message size], [Command type specific parameters], [location information requested]) message to NEF.
	Information about the target AIoT Device(s) may include Filtering Information, as described in clause 5.8, or include complete AIoT Device Identifier(s).
	The approximate number of AIoT Devices (see clause 5.4), if provided, is used to indicate the number of AIoT Devices expected to respond to this AIoT service operation request, which is sent by AIOTF to the NG-RAN in the assistance information as specified in clause 5.4.
	Command Type provides the operation to be performed and the Command type specific parameters provides the required parameters for the operation. The service operations are described in clause 5.2.2.
2.	Step 2 of the Inventory Procedure specified in clause 6.2.2 is performed for External Target Area information processing and AIOTF selection with the following clarifications:
-	If AIOTF selection fails, the NEF rejects the Nnef_AIoT_Command request and step 6 of this procedure is performed instead.
3.	The NEF sends Naiotf_AIoT_Command Request message (AF ID, Command Type, information about the target AIoT Device(s), [Target area information], [Approximate number of AIoT Devices], [Approximate D2R message size], [Command type specific parameters], [location information requested]) message to the selected AIOTF(s).
4.	The AIOTF receives the Naiotf_AIoT_Command Request and checks the parameters included in the request. The AIOTF performs Reader Selection as specified in clause 5.3.3. If no NG-RAN or RAN Reader can be selected, the AIOTF rejects the AIoT Command request with an appropriate cause code.
	The AIOTF generates a Correlation ID corresponding to this AIoT service operation request and the Correlation ID is used for the AIOTF to correlate the service operation responses received from NG-RAN to the request. The AIOTF creates the AIoT Session for the AF service operation request, which is identified by the Correlation ID.
	The AIOTF performs Reader Selection, see clause 5.3.3. If no NG-RAN or RAN Reader can be selected, the AIOTF rejects the AIoT service operation request with an appropriate cause code.
	The AIOTF determines assistance information as described in clause 5.4, taking into account the parameters provided in the AIoT service operation request.
	The AIOTF performs AF authorization for AIoT service operation request as described in clause 5.6.
	The AIOTF may perform AMF selection as described in clause 5.3.4.
5.	AIOTF sends the Naiotf_AIoT_Command Response message (accept or reject, [cause code]) to the NEF.
6.	NEF sends the Nnef_AIoT_Command Response message (accept or reject, [cause code]) to the AF. If the response was a reject the procedure stops here.
7.	Step 7 to step11 of procedure for Inventory specified in clause 6.2.2 are performed with the following clarifications:
-	In step 7, the AIOTF also includes follow on command indication in the Inventory Request message to inform the NG-RAN command delivery occurs after the inventory.
-	In step 10, the NG-RAN also includes the RAN AIoT Device NGAP ID for each AIoT Device in the Inventory Report as specified in TS 38.413 [10].
-	In step 11, the AIOTF authenticates the AIoT Devices as specified in TS 33.369 [9], and determines whether the command should be sent to an AIoT Device, e.g., by checking the Target AIoT Ddevice information. The AIOTF updates the corresponding AIoT Ddevice context in the AIOTF to include the RAN AIoT Device NGAP ID.
If none of successful NAS Inventory Reportresponse is received, Step 8 -11 is not performed and the AIOTF sends a failure report to the NEF in step 12.
8.	For each successful NAS Inventory Reportresponse received, the AIOTF sends Command Request message (Correlation ID, [Reader ID], NAS Command Request, [Approximate D2R message size], RAN AIoT Device NGAP ID for each AIoT Device) to the NG-RAN directly or as a NGAP AIoT information via an AMF as specified in clause 6.2.4. The NAS Command Request message includes the AIoT data. The Correlation ID is as the same as the Correlation ID generated in step 4. The RAN AIoT Device NGAP ID for each AIoT Device is used by the NG-RAN to determine the AIoT Ddevice context in NG-RAN as specified in TS 38.413 [10].
	The AIOTF uses the Command Type and Command type specific parameters received in Step 3 to determine the NAS Command Request to send to the AIoT Device, as described in clause 5.2.2.
	The protection of the NAS Command Request message is specified in clause 5.3 of TS 33.369 [9].
NOTE 1:	Command Request(s) can be sent to NG-RAN when inventory procedure is ongoing.
9.	The NG-RAN sends the AS R2D message (NAS Command Request) to the AIoT Device as defined in TS 38.391 [11].
10.	The AIoT Device performs security check of the received NAS Command Request and sends the AS D2R message (including NAS Command Response) to the NG-RAN as defined in TS 38.391 [11]. The NAS Command Response message may include the AIoT data.
	The protection of the NAS Command Response message is specified in clause 5.3 of TS 33.369 [9].
11.	The NG-RAN responds with a Command Response message (Correlation ID, Reader ID, NAS Command Response, RAN AIoT Device NGAP ID) to the AIOTF directly or as a NGAP AIoT information via an AMF as specified in clause 6.2.4. The AIOTF determines the AIoT Ddevice context by the RAN AIoT Device NGAP ID received.
	If the NAS Command Response indicates the NAS Command type is not supported by the AIoT Device, the AIOTF reports the error result in step 13 and step 14.
NOTE 2:	The AIOTF can take this into account to avoid initiating further command procedures of the same command type towards the AIoT Device by implementation.
12.	After receiving the inventory complete indication in the last inventory report from the NG-RAN, when the AIOTF has completed sending Command Requests and all the Command Response have been received, the AIOTF initiates the AIoT Session Release Procedure in clause 6.2.5 to release the AIoT Session created during the Inventory Procedure.
13.	The AIOTF reports the result of the Naiotf_AIoT_Command request to the NEF by sending the Naiotf_AIoT_Command Notify message (a list of AIoT Device(s) response information (AIoT Device ID(s), AIoT data and optionally location of each AIoT Device), AF ID, [Last Report Indication]). If multiple AIOTFs are involved in the procedure, the NEF may receive Naiotf_AIoT_Command Notify messages from multiple AIOTFs.
	Based on operator policy, if the location information is requested by the AF and if the location of the reader is configured, the AIOTF uses the Reader ID reported from NG-RAN during inventory in step 7 to determine the AIoT Device Location.
	When the last report is sent, the AIOTF ends the AIoT Session.
14.	The NEF informs the AF of the result of the Nnef_AIoT_Command request by sending the Nnef_AIoT_Command Notify message (a list of AIoT Device(s) response information (AIoT Device ID(s), AIoT data and optionally location of each AIoT Device), AF ID, [Last Report Indication]).
[bookmark: _Toc216875900]* * * * Next Change * * * *
6.2.5	AIoT Session Release Procedure
This procedure is used to release the AIoT Session between the NG-RAN and the AIOTF. The AIoT Session release procedure can be triggered by the AIOTF or the NG-RAN node and is specified in TS 38.413 [10].
The initiation of AIoT Session release may be:
-	NG-RAN-initiated e.g. if the NG-RAN detects no AIoT Devices responds to the inventory procedure or the command procedure; or
-	AIOTF-initiated, e.g. if the AIOTF fails validating the results of AIOT NAS Inventory Response Report as specified in TS 33.369 [9]in the command procedure.
Both NG-RAN-initiated and AIOTF-initiated AIoT Session Release procedures are shown in Figure 6.2.5-1.


[bookmark: _CRFigure6_2_51]Figure 6.2.5-1: AIoT Session Release Procedure
1.	NG-RAN may decide to initiate the AIoT Session release procedure. NG-RAN sends AIoT Session Release request message (Correlation ID, Cause) to the AIOTF directly or as a NGAP AIoT information via an AMF as specified in clause 6.2.4.
2.	If the AIOTF receives the AIoT Session Release request message or the AIOTF decides to terminate all activities related to the AIoT Session, the AIOTF sends an AIoT Session Release Command message (Correlation ID, Cause) to the NG-RAN directly or as a NGAP AIoT information via an AMF as specified in clause 6.2.4.
3.	The NG-RAN node releases the AIoT Session and radio resources related to the AIoT session identified by the Correlation ID provided by the AIOTF, as specified in TS 38.300 [5]. And the NG-RAN confirms the AIoT Session Release by returning an AIoT Session Release Complete message (Correlation ID) to the AIOTF directly or as a NGAP AIoT information via an AMF as specified in clause 6.2.4. The AIOTF releases AIoT Session.
* * * * Next Change * * * *
[bookmark: _Toc191462402][bookmark: _Toc195709922][bookmark: _Toc216875910]7.3.2	Namf_AIoT_MessageDelivery service operation
Service operation name: Namf_AIoT_MessageDelivery
Description: The NF consumer requests to send AIoT data  towards NG-RAN or AIoT Ddevices.
Inputs, Required:
1)	NGAP AIoT Information to deliver to NG-RAN.
2)	NG-RAN ID.
3)	AIoT NGAP Message Type ("Inventory" or "Command").
4)	AIOTF Identifier and Correlation Identifier, this is to allow identifying the association between NG-RAN and AMF.
Outputs, Required: Result indication (Success or Failure), Failure Cause in case of Failure.
* * * * Next Change * * * *
[bookmark: _CR7_3_3][bookmark: _Toc191462403][bookmark: _Toc195709923][bookmark: _Toc216875911]7.3.3	Namf_AIoT_Notify service operation
Service operation name: Namf_AIoT_Notify
Description: The NF consumer requests to receive AIoT data from NG-RAN or AIoT Ddevices. If the NF consumer invokes the Namf_AIoT_MessageDelivery, the NF consumer implicitly subscribes to receive the AIoT data from NG-RAN or AIoT Ddevices.
Inputs, Required:
1)	NGAP AIoT Information received from NG-RAN.
Input, Optional: None.
Outputs, Required: Operation execution result indication.
Output, Optional: None.
* * * * Next Change * * * *
[bookmark: _Toc191462411][bookmark: _Toc195709931][bookmark: _Toc216875919]7.5.2	Nadm_DM_Query service operation
Service operation name: Nadm_DM_Query
Description: NF service consumer may request the AIoT Ddevice profile data or the AF authorization data from the ADM.
Inputs, Required: AIoT Device Permanent IdentifierD or AF ID.
Input, Optional: None.
Outputs, Required: the AIoT Ddevice profile data or the AF authorization data.
Output, Optional: None.
* * * * Next Change * * * *
[bookmark: _CR7_5_3][bookmark: _Toc191462412][bookmark: _Toc195709932][bookmark: _Toc216875920]7.5.3	Nadm_DM_Update service operation
Service operation name: Nadm_DM_Update
Description: NF service consumer may update the AIoT Ddevice profile data in the ADM.
Inputs, Required: AIoT Device Permanent IdentifierD, updated AIoT Ddevice profile data.
Input, Optional: None.
Outputs, Required: Result indication (Success or Failure), Failure Cause in case of Failure.
Output, Optional: None.

* * * * Next Change * * * *
[bookmark: _Toc216875923]7.6.1.1	General
The ADM makes use of the Nudr_DM service for Ambient IoT Data, as described in clause 5.2.12 of TS 23.502 [4].
The Ambient IoT Data includes AIoT Device Profile Data and AF Authorization Data. The AIoT Device Permanent ID is the Data Key of AIoT Device Profile Data, while the AF ID is the Data Key of AF Authorization Data, as illustrated in Table 7.6.1.1-1.
Table 7.6.1.1-1: Data keys
	Data Set
	Data Subset
	Data Key
	Data Sub Key

	Ambient IoT Data
	AIoT Device Profile Data
	AIoT Device Permanent IdentifierD
	-

	
	AF Authorization Data
	AF ID
	-




* * * * End of Changes * * * *
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