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Abstract of the contribution: This contribution is to propose the agreement for KI#2 on the aspect of inventory for the active devices.

1. Discussion
In the LS from SA3(S3-254759)
1. whether a DO-A capable AIoT device supports an inventory and command procedure.
2. whether there will be a registration-like procedure for DO-A capable devices
3. if the clarification for both 1 and 2 are yes, whether there will be an inventory/command procedure that precedes the registration-like procedure 
It is assumed that that DO-A capable AIoT Device can support the DT, DO-DTT traffic type. Since the DO-A Device can perform the registration and the AIOTF can maintain the registration state (Registered, or De-registered), then the behavior for Registered or De-registered AIoT Device for Inventory and command can be different. The following will analyze the different cases.
Case-A Registered AIoT Device for Inventory and command
After successful registration, the AIoT Device and the network establish a context which is used, for example, in the subsequent DO-A data transfer. The context established can also be used for the inventory and command procedure. This part analyzes the modification required for the inventory defined in TS23.369.
Step 1 and 3 can be reused without modification; 
For the step 2, whether the NEF needs to check with ADM to retrieve the serving AIOTF information. This may also has impact on the handling of step10
Proposal-Step 2: the NEF needs to check with ADM to retrieve the serving AIOTF information. This can ensure that the AIOTF which already has established context for the registered AIoT Device and the AIOTF which has been selected for the inventory procedure in step 4 will be the same. 

Step 4, the interaction between the AIOTF and ADM is needed or not? 
Which Identification Information will be provided to NG-RAN for Inventory?
Proposal- step 4: 
the interaction between the AIOTF and ADM is not needed since the AIOTF has already established the context. 
The AIOTF can determine which ID (permanent ID or temporary ID) is used for paging. (Note that only S-TMSI is used for the normal UE paging in the 5GS). If the Filtering Information is received by the AIOTF from NEF or AF, the AIOTF can translate/map the filtering information to temporary ID for the registered AIoT Device.
In this step, the Reader selection should also take the registration area allocated to the AIoT Device into account;
To simple the whole solution, it is proposed that the filtering info is not supported in R20 scenario.

Step 5-6 can be reused without modification;

Step 7, Security parameters is needed or not? Requested Service Area has not considered the registration area allocated to the registered AIoT Device.
Proposal -Step 7: The security parameters is not needed for the registered AIoT Device. This step can be checked by SA3. Requested Service Information should take the registration area into account for the registered AIoT Device.

Step 8 can be reused without modification;
Step 9 security parameters in the paging message is needed or not
Proposal-Step 9: The security parameters in the paging message can be checked by RAN2 and SA3;
If the received AIoT Identification Information contains:
-	Filtering Information, the AIoT Device determines whether it matches the AIoT Identification Information, as described in clause 5.8.
-	AIoT Device Temporary Identifier, the AIoT Device determines whether it matches the AIoT Identification Information, as described TS 33.369 [9].
-	AIoT Device Permanent Identifier, the AIoT Device determines whether it matches the AIoT Identification Information by comparing it with the stored AIoT Device Permanent Identifier.
	SA3 should check if there is any security issue for the registered AIoT Device to respond the paging containing filtering information or AIoT Device Permanent Identifier.
For registered AIoT Device, if an AIoT device matches the AIoT Identification Information in the paging message, two possible behaviour:
1)	the AIoT Device responds with an AIOT NAS message that includes its device specific authentication information as specified in TS 33.369 [9] and optionally the AIoT Device Permanent Identifier if privacy protection is not used.----currently defined behaviour in TS 23.369
2)	the AIoT Device responds to the paging message and sends an AIOT NAS message (together with temporary ID information and the AIOTF information in the AS layer).---UE paging handing in TS23.501
2) is proposed in the change part.

Step 10 the NG-RAN node which performs the paging message or NG-RAN node which receives the AIOT NAS message is the same NG-RAN node
Proposal-Step10 : NG-RAN uses the temporary ID information or the AIOTF information in the AS layer to select the AIOTF which already has established context for the registered AIoT Device. 
This AIOTF which already has established context for the registered AIoT Device and the AIOTF which has been selected for the inventory procedure in step 4 may be different. If in the step 2, the NEF can retrieve the serving AIOTF, then the AIOTF which already has established context for the registered AIoT Device and the AIOTF which has been selected for the inventory procedure in step 4 will be the same.

Step 11. Authenticating the AIoT Device and retrieving the AIoT Device Permanent Identifier in this step is needed for the registered AIoT Device or not.
Proposal-Step 11: Authenticating the AIoT Device and retrieving the AIoT Device Permanent Identifier in this step is not needed for the registered AIoT Device. SA3 can further check.

Step 12-14 can be reused without modification.

Case-B De-registered AIoT Device for Inventory and command
If the AIoT Device can support both the security mechanism specified in R19 and security mechanism to be specified in R20 (assuming in R20, the security mechanism is UICC based), then the inventory and command procedure defined in TS 23.369 can be performed for deregistered AIoT Device. If so, this would also mean that the AIoT Device supports R19 defined procedures and R20 enhancement, and also the network needs to support both R19 defined procedures and R20 enhancement for active devices. To simply the AIoT Device and AIOTF, the active Devices do not require to support the Inventory and Command procedures as defined in TS 23.369, Rel-19 including security mechanism
Proposal: If active Devices do not support the Inventory and Command procedures as defined in TS 23.369, Rel-19 including security mechanism, then the Active Devices will ignore the Paging with filtering and security parameters.

2. Proposal
It is proposed to agree the following changes to 3GPP TR23.700-30.


* * * * First Change * * * *
[bookmark: _Toc215064160]7.1.2	Agreed Principles for KI#2
[bookmark: _Toc215064162]7.1.2.3	Support of Inventory and Command for DO-A capable Device
If the DO-A capable Device has already performed the AIoT initial registration as specified in clause 7.1.2.1, the Inventory Procedure for DO-A Capable device is the same as clause 6.2.2 of TS 23.369 [3] with following differences:
-	In step 1, the Information about the target AIoT Device(s) includes complete AIoT Device Identifier(s). The Information about the target AIoT Device(s) does not include Filtering Information, as described in clause 5.8.
-	In step 2, the NEF retrieve the serving AIOTF information by querying the ADM; if the NEF can not retrieve the serving AIOTF information, then the NEF rejects the Nnef_AIoT_Inventory request with an appropriate cause. 
-	In step 4, 
-	the interaction between AIOTF and ADM is not performed; 
-	AIOTF can determine AIoT Device Temporary Identifier to be provided to NG-RAN..

-	In step 7, whether to include the security parameters is for the Registered AIoT Device is to be determined by SA3.
-	In step 9, 
-	Whether to include the security parameters  in the Paging message is to be determined by SA3.
-	the AIoT Device responds to the paging message and sends an AIOT NAS message (together with temporary ID information and the AIOTF information in the AS layer)
NOTE:	Whether the AIoT temporary ID information and AIOTF routing information are combined or are separate will be coordinated with SA WG3.
-	The NG-RAN uses the temporary ID information or the AIOTF information in the AS layer to select the AIOTF which already has established context for the Registered AIoT Device.
-	In step 11, Authenticating the AIoT Device and retrieving the AIoT Device Permanent Identifier in this step is not performed.
If the DO-A capable Device has not already completed the AIoT initial registration as specified in clause 7.1.2.1, it ignores the Paging.
If the DO-A capable Device has already performed the AIoT initial registration as specified in clause 7.1.2.1, the Command Procedure for DO-A Capable device is the same as clause 6.2.3 of TS 23.369 [3] with following differences:
-	In step 1, the Information about the target AIoT Device(s) includes complete AIoT Device Identifier(s). The Information about the target AIoT Device(s) does not include Filtering Information, as described in clause 5.8.
-	In step 2, the NEF retrieve the serving AIOTF information by querying the ADM; if the NEF can not retrieve the serving AIOTF information, then the NEF rejects the Nnef_AIoT_Inventory request with an appropriate cause. 
-	In step 4, 
-	the interaction between AIOTF and ADM is not performed;
-	AIOTF can determine AIoT Device Temporary Identifier to be provided to NG-RAN. 

* * * * End of Changes * * * *
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