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[bookmark: _Hlk154651783]Abstract of the contribution: This paper proposes the solution on how to support the DO-A capable AIoT Device register to the core network and perform uplink data transmission towards the AF, under topology 1. 
1	Introduction
This paper proposes the solution to address the Key Issue 2 for the Release 20 study, which is depicted below:
Key Issue #2: Support of DO-A Capable AIoT Devices
This key issue will study the system architecture to support DO-A capable Ambient IoT Devices in Topology 1 and Topology 2.
The following aspects will be studied:
-	How the AIoT Device informs the network of its presence autonomously (e.g., an AIoT Device initiated registration-like procedure) and what are the triggers for the DO-A capable device to inform the network of its presence.
-	Whether and how to consider power consumption of DO-A Capable AIoT Devices.
-	How an AIoT Device sends data to the AIOTF autonomously.
-	Support for routing the data received by AIOTF from an AIoT Device to an AF.
-	Whether and how to enhance the Inventory and Command procedures defined in TS 23.369 [3] to support DO-A capable AIoT Devices.
-	Naiotf, Namf and Nnef interface enhancements to support DO-A capable AIoT Device.
NOTE 1:	The conclusions from Key Issue #1 are the basis for supporting DO-A capable AIoT Devices in topology 2 in this key issue.
NOTE 2:	Coordination with RAN WGs is required.
More specifically, the solution mainly focuses on the three yellow highlighted bullets under Topology 1. 
2. Text Proposal
It is proposed to capture the following changes to TR 23.700-30.
[bookmark: _Toc519004414][bookmark: _Toc23254045][bookmark: _Toc97057180][bookmark: _Toc97266758][bookmark: _Toc104302605][bookmark: _Toc104359571][bookmark: _Toc104872764][bookmark: _Toc104302541][bookmark: _Toc104359507][bookmark: _Toc104872691][bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc148441676][bookmark: _Toc175891056]* * * * First change * * * *
All new texts
6.X	Solution #X: DO-A device registration and uplink data transmission 
[bookmark: _Toc197067446][bookmark: _Toc199433786][bookmark: _Toc199925307]6.X.0	High-level Solution Principles
The solution is based on the following general principles:
· The DO-A capable AIoT Device performs the active registration procedure towards the AIOTF
· The NG-RAN selects the AIOTF based on the stored AIOTF information, or AIOTF information contained in the AIoT Device ID, or local configuration.
· ADM is enhanced with the allowed/subscribed AF information, which is used by the AIOTF to determine the target AF for the uplink data transmission from DO-A capable device. 
· AIOTF can retrieve the AIoT Device context from the last serving AIOTF that further includes the service-related information.
It addresses the KI#2.
[bookmark: _Toc199433787][bookmark: _Toc199925308]6.X.1	Description
This solution mainly focuses on the DO-A capable device and includes two crucial parts: device-initiated registration procedure and the uplink DO-A data transmission from the Device to the AF. Some of the key procedures are listed below:
1) DO-A capable AIoT Device actively sends the device registration request to the network, that includes the Device ID, security parameters, registration type, later-on data transmission indication, expected D2R message size. 
· Registration type: Similar to UE, AIoT Device can indicate to the network about its registration type, e.g., periodic registration, initial registration, mobility registration. Alternatively, the AIOTF or the NG-RAN/RAN reader can determine the registration type for the AIoT device based on the locally stored device context. 
· Later-on data transmission indication: This indication is sent by the AIoT Device and can be sent to the NG-RAN/RAN reader and AIOTF. It is assumed that the data transmission needs to be authorized by the AIOTF, and this indication can also be used by the NG-RAN/RAN reader to allocate the radio resources for the subsequent data transmission. 
· Expected D2R message size: The AIoT Device can indicate the expected D2R message size to the NG-RAN/RAN reader for assisting the radio resources allocation and can be associated with the later-on data transmission indication. 
2) The AIOTF selection at the NG-RAN can be based on different options:
· NG-RAN selects the AIOTF based on OAM local configuration 
· NG-RAN selects the AIOTF based on locally stored AIOTF information, e.g., from the past procedures as device context. 
· NG-RAN selects the AIOTF based on the Device ID, e.g., AIOTF ID included in the temporary Device ID. 
3) The Routing from AIOTF to the AF can be based on two different options:
· AIOTF checks the information in the ADM that further includes the subscribed/allowed AF information (e.g., AF ID)
· AIoT Device sends the AF ID to the AIOTF
4) Context management of the AIoT Device among AIOTF and ADM：
· AIOTF stores the device registration information that contains registration area and registration status, and may also store it at ADM
· AIOTF retrieves the device context from the last serving AIOTF, that including the security parameters, device last serving reader, and service-related information (a.k.a., service context). The service context includes the requested AF ID, transaction ID, target area information, and other service specific information, e.g., assistance information for inventory and command. The service context can be used by the AIOTF to autonomously initiate the service towards the AIoT Device if it just moves within its serving area, without further receiving the service request from the AF.  
[bookmark: _Toc199433788][bookmark: _Toc199925309]6.X.2	Procedures


Figure 6.X.2. DO-A Device registration and Uplink data transmission
Step 0: AIoT Device obtains radio resource for D2R message.
Editor's note: How AIoT Device obtains radio resource for D2R message is FFS and is to be decided by RAN WGs.
Step 1: AIoT Device sends a D2R message to NG-RAN with device registration request, that includes the Device ID, later-on data transmission indication, expected D2R message size, registration type (e.g., periodic registration, mobility registration, initial registration), and security parameters. 
Editor’s note: The form of the AIoT Device ID that is used in the registration request is FFS. 
The trigger for the AIoT Device performing registration towards the network can be e.g., when device has data pending to report, or when periodic registration is needed (either triggered by device or by the Reader or AIOTF performing periodic inventory), or when mobility registration condition is met (e.g., based on the registration area). 
Editor's note: The details for triggering the mobility registration of AIoT Device is FFS.
Step 2: NG-RAN selects the AIOTF based on local configuration by OAM, or by checking the AIOTF information contained in the Device ID (e.g., temporary ID), or based on the locally stored AIOTF information from the past procedures associated with the AIoT Device, e.g., device context that contains the serving AIOTF information. 
Editor’s note: Whether the NG-RAN has the device context that contains the AIOTF information is FFS. 
NOTE: The temporary ID design needs to be addressed by the SA3.  
Step 3: NG-RAN sends the registration request to the selected AIOTF, either directly, or via the AMF. If via the AMF, the AIOTF ID is also included. 
Step 4: Optionally, The AIOTF can retrieve the device context from the last serving AIOTF based on the last serving AIOTF information contained in the Temporary Device ID, or received from ADM. The retrieved device context can contain the security parameters, last serving reader information of the Device, service-related information (a.k.a., service context). The service context can include the AF ID (that sent the service request for the device before device moves to the serving area of the current AIOTF), transaction ID, target area information and other service specific information, e.g., assistance information for inventory and command. 
Step 5：AIOTF performs the verification of the AIoT Devices, checks whether the data transmission from the device is allowed, and stores/updates the device profile information in the ADM, e.g., updating the serving AIOTF information for the AIoT Device. The AIOTF will store the device registration information either locally, or at the ADM, that includes the registration status (registered), and the device registration area.
Editor’s Note: Details of authentication procedures will be determined by SA3.
Step 6: The ADM informs the old/last serving AIOTF (AIOTF2 in the Figure) with device ID that it is no longer the serving AIOTF for the AIoT Device and the device context can be released if any.
Step 7: AIOTF sends the device registration response message to the NG-RAN and AIoT Device, either directly, or indirectly (via AMF). It contains the Device ID (can be a new temporary ID), registration accept/reject (with a cause and skip all the following messages), registration area for the device, and the correlation ID. The correlation ID is used to identify the later-on data transmission from the Device. 
Step 8: After receiving the registration response (that may include the data transmission accept indication), AIoT Device sends the DO-A message to the NG-RAN/RAN reader, that includes the Device ID, correlation ID, DO-A data, expected D2R message size (sent to RAN reader /NG-RAN for assistance of radio resource allocation), AF ID (optional), where the DO-A data is encrypted in the AIOT NAS message between the AIoT Device and AIOTF. 
NOTE: The expected D2R message is sent from AIoT Device to the NG-RAN/RAN reader and can happen before the transmission of actual DO-A data, and depends on RAN2 discussion. 
Editor’s note: Whether the AF ID can be provided by the AIoT Device to the network is FFS. 
Step 9: After selecting the AIOTF (as described in Step 2), NG-RAN sends the DO-A message that contains the Device ID, reader ID, DO-A data, correlation ID, target AF information (optional) and AIOTF ID (if AMF in between). 
Step 10: If no AF ID is explicitly sent by the AIoT Device, AIOTF can check the subscribed/allowed AF information from the ADM using Device ID as the key. It is assumed that the ADM is enhanced with the allowed/subscribed AF information, meaning it can receive the data from the DO-A capable device. The allowed/subscribed AF information is pre-configured in the ADM based on the SLA between the MNO and the 3rd party AF. 
Step 11: AIOTF sends the DO-A data, Device ID and AF information to the NEF.
Editor’s note: The determination of NEF for routing the DO-A data from AIOTF to the AF is FFS. 
Step 12: The NEF forwards the AIoT Device ID, DO-A Data to the AF based on the AF information sent by the AIOTF.
[bookmark: _Toc199433792][bookmark: _Toc199925313]6.X.3	Impacts on Services, Entities and Interfaces
AIOTF:
· Determine the target AF for sending the DO-A data from AIoT Device to the AF
· Support registration management of the AIoT Device
· Interaction with last serving AIOTF for Device context retrieval
NG-RAN:
· Determine the target AIOTF to forward the uplink message from AIoT Device
ADM:
· Store the subscribed/allowed AF information for the AIoT Device data report
AIoT Device:
-    Performs the active registration procedure towards the network
-    Sends the DO-A data to the AF via the network
* * * * End of changes * * * *
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