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1. Introduction
There are 19 solutions for key issue 2 are documented in TR 23.700-30, v0.2.0. It is observed the following two DO-A related features are widely proposed in the TR solutions:
· DO-A capable Device registration
· DO-A data transfer
The pCR focused on the aspect of DO-A capable Device registrationabove-mentioned two aspects, and proposed interim conclusions based on the following papers submitted to SA2#172..
	S2-2510083
	23.700-30: Interim Agreements for KI#2
	Ericsson

	S2-2510147
	23.700-30: KI#2 Interim Agreements on Device registration and DO-A transmission
	Lenovo

	S2-2510150
	23.700-30: [KI#2] Interim agreements
	Sony

	S2-2510319
	23.700-30: Interim Agreements for KI#2
	CATT

	S2-2510327
	23.700-30: Draft interim Agreements for KI#2
	Tejas Network Limited

	S2-2510408
	23.700-30: KI#2 Interim agreement
	LG Electronics

	S2-2510468
	23.700-30: KI#2 Interim Agreements
	Samsung

	S2-2510652
	23.700-30: Interim Agreement for KI#2
	OPPO

	S2-2510667
	23.700-30: Key Issue 2 Interim Conclusion Proposals
	Huawei, HiSilicon

	S2-2510712
	23.700-30: Interim Agreement for KI#2
	Vivo




[bookmark: _Hlk213410010]2. Interim conclusion for “DO-A capable Device registration”
Three registration type are proposed in the TR: initial registration, mobility registration, and periodic registration.
Initial registration:
(1) Need or not
a) Support: Huawei, Ericsson, Qualcomm, Lenovo, Sony, CATT, Tejas, CMCC, LGE, Samsung, vivo
b) Not support: OPPO
>> Initial registration is supported.
(2) Trigger of registration
a) Active (no need external trigger): Huawei, Ericsson, Lenovo, CATT, Tejas, CMCC
b) Passive (triggered by NW/Reader, e.g., inventory): Sony, vivo
>> option a, option b FFS?
(3) Radio resource for RACH provided by RAN
a) Autonomous broadcast: Huawei, Ericsson, Lenovo, CATT, Tejas, CMCC
b) Triggered by CN/AF: Sony, LGE
>> leave it to RAN and SA2 can align if needed
(4) Device ID used for registration
a) Temp ID if available, otherwise
b) Using permanent ID:
>> both option a and option b
(5) Device ID in AS or NAS
a) In the AS: Huawei, Ericsson, Lenovo,
b) In the NAS: CMCC
>> in the AS, assists RAN to select the AIOTF
(6) AIOTF routing information
a) Part of AIoT device temp ID: Ericsson, Huawei, Lenovo, CATT, CMCC
>> option a
(7) AIOTF and ADM behaviour (device context, subscription data, registration state)
a) AIOTF allocates temp ID: Ericsson, Huawei, Lenovo, CATT, CATT, Tejas, CMCC
b) AIOTF generates the AIoT registration area and provides to the device: Ericsson, Huawei
c) AIOTF authenticate the device: Sony, Huawei, Tejas
d) AIOTF fetches the AIoT Device subscription data
e) AIOTF creates the AIoT Device context (AIoT Device registration state)
(8) relationship between AIoT registration area and AIoT area
a) Check with RAN3: Ericsson
b) They are different: CATT
>> check with RAN3
(9) AIOTF relocation
a) Needed if the AIOTF does not hold the device context
(10) configuration to Device for DO-A authorization 
a) Sony
b) Not mentioned 
(11) Initial registration needs to be performed before DO-A data transfer
a) AIOT Device needs to be authorized to send DO-A data: The network establishes authentication and authorization before DO-A operation, and only the registered devices can send DO-A traffic.
b) Successful registration (security context establishment) means the AIoT Device can send DO-A data to the NW: Huawei, Ericsson, CMCC
>> agree the common part: after establishment of security context, AIoT Device can send DO-A data to the network. 
(12) AIoT Device Profile Data extension
a) DO-A capability: LGE
b) AIOTF routing information: Huawei, Ericsson, CMCC,
c) Registration status: LGE, CMCC, Huawei
d) Authentication parameter: Sony, 
>> bullet a, b, c
Initial registration is supported by the DO-A capable AIoT Device, to inform its presence to the network. Network can perform network access control and authenticate the device. In order to support outdoor use case, an AIoT registration areas is allocated to the AIoT Device. After a successful registration, AIoT Device and the network establish a security context, which can be used for security protection of the subsequent DO-A data transfer.
The AIoT Device actively performs initial registration e.g., power on or triggered by local configurations. AIoT Device obtains the radio resource for random access / initial registration from the NG-RAN.
NOTE 1:	Radio resource allocation method will be determined by RAN WG.
The AIoT Device sends a D2R message to NG-RAN, including D2R parameters and a NAS Registration Request (Registration Type, security parameters). The D2R parameters contains, e.g., a Temporary ID (if available) or an AIoT Device Identity, the selected PLMN ID, which assists the NG-RAN to select the AIOTF. The Registration Type indicates Initial Registration. The Temporary ID is assumed to include the AIOTF information of the AIOTF allocated the Temporary ID.
NOTE 2:	security aspect of temporary ID will be determined by SA3.
NOTE 3:	AIoT Device Identity represents the permanent identity of the AIoT Device e.g., AIoT Device permanent or SUCI-like ID or other identity. The name and structure of the AIoT Device Identity will be decided in the normative work, in coordination with SA3
NOTE 4:	PLMN selection method will be determined by CT1.
[bookmark: _Hlk213452118]NG-RAN selects an AIOTF based on the D2R parameters or local configuration and to send the NAS Registration Request message, and the Temporary ID or AIoT Device Identity to the selected AIOTF. If Indirect Connectivity is used between NG-RAN and the AIOTF, NG-RAN sends the selected AIOTF ID to AMF which can then route the message to the selected AIOTF.
When AIOTF receives the Temporary ID and it indicates another AIOTF, the selected AIOTF fetches the AIoT Device context from that AIOTF. When the AIOTF receives the AIoT Device Identity, the AIOTF creates the AIoT Device context for the AIoT Device.
The AIOTF performs authentication and security procedures, and stores the security information in the AIoT Device context.
NOTE 5:	 Details of authentication and security procedures will be determined by SA3 WG.
The AIOTF may retrieve the AIoT Device subscription data from the ADM. The AIOTF determines the ADM for the AIoT Device based on the AIoT Device Identity.
If the registration is accepted, the AIOTF sends the Registration Accept to the AIoT Device, which may include a new Temporary ID and AIoT Registration Area, and the AIoT Device acknowledges the AIOTF by sending a Registration Complete message. 
An AIoT Registration Area provided to the AIoT Device contains:
· A Reader list, AIoT tracking area code (TAC), or an AIoT Area List. The AIoT Device performs Mobility Registration Update if it moves outside of the list, TAC or AIoT Area List.
· Be hierarchical and be the first part of a TAC or a partial TAC. The AIoT Device performs Mobility Registration Update if the supplied part of the TAC no longer matches the TAC where the AIoT Device is.
AIOTF stores the AIoT Device registration state “registered” in the AIoT Device context. The AIOTF registers itself with ADM as serving AIOTF for the AIoT Device as well as AIoT Device registration state.
ADM informs old AIOTF (if available) that it is no longer the serving AIOTF for the AIoT Device, and the old AIOTF removes the AIoT Device context locally.
Mobility registration
(1) Support or not
Support: Huawei, Ericsson, Lenovo, CATT, Tejas
(2) RAN broadcast area information
Assume RAN support: Ericsson, Huawei, Lenovo, CATT, Tejas
NO: 
>> RAN2 coordination
(3) Trigger of mobility registration
Detect moving out of the registration area: Ericsson, Huawei, Lenovo, CATT, Tejas
(4) Device behaviour (device ID, essential parameters)
device ID, registration type
Mobility registration is initiated by the DO-A capable AIoT Device, when it moves outside of an AIoT Registration Area. The principles of mobility registration are same as initial registration, with the following clarification:
· The D2R parameters contains Temporary ID, which was allocated by the AIOTF
· In the NAS Registration Request, the Registration Type indicates Mobility Registration
Periodic registration
(1) Support or not
Support: Ericsson, Huawei, Lenovo, vivo (optional)
Not support: 
FFS: CATT
(2) Device triggered solution or NW triggered solution
a) Device triggered based on local timer: Ericsson, Huawei, Lenovo, Tejas
>> RAN1 coordination
b) NW based solution: no need device to maintain the timer
Periodic registration is optionally supported by the AIoT Device. After successful registration to the network, the AIoT Device may start a periodic registration timer locally and perform periodic registration when the periodic registration timer expires.
The principles of periodic registration are same as initial registration, with the following clarification:
· The D2R parameters contains Temporary ID, which was allocated by the AIOTF
· In the NAS Registration Request, the Registration Type indicates Periodic Registration
NOTE 6: AIOTF may start the periodic registration timer for the AIoT Device after its registration. When the timer expires, the AIOTF may determine the AIoT Device state becomes de-registered. Optionally the AIOTF may remove the AIoT Device context, and update the AIOT Device registration state in the ADM.
3. Interim conclusion for “DO-A data transfer”
Following conclusion principles are proposed:
· AIoT Device initiates the DO-A data transfer, triggered by local configuration or device implementation. The local configuration can be pre-configuration or configuration by the AF using the AIoT command procedure.
Editor’s note:	It is FFS the potential enhancement of Rel-19 command procedure to support configuration by the AF to the AIoT Device.
· The AIoT Device sends D2R message to NG-RAN, including the Temporary ID and the DO-A data. The DO-A Data is included in the AIoT UL NAS message. The AIoT UL NAS message is security protected. The AIoT Device may provide NG-RAN with an indication that follow on NAS message(s) to or from the AIoT Device or AIOTF are expected. When NG-RAN receives a follow-on indication, it can ensure that subsequent messages can be sent from the AIoT Device.
NOTE 1:	 Details of security protection of AIoT UL NAS message will be determined by SA3 WG.
· Based on the Temporary ID, NG-RAN selects the AIOTF, and forwards the AIoT UL NAS message and the RAN AIoT Device NGAP ID to the selected AIOTF.
· The AIOTF obtains the target AF information for the AIoT Device through subscribing to the ADM. The target AF information is stored in the AIoT Device data profile of the AIoT Device.
NOTE 2:	The target AF information can be provisioned by the AF. Details refer to section 4.
· The AIOTF forwards the AIoT Device ID, DO-A Data and the target AF information an NEF. The NEF does not have to be the same NEF that that AF used to provide the routing information to the network.
· The NEF forwards the AIoT Device ID, DO-A Data to the AF based on the target AF information.
4. AF configuration to the network
AF configure to the network is supported to configure the target AF information for the purpose of DO-A data transfer from AIOTF to the AF via NEF.
· The AF sends AIoT Device information, AF Identifier, validity time to the NEF. The validity time is used to indicate the how long network maintains the DO-A configuration information. This message is also used by the AF to subscribe to be notified of the DO-A Data transferred by the AIoT Device indicated by the AIoT Device information.
· The NEF selects an ADM based on the AIoT Device information received from the AF.
· The NEF sends the AIoT Device information, AF Identifier, validity time to the ADM.
· The ADM validates the request from the NEF and stores the AF information i.e., AF Identifier and validity time, in the AIoT Devices data profile 
· The ADM replies to NEF to confirm the AF information has been stored.
· The NEF replies to the AF to acknowledge the result of AF configuration.
5. General aspects of conclusion
5.1	Active and Passive Capability
In the SA2 SID, the scope of Rel-20 Ambient IoT Device is for DO-A capable device. From SA2 point of view, DO-A capable device is equivalent to “active device” in RAN SID/WID description, which is an AIoT Device that supports autonomous carrier wave generation. It is observed RAN has a clearly distinguish passive devices and active devices in terms of carrier wave generation, which means the active device cannot support backscatter communication.
[bookmark: _Hlk209638754]Proposal 1: DO-A capable AIoT Device cannot fallback to being a passive device in any cases.
5.2	DO-A capable AIoT Device Complexity
As stated in R20 RAN AIoT WID RP-251885:
As with earlier Releases, Rel-20 A-IoT technology shall provide complexity and power consumption orders of magnitude lower than the existing 3GPP LPWA technologies (e.g. NB-IoT and eMTC), and the features of 6G relevant to IoT, and shall address use cases and scenarios that cannot otherwise be fulfilled based on existing 3GPP LPWA IoT technologies.
DO-A capable AIoT Device shall be less complex than an NB-IOT UE, according to RAN decision.
Proposal 2: DO-A capable AIoT Device does not support user plane data transfer and PDU sessions.
5.3	DO-A capable AIoT Device Identifiers
AIoT Device Permanent Identifier is supported by Rel-19 AIoT Devices, which is one of the key aspects to enable AIoT services. For example, filtering information can be generated to be compared with AIoT Device Permanent Identifiers and is used to perform an inventory procedure targeting multiple AIoT Devices. It is agreed in SA2#170 that Rel-20 Ambient IoT will continue to support AIoT inventory and command procedures, therefore an AIoT Device Permanent Identifier should be supported by DO-A capable AIoT Devices.
Proposal 3: a DO-A capable AIoT Device has an AIoT Device Permanent Identifier. Depending on the discussion in other WG, e.g., UICC-related discussion in SA3, other DO-A capable AIoT Device identifier can be considered, if requested by other WGs.
5.4	Protocol between Rel-20 AIoT Device and AIoT core network
Rel-19 Ambient IoT architecture includes the AIOT1 reference point between an AIoT Device and an AIOTF that uses the AIoT NAS protocol. 
In addition to support AIoT Inventory and Command services, Rel-20 AIoT will support new features like AIoT Device initiated registration-like procedures and DO-A communication related procedures. Looking at all the solution proposals for key issue 2, it is observed that a common design aspect is the AIOTF supports the AIOT NAS protocol with a DO-A capable AIoT Device .  
Proposal 4: The AIOT1 reference point between an AIoT Device and AIOTF is used and supports the AIoT NAS protocol in the Rel-20 Ambient IoT architecture.
5.5	AIoT Service Enablers in the Network
Rel-20 Ambient IoT architecture supports the following traffic types:
-	DT: Device-terminated;
-	DO-DTT: Device-originated - device-terminated triggered; and
-	DO-A: Device-originated - autonomous.
DT and DO-DTT traffic types are used to support AIoT Inventory and commands (i.e., read/write/disable) in Rel-19. A Rel-19 AIoT Device has ultra-low complex and it cannot support any application layer design, therefore, the AIoT service logic assumes a simple memory access model and parameters for read and write such as memory address, offset, are signalled by the AIOTF using AIOT NAS. It means the network is designed to support particular AIoT service operation, in addition to provide a transport between the AIoT Device and AF.
Rel-20 supports DO-A communication, it is used by an AIoT Device to transfer data (e.g., sensor data) to the AF. For this type of AIoT service, it is proposed that the network functionality is to provide a transport for any data between the AIoT Device and AF. It is not necessary for the network to be involved in the data model, like device memory handling.
Proposal 5: For DO-DTT and DT traffic type, Rel-19 design principles are reused. For DO-A traffic type, the network provides a transport between the AIoT Device and AF for data transfer and does not need to understand AIoT service specific (e.g., sensor application) logic.
5.6	RAN Design Principle to Enable DO-A Type of Communication
SA2 will define end-to-end DO-A procedures, for example, an AIoT Device initiated registration-like procedure. Since the RAN work will start later, it is important to confirm that RAN aspect will support DO-A specific procedures.
It is observed in R20 RAN AIoT WID RP-251885 includes the following objective for topology 1:
RAN2-led
· DO-A specific procedure design.
· Paging and random access for active device(s).
RAN3-led
· Specify DO-A specific NGAP procedure.
Proposal 6:  RAN related design will be coordinated with RAN in the normative work.
6. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-30, v0.2.0.
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[bookmark: _Toc207771817]7.1.Y	Agreed Principles for KI#2
7.1.Y.1	General Aspects
A. -	DO-A capable AIoT Device cannot fallback to being a passive device in any cases.
B. -	DO-A capable AIoT Device does not support user plane data transfer or PDU sessions.
C. -	A DO-A capable AIoT Devices has an AIoT Device Permanent Identifier.
a) NOTE 1:	The name and structure of the AIoT Device Permanent Identifier will be decided in the normative work, in coordination with SA3.
D. -	The AIOT1 reference point between an AIoT Device and AIOTF is used and supports the AIoT NAS protocol in the Rel-20 Ambient IoT architecture.
E. -	For DO-DTT and DT traffic type, Rel-19 design principles are reused. For DO-A traffic type, the network provides a transport between the AIoT Device and AF for data transfer and does not need to understand AIoT service specific (e.g., sensor application) logic.
F. -	RAN related design will be coordinated with RAN in the normative work.
7.1.Y.2	DO-A capable Device Registration
Initial registration
A. Initial registration is supported and used by the DO-A capable AIoT Device to inform its presence to the AIoT network. After a successful registration, the DO-A capable AIoT Device and the network establish a security context for the subsequent DO-A data transfer.
Initial registration is supported by the DO-A capable AIoT Device, to inform its presence to the network. Network can perform network access control and authenticate the device. In order to support outdoor use case, an AIoT registration areas is allocated to the AIoT Device. After a successful registration, AIoT Device and the network establish a security context, which can be used for security protection of the subsequent DO-A data transfer.
B. The DO-A capable AIoT Device supports actively to performs initial registration autonomously e.g., power on or triggered by local configurations. AIoT Device obtains the radio resource for random access / initial registration from the NG-RAN.
NOTE 1:	Radio resource allocation method will be determined by RAN WG, and SA2 will align with RAN decision if needed.
Editor’s note:	It is FFS whether the AIoT Device can be triggered by the network to perform registration. 
C. The AIoT Device sends a D2R message to NG-RAN, including D2R parameters and a NAS Registration Request (Registration Type, security parameters). The D2R parameters contains, e.g., a Temporary ID (if available) or an AIoT Device Identity, the selected PLMN ID, which assists the NG-RAN to select the AIOTF. The Registration Type indicates Initial Registration. The Temporary ID is assumed to include the AIOTF information of the AIOTF allocated the Temporary ID.
NOTE 2:	security aspect of temporary ID will be determined by SA3.
NOTE 3:	AIoT Device Identity represents the permanent identity of the AIoT Device e.g., AIoT Device permanent or SUCI-like ID or other identity. The name and structure of the AIoT Device Identity will be decided in the normative work, in coordination with SA3
NOTE 4:	PLMN selection method will be determined by CT1.
D. NG-RAN selects an AIOTF based on the D2R parameters or local configuration and to send the NAS Registration Request message, and the Temporary ID or AIoT Device Identity to the selected AIOTF. If Indirect Connectivity is used between NG-RAN and the AIOTF, NG-RAN sends the selected AIOTF ID to AMF which can then route the message to the selected AIOTF.
E. When AIOTF receives the Temporary ID and it indicates another AIOTF, the selected AIOTF fetches the AIoT Device context from that AIOTF. When the AIOTF receives the AIoT Device Identity, the AIOTF creates the AIoT Device context for the AIoT Device.
F. The AIOTF performs authentication and security procedures, and stores the security information in the AIoT Device context.
NOTE 5:	 Details of authentication and security procedures will be determined by SA3 WG.
G. The AIOTF may retrieve the AIoT Device subscription data from the ADM. The AIOTF determines the ADM for the AIoT Device based on the AIoT Device Identity.
H. If the registration is accepted, the AIOTF sends the Registration Accept to the AIoT Device, which may include a new Temporary ID and AIoT Registration Area, and the AIoT Device acknowledges the AIOTF by sending a Registration Complete message. An AIoT Registration Area provided to the AIoT Device contains:
· A Reader list, AIoT tracking area code (TAC), or an AIoT Area List. The AIoT Device performs Mobility Registration Update if it moves outside of the list, TAC or AIoT Area List.
· Be hierarchical and be the first part of a TAC or a partial TAC. The AIoT Device performs Mobility Registration Update if the supplied part of the TAC no longer matches the TAC where the AIoT Device is.
I. AIOTF stores the AIoT Device registration state “registered” in the AIoT Device context. The AIOTF registers itself with ADM as serving AIOTF for the AIoT Device as well as AIoT Device registration state.
J. ADM informs old AIOTF (if available) that it is no longer the serving AIOTF for the AIoT Device, and the old AIOTF removes the AIoT Device context locally.
Mobility registration
Mobility registration is supported and initiated by the DO-A capable AIoT Device, when it moves outside of an AIoT Registration Area. 
NOTE:	It is assumed NG-RAN can support the AIoT Device to identify whether it has moved from the current AIoT Registration Area e.g., broadcast the area information to the AIoT Device. Details will be decided by RAN WG, The principles of mobility registration are same as initial registration, with the following clarification:
The D2R parameters contains Temporary ID, which was allocated by the AIOTF
In the NAS Registration Request, the Registration Type indicates Mobility Registration
Periodic registration
Periodic registration is optionally supported by the AIoT Device. After successful registration to the network, the AIoT Device may start a periodic registration timer locally and perform periodic registration when the periodic registration timer expires.
The principles of periodic registration are same as initial registration, with the following clarification:
· The D2R parameters contains Temporary ID, which was allocated by the AIOTF
· In the NAS Registration Request, the Registration Type indicates Periodic Registration
NOTE 6: AIOTF may start the periodic registration timer for the AIoT Device after its registration. When the timer expires, the AIOTF may determine the AIoT Device state becomes de-registered. Optionally the AIOTF may remove the AIoT Device context, and update the AIOT Device registration state in the ADM.
7.1.Y.3	DO-A data transfer
· AIoT Device initiates the DO-A data transfer, triggered by local configuration or device implementation. The local configuration can be pre-configuration or configuration by the AF using the AIoT command procedure.
Editor’s note:	It is FFS the potential enhancement of Rel-19 command procedure to support configuration by the AF to the AIoT Device.
· The AIoT Device sends D2R message to NG-RAN, including the Temporary ID and the DO-A data. The DO-A Data is included in the AIoT UL NAS message. The AIoT UL NAS message is security protected. The AIoT Device may provide NG-RAN with an indication that follow on NAS message(s) to or from the AIoT Device or AIOTF are expected. When NG-RAN receives a follow-on indication, it can ensure that subsequent messages can be sent from the AIoT Device.
NOTE 1:	 Details of security protection of AIoT UL NAS message will be determined by SA3 WG.
· Based on the Temporary ID, NG-RAN selects the AIOTF, and forwards the AIoT UL NAS message and the RAN AIoT Device NGAP ID to the selected AIOTF.
· The AIOTF obtains the target AF information for the AIoT Device through subscribing to the ADM. The target AF information is stored in the AIoT Device data profile of the AIoT Device.
NOTE 2:	The target AF information can be provisioned by the AF. Details refer to clause 7.1.y.4
· The AIOTF forwards the AIoT Device ID, DO-A Data and the target AF information an NEF. The NEF does not have to be the same NEF that that AF used to provide the routing information to the network.
· The NEF forwards the AIoT Device ID, DO-A Data to the AF based on the target AF information.
7.1.Y.4	AF configuration to the network
AF configure to the network is supported to configure the target AF information for the purpose of DO-A data transfer from AIOTF to the AF via NEF.
Editor’s note:	Other purpose for the AF configuration is FFS.
· The AF sends AIoT Device information, AF Identifier, validity time to the NEF. The validity time is used to indicate the how long network maintains the DO-A configuration information. This message is also used by the AF to subscribe to be notified of the DO-A Data transferred by the AIoT Device indicated by the AIoT Device information.
· The NEF selects an ADM based on the AIoT Device information received from the AF.
· The NEF sends the AIoT Device information, AF Identifier, validity time to the ADM.
· The ADM validates the request from the NEF and stores the AF information i.e., AF Identifier and validity time, in the AIoT Devices data profile 
· The ADM replies to NEF to confirm the AF information has been stored.
· The NEF replies to the AF to acknowledge the result of AF configuration.
7.1.Y.5	AF configuration to AIoT Device using AIoT Command
Editor’s note:	It is FFS the potential enhancement of Rel-19 command procedure to support configuration by the AF to the AIoT Device.
* * * * End of changes * * * *
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