

	
3GPP TSG-WG SA2 Meeting #172	S2-250xxxx
Dallas, USA, 17 - 21 November 2025
	CR-Form-v12.3

	CHANGE REQUEST

	

	
	23.501
	CR
	6470
	Rev
	1
	Current version:
	19.5.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Clarification of Ambient IoT data in UDR

	
	

	Source to WG:
	Vivo

	Source to TSG:
	SA2

	
	

	Work item code:
	AmbientIoT-ARC
	
	Date:
	2025-11-07

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-19

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19) 
Rel-20	(Release 20)

	
	

	Reason for change:
	SA3 has specified that device credentials can be stored only in the ADM (LS S2-2509873). In TS 23.501, UDR may store Ambient IoT data (including AIoT device profile data and AF authorization data). The term of "Ambient IoT data" is also used for Command procedure The Ambient IoT data in UDR should be clarified that it only refers to the AF authorization data to align with SA3 specifications.

	
	

	Summary of change:
	Change "Ambient IoT data" to "Ambient IoT Configuration Data" and reference to TS 23.369Clarifications of “AF authorization data” in places of “Ambient IoT data” for UDR in TS 23.501.

	
	

	Consequences if not approved:
	Confusion of the data stored in UDRThe Ambient IoT data in UDR includes AIoT device profile data, which is not aligned with SA3 specifications.

	
	

	Clauses affected:
	4.2.5, 6.2.11

	
	

	
	Y
	N
	
	

	Other specs
	X
	
	 Other core specifications	
	TS 23.369 CR ..., TS 23.502 CR … 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1



START OF CHANGES 
[bookmark: _Toc20150197][bookmark: _Toc27847005][bookmark: _Toc36188136][bookmark: _Toc45184046][bookmark: _Toc47342888][bookmark: _Toc51769590][bookmark: _Toc209600887]4.2.5	Data Storage architectures
As depicted in Figure 4.2.5-1, the 5G System architecture allows any NF to create/read/update/delete its unstructured data in a UDSF (e.g. UE contexts). If such an NF is using UDSF is part of an NF set, then any of the NF instance within this NF set may read/update/delete the unstructured data that was created by this NF. The UDSF belongs to the same PLMN where the network function is located. CP NFs/NF Sets may share a UDSF for storing their respective unstructured data or may each have their own UDSF (e.g. a UDSF may be located close to the respective NF).
NOTE 1:	Structured data in this specification refers to data for which the structure is defined in 3GPP specifications. Unstructured data refers to data for which the structure is not defined in 3GPP specifications.
NOTE 2:	If a NF Set has its own UDSF, it is up to UDSF implementation and deployment that only the NF instance within the set can access the data created by another NF instance within the NF set. If a UDSF is shared between several NFs not part of the same set or is shared between several NF sets, it is up to UDSF implementation and deployment to make sure that only NFs that are authorized can access the data. For further information about Guidelines and Principles for Compute-Storage Separation see Annex C.


Figure 4.2.5-1: Data Storage Architecture for unstructured data from any NF
NOTE 3:	3GPP will specify (possibly by referencing) the N18/Nudsf interface.
As depicted in Figure 4.2.5-2, the 5G System architecture allows the UDM, PCF, NEF and ADM to store data in the UDR, including subscription data and policy data by UDM and PCF, structured data for exposure and application data (including Packet Flow Descriptions (PFDs) for application detection, AF request information for multiple UEs) by the NEF, Ambient IoT Configuration data by ADM. UDR can be deployed in each PLMN and it can serve different functions as follows:
-	UDR accessed by the NEF belongs to the same PLMN where the NEF is located.
-	UDR accessed by the UDM belongs to the same PLMN where the UDM is located if UDM supports a split architecture.
-	UDR accessed by the PCF belongs to the same PLMN where the PCF is located.
-	UDR accessed by the ADM belongs to the same network where the ADM is located.
NOTE 4:	The UDR deployed in each PLMN can store application data for roaming subscribers.




Figure 4.2.5-2: Data Storage Architecture
NOTE 5:	There can be multiple UDRs deployed in the network, each of which can accommodate different data sets or subsets, (e.g. subscription data, subscription policy data, data for exposure, application data) and/or serve different sets of NFs. Deployments where a UDR serves a single NF and stores its data and, thus, can be integrated with this NF, can be possible.
NOTE 6:	The internal structure of the UDR in figure 4.2.5-2 is shown for information only.
NOTE 7:	Reference point AIOT7 is defined in clause 4.3, TS 23.369 [220].
The Nudr interface is defined for the network functions (i.e. NF Service Consumers), such as UDM, PCF, NEF and ADM, to access a particular set of the data stored and to read, update (including add, modify), delete and subscribe to notification of relevant data changes in the UDR.
Each NF Service Consumer accessing the UDR, via Nudr, shall be able to add, modify, update or delete only the data it is authorised to change. This authorisation shall be performed by the UDR on a per data set and NF service consumer basis and potentially on a per UE, subscription granularity.
The following data in the UDR sets exposed via Nudr to the respective NF service consumer and stored shall be standardized:
-	Subscription Data.
-	Policy Data.
-	Structured Data for exposure.
-	Application data: Packet Flow Descriptions (PFDs) for application detection and AF request information for multiple UEs, as defined in clause 5.6.7.
-	Ambient IoT Configuration data, as defined in clause 4.5.8 in TS 23.369 [220].
The service based Nudr interface defines the content and format/encoding of the 3GPP defined information elements exposed by the data sets.
In addition, it shall be possible to access operator specific data sets by the NF Service Consumers from the UDR as well as operator specific data for each data set.
NOTE 8:	The content and format/encoding of operator specific data and operator specific data sets are not subject to standardization.
NOTE 9:	The organization of the different data stored in the UDR is not to be standardized.

SECOND OF CHANGES 

6.2.11	UDR
The Unified Data Repository (UDR) supports the following functionality:
-	Storage and retrieval of subscription data by the UDM.
-	Storage and retrieval of Ambient IoT Configuration data, as defined in clause 4.5.8 in TS 23.369 [220], by the ADM.
-	Storage and retrieval of policy data by the PCF.
-	Storage and retrieval of structured data for exposure.
-	Application data (including Packet Flow Descriptions (PFDs) for application detection, AF request information for multiple UEs, 5G-VN group information for 5G-VN management, Non-3GPP Device Identifier Information).
-	Storage and retrieval of NF Group ID corresponding to subscriber identifier (e.g. IMPI, IMPU, SUPI).
The Unified Data Repository is located in the same PLMN or in the same network as the NF service consumers storing in and retrieving data from it using Nudr. Nudr is an intra-PLMN interface.
NOTE 1:	Deployments can choose to collocate UDR with UDSF.

END OF CHANGES

image1.emf
N18/Nudsf Any NF UDSF


Microsoft_Visio_2003-2010_Drawing.vsd
N18/Nudsf


Any NF


UDSF



image2.emf
Subscription Data

Policy Data

Structured Data

for exposure

Application Data

UDR

UDM

PCF

NEF

Data Access Provider

Nudr

N35

N37

N36

ADM

AIOT7 

Ambient IoT Data


Microsoft_Visio_Drawing.vsdx
Subscription Data
Policy Data
Structured Data
for exposure
Application Data
UDR
UDM
PCF
NEF
Data Access Provider

Nudr
N35
N37
N36
ADM
AIOT7
Ambient IoT Data



image3.emf
Subscription Data

Policy Data

Structured Data

for exposure

Application Data

UDR

UDM

PCF

NEF

Data Access Provider

Nudr

N35

N37

N36

ADM

AIOT7 

Ambient IoT 

Configuration Data


Microsoft_Visio_Drawing1.vsdx
Subscription Data
Policy Data
Structured Data
for exposure
Application Data
UDR
UDM
PCF
NEF
Data Access Provider

Nudr
N35
N37
N36
ADM
AIOT7
Ambient IoT Configuration Data



