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Abstract of the contribution: This contribution is to propose the interim agreement for KI#2.

1. Discussion
Based on TR 23.700-30 V0.2.0, Solutions #1-#19 are to address KI#2 Support of DO-A Capable AIoT Devices. Main issues and alternative options are summarized below:

a) DOA Device Registration
a1) Whether registration is needed or not?
	Solutions #1, #2, #4, #9, #11, #13, #14, #18, and #19 require registration or registration-like procedures. Devices must actively register with the network (e.g., via device-initiated or network-triggered processes) to authenticate presence, establish AIoT Device context, and enable subsequent DO-A data transmission.
	Solutions #5 and #6 do not require registration, relying on pre-configured routing or event-triggered reporting. Devices send DO-A data autonomously without the need of prior network registration.
	Other Solutions focus on other aspects which are dependent on registration procedure.
Whether the registration is required or not depends on what data is sent and whether the dynamic security context is required before sending the DOA data. Performing the registration procedure before sending the DOA data seems not efficient.
a2) Mobility registration update
	Solutions #11, #13, #14, and #18 mentioned mobility registration updates. Devices should inform the network when moving outside registered areas. While how to trigger the mobility registration update (detecting the device is outside the configured area) may need RAN WG coordination.
	Solutions # 11, #13, #14 have also considered periodic registration update. Periodic registration update procedure will be triggered if the periodic timer expires.
The periodic and mobility registration update procedure can be used if the device location is required to be accurate for the network. And the AIoT Device can trigger the mobility registration update procedure if the AIoT Device moves out of the registration area. What to be included in the registration area will require coordination with RAN WG. This will depend on what information (e.g. TAC or AIoT serving area) can be broadcasted in the SIB. The periodic timer running in the AIoT Device make the AIoT Device complex. And if there is no downlink data required, or the inventory and command can be used to handle the DT data, It seems that the periodic and mobility registration update procedure is not necessary.

a3) Initial Registration trigger
[bookmark: _Hlk212739176][bookmark: _Hlk212739185]	Solutions #1, #2, #8, #9, #11, #14, and #18 support DOA device autonomously triggers the initial registration based on configuration (power on or enabled) or specific status check (existing data to report).
	Solutions #4 and #13 support network trigger the initial registration.
The trigger for the Initial registration will be left to implementation without standardization if the registration is required.
[bookmark: _Hlk212739129]a4) Initial PLMN selection
	Solutions #2, #8 and #18 support that the Device should provide PLMN ID in D2R message.
If the NG-RAN is shared by multiple PLMNs, then PLMN ID provided in the lower layer is required. If NG-RAN is not shared by multiple PLMNs, the PLMN ID is not required in the lower layer. In Rel-20, it is proposed not to support the multiple PLMNs case.
Other Details of PLMN selection optimization (e.g. only the home PLMN ID can be selected) can be left to CT1.

b) DOA report trigger
b1) Device trigger
	Solutions #5, #6 and #19 support event-based triggering, where AIoT devices report DOA data in response to specific events such as detecting DO-A trigger broadcast signal, threshold exceedances (e.g., temperature higher than a configured value) or other device-specific conditions configured by the AF.
	Solutions #3, and #19 support timer-based triggering, involving periodic reporting according to configured timers or time-based intervals, such as for sensor data collection.
	Solutions #2, #17, and #18 support data-pending triggering, where devices autonomously initiate DOA reports when they have pending data to send, based on internal data availability.
Periodic triggering will definitely increase the complexity of the AIoT Device and running periodic timer can also cost additional energy of the AIoT Device and make the AIoT Device complex.
Even based triggering can be considered as application layer handling (threshold exceedances (e.g., temperature higher than a configured value) or other device-specific conditions configured by the AF.). Those conditions is not in the scope of 3GPP. 
AS layer DoA triggering require further coordination with RAN WG.
b2) Network trigger
	Solutions #4, and #15 support network-triggered initiation, involving network signals like inventory procedures or paging to initiate registration or data reporting.
AS layer DoA triggering require further coordination with RAN WG.
b3) DOA report activation
	Solution #19 supports AF-controlled activation, where DOA reporting is enabled or disabled by AF commands through NEF, with triggers occurring under activated conditions.
Those conditions configured in AIoT Device is not in the scope of 3GPP. 

c) DOA message routing to AIOTF
c1) AIOTF selection
	Solutions #5, #11, #14 and #18 support using temp ID for AIOTF selection.
	Solutions #12 support using AIOTF information in DOA message for AIOTF selection.
	Solutions #5, #8, #9, #11, and #18 support using local configuration or stored information at the reader side for AIOTF selection.
There was no some discussion in the last whether the Temp ID will include the AIOTF ID. However there was no consensus on this. No matter whether the Temp id can include the AIOTF ID or not, the AIOTF ID is needed to be sent to AIoT device along with Temp ID. If the AIoT Device can provide AIOTF ID to the NG-RAN, the NG-RAN can use it for the AIOTF selection. If the AIoT Device has not provided the AIOTF ID to the NG-RAN or the NG-RAN does not have the connection with the corresponding AIOTF, then the NG-RAN can select an AIOTF based on the local configuration. 
d) DOA message routing from AIOTF to AF
d1) DOA Data Delivery configuration: AF subscribe to AIOTF
	Solutions #5 #8 and #10 mention that AF should subscribe to AIOTF for DOA data notification. 
DOA Data Delivery configuration is required to the AIOTF.
d2) AF selection
	Solutions #5, #6, #7, and #11 support carrying target AF information directly in the DOA data. In these solutions, the DOA message includes target AF information (e.g., AF ID or routing information), enabling AIOTF to route data to target AF. 
	Solutions #1 #8, #10, #18 support not carrying AF information but using subscription or profile-based methods for routing. In these solutions, the DOA data does not contain AF information; instead, routing relies on pre-configured subscriptions or profiles stored in entities like ADM or AIOTF.
If the AIoT Device is allowed to send the DOA Data to multiple AFs, the target AF information is required when the AIoT device triggers the DOA Data. If the target AF information is not included and the AIoT Device is only allowed to send the DOA Data to a specific AF, the AIOTF can retrieve the AF information from the ADM.
d3) DOA message routing from serving AIOTF to AF
	Solutions #1, #8, #10, #11, #18 support DOA data directly sent from Serving AIOTF to AF. 
	Solutions #5 supports that the serving AIOTF forwards the DOA data to AF subscribed AIOTF and subscribed AIOTF sends the DOA data to AF using the AF transaction ID.
If the DOA Data Delivery configuration is not configured in the AIOTF which has received the DOA data, then the AIOTF can retrieve the subscribed AIOTF from the ADM and forward the DOA Data to the subscribed AIOTF.
e) DOA message ACK
e1) whether DOA message ACK is needed
This may be required.
e2) how to send the DOA message ACK to the DOA device
This DOA ACK message can be delivered to the AIoT Device if the radio resources have not been released. Otherwise the Inventory and Command defined in TS23.369 is triggered.
f) Security issues
Security protected of the NAS message including the DOA Data is required. Those details can be left to SA3.



2. Proposal
It is proposed to agree the following changes to 3GPP TR23.700-30.


* * * * First Change * * * *
7.1.X	Agreed Principles for KI#2
The following principles are agreed for KI#2 to support DOA capable Ambient IoT Devices in Topology 1.
Both direct connectivity and indirect connectivity defined in TS 23.369 [3] will be enhanced to support DOA capable Ambient IoT Devices.
AIoT Registration:
-	AIoT Registration is not required for the AIoT Device. 
DOA Data Delivery:
-	How the AIoT device triggers the DOA Data Delivery is implementation issue and not standardized. 
-	When the AIoT Devices sends DOA Data, the AIoT Device sends the DOA Data included in the NAS message. If the AIoT Device is allowed to send the DOA Data to multiple AFs, the target AF information is required in the NAS message when the AIoT device triggers the DOA Data. If the target AF information is not included and the AIoT Device is only allowed to send the DOA Data to a specific AF, the AIOTF can retrieve the AF information from the ADM.
AIOTF selection:
-	When the DOA Data Delivery procedure, the AIoT Device provides the AIOTF information in the lower layer to the NG-RAN, the NG-RAN can select this AIOTF. If the provided AIOTF can not be selected, then the NG-RAN can select the AIOTF based on the local configuration.
NOTE 1:	AIOTF selection requires coordination with RAN WGs.
DOA Data Delivery configuration:
-	DOA Data Delivery configuration is performed by the AF via NEF.
-	If the DOA Data Delivery configuration is not configured in the AIOTF, then the AIOTF can retrieve the subscribed AIOTF from the ADM and forward the DOA Data to the subscribed AIOTF.
DOA message ACK
-	This DOA ACK message can be delivered to the AIoT Device if the radio resources have not been released. Otherwise the Inventory and Command defined in TS 23.369 [3] is triggered.
NOTE 2:	The principles to support DO-A capable AIoT Devices in topology 2 will be revisited later after the KI#1 is concluded.


* * * * End of Changes * * * *
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