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1.	Discussion
This pCR proposes to capture
-	Several solutions variants based on selected input solutions for KI#2 (SBA framework)
-	list of the submitted input solutions in Annex X
2.	Text proposal
It is proposed to agree the following changes vs. TR 23.801-01:

* * * First Change * * * *
[bookmark: _GoBack]6.X	Solutions to KI#2
6.X.0	High Level Summary of Solution variants for KI#2
This clause shows the summary of solution variants for KI#2: SBA framework. 
Table 6.X.0-1: Summary of solution variants for KI#2
	Solution variant
	Classification
	Submitted solution

	NF/NF service registration, discovery and selection

	2.1
	Enhancements on NF profile, including the following
	

	
	a. adding new parameter to optimize the consumer NF discovery
	Solution 3 and 4 propose several new parameters. 
Solution 13 propose that the NRF can store the NF consumer status  prediction by using AI 

	
	b. Re-organizing or simplifying existing parameters to optimize the NRF interaction
	Solution 8 propose to split the NF profiles into basic information (NF type, NSSAI, DNN, served geographical areas, PLMN). The NRF stores full NF profile
Solution 10 propose to re-organize the NF profile to have a better structured data modelling.
Solution 15 propose to reduce the NF profile stored in the NRF. The NRF doesn’t store full NF profile.

	2.2
	Enhancement on NF/NFs discovery and selection procedure
	

	
	a. The NF discovery and selection are always delegated to NF producer side or SCP in the target PLMN 
	Solution 2 propose that NF selection for an NF producer is always performed by an SCP in the target PLMN
Solution 10 propose that the NF consumer always delegates the NF discovery and selection logic to NF producer side

	
	b. SCP enhancements to further optimize the NF discovery, 
	Solution 1 propose the SCP to store the routing metrics such as Load, Delay, Error rate and possibly customized info towards a producer NF (or towards a producer SCP) and will use Event Exposure service and subscribe/notify service operations to share routing metrics info with other SCPs or/and NFs
Solution 4 proposes to reduce dependency on third-party service meshes and orchestrator-specific APIs by standardizing discovery inputs/outputs and profile attributes.
Solution 6 propose that the SCP uses the predictions from external AF (Routing Advisor AI) for assisting in routing decisions and policy

	
	c. Further optimization on the NF discovery  procedure, including the NF profile proactively downloading and caching, implicit subscription for NF Status notifications
	Solution 8 proposes the NF profile proactively downloading and caching
Solution 9 proposes implicit subscription for NF Status notifications
Solution 10 proposes to avoid extra real-time "discovery" signaling between NF consumer/SCP and NRF like network functions.

	NF/NF service resilience, scalability, efficiency and load balance

	2.3
	NF set support for all NFs, including the SCP.
	Solution 1 propose SCP set concept
Solution 7 propose to use NF set for all NFs and remove backup AMF

	2.4
	Distributed NRF architecture
	Solution 5 propose a Hierarchical NRF architecture
Solution 12 propose to define architecture requirement for distributed NRF

	2.5
	NF Stateless architecture
	Solution 12 propose a stateless architecture for some NFs(i.e., AMF, SMF, PCF, and NRF )

	New SBA framework

	2.6
	6G Interconnection Framework
	Solution 10 propose a 6G Interconnection Framework to make NF consumer agentization and allow dynamically composition of parts of procedure

	2.7
	Hybrid Centralized and Distributed Core Architecture
	Solution 5 introduces a Hybrid Centralized and Distributed Core Architecture designed to improve scalability, resiliency, and efficiency by distinguishing between stationary/static devices and mobile devices, utilizing Distributed Edge Cores for local processing and a Centralized Core for global coordination.

	8
	SBA Framework enhancement for Unified Event Exposure Framework
	Solution 14 propose to define a centralized entity (unified Event exposure entity) with enhanced functionality to manage the event subscription and distribution to consumer NFs

	9
	Common NRF for both 5G and 6G
	Solution 11 proposes a shared/common NRF for the unified management and discovery of 5G/6G network functions.

	10
	A Generic Framework to Support Communication with Operator Services
	Solution 16 proposes to re-use the framework of 5G SBI to allow the 6G-RAN to connect to the SBI and route messages between the UE and NF that provide operator services




[bookmark: startOfAnnexes][bookmark: _Toc204948592][bookmark: _Toc204948719][bookmark: _Toc206752137][bookmark: _Toc214981698][bookmark: _Toc214989623][bookmark: _Toc215056200][bookmark: _Toc215665847]6.X.1	Solution variant #2.1: Enhancements on NF profile
[bookmark: _Toc500949099][bookmark: _Toc204948593][bookmark: _Toc204948720][bookmark: _Toc206752138][bookmark: _Toc214981699][bookmark: _Toc214989624][bookmark: _Toc215056201][bookmark: _Toc215665848]6.X.1.0	Topics addressed and High-level Solution Principles
[bookmark: _Toc500949101]This clause address the following bullet 1 of KI#2 SBA framework.
1	Study whether and how to optimize NF/NF service registration, discovery and selection for efficient message forwarding compared with 5G.
In this solution, NF profiles are simplified or enhanced to optimize the NF/NF-NRF interaction, e.g., by reducing the frequency and volume of interactions, e.g., during service selection. New parameters are also proposed in NF profile. The followings are high-level solution principles:
-	Adding new parameter to optimize the consumer NF discovery
-	Re-organizing or simplifying existing parameters to optimize the NRF interaction
[bookmark: _Toc204948594][bookmark: _Toc204948721][bookmark: _Toc206752139][bookmark: _Toc214981700][bookmark: _Toc214989625][bookmark: _Toc215056202][bookmark: _Toc215665849]6.X.1.1	Description
To minimize NRF interactions, NF profiles are either enhanced or re-organized, according to the following:
a.	NF profiles are proposed to add the following new parameters: 
-	Dynamic service-related attributes (e.g. real-time or near-real-time to reflect the immediate status of the NF service instance, such as load level or availability state and reliability scores) of NF service instances beyond static attributes (submitted solution#3)
-	NF capability information, including (submitted solution#3)
-	Indicators related to the processing or handling capacity of an NF service instance;
-	Locality-related information of the NF service instance, such as deployment context or relative proximity;
-	Supported service profiles or service characteristics relevant for NF service consumption.
-	Service dependency information: relationships or dependencies between NF services), and resilience categorization (submitted solution#3)
-	Topology domain information of the NF instance (submitted solution#4)
-	Reachability of NF producer by using AI technology prediction (submitted solution#13)
b.	NF profiles are proposed to be simplified or re-organize as follows:
-	The NF profiles are split into basic information (NF type, NSSAI, DNN, served geographical areas, PLMN). The NRF stores full NF profile (submitted solution#8)
-	The NF profile and discovery factors are simplified leaving only basic information,  e.g. NF instance ID, NF type, PLMN ID in the case of PLMN, PLMN ID + NID in the case of SNPN, Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID, FQDN or IP address of NF, NF Set ID, NF Service Set ID of the NF service instance, etc. The NRF only stores a reduce set of NF parameters. i.e., The full NF profile is not stored in NRF anymore. The NF consumer uses the basic information of the NF profile to discover a list of NF producers and retrieve the full NF profiles from the NF producers and then perform NF discovery and selection. (Submitted solution#15)
-	The NF profile is re-organized in order to have a better structured data modelling: (submitted solution#10)
1)	routing category items (e.g., Network ID, UE location, NF Info: [e.g., NF Type, NF Instance ID, NF Service Area, list of supported service type and service version])
2)	resilience category items (e.g., NF Set ID, NF capacity, NF load, NF priority), and
3)	service-specific category (service type, UE ID, Routing Indicator, DNN, S-NSSAI, DNAI etc.). 
	The routing category and resilience category are commonly used for all types of NFs. The different sets of supported capabilities and features are mapped to different service versions.
[bookmark: _Toc204948595][bookmark: _Toc204948722][bookmark: _Toc206752140][bookmark: _Toc214981701][bookmark: _Toc214989626][bookmark: _Toc215056203][bookmark: _Toc215665850]6.X.1.2	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc204948596][bookmark: _Toc204948723][bookmark: _Toc206752141][bookmark: _Toc214981702][bookmark: _Toc214989627][bookmark: _Toc215056204][bookmark: _Toc215665851]6.X.1.3	Services, Entities and Interfaces
6.X.1.4	Issues

6.X.2	Solution variant #2.2: Enhancement on NF/NFs discovery and selection procedure
6.X.2.0	Topics addressed and High-level Solution Principles
This clause address the following bullet 1 of KI#2 SBA framework.
1	Study whether and how to optimize NF/NF service registration, discovery and selection for efficient message forwarding compared with 5G.
In this solution, NF profiles are simplified or enhanced to optimize the NF/NF-NRF interaction, e.g., by reducing the frequency and volume of interactions, e.g., during service selection. New parameters are also proposed in NF profile. The followings are high-level solution principles:
a	Move delegation to the producer side or delegation of roaming discovery to the target PLMN to reduce cross-border profile exchang 
b	Enhance the SCP to further optimize the NF discovery
c	NF/NFs discovery and selection mechanisms are further optimized. 

6.X.2.1	Description
The NF/NFs discovery and selection mechanisms are optimized as follows:
a.	The NF discovery and selection are always delegated to NF producer side or SCP in the target PLMN:
-	The NF consumer always delegates the NF discovery and selection logic to NF producer side (submitted solution#10)
-	In roaming case, NF selection for an NF producer is always performed by an SCP in the target PLMN (submitted solution#2)
-	The NF service consumer in the source PLMN provides delegated discovery and selection parameters to that SCP.
-	An exchange of NF profiles between NRF in different PLMNs is no longer applicable.
-	To enable an NF in the source PLMN to build service request taking into account capabilities of the target PLMN, an exchange of PLMN NF capabilities (i.e. capabilities per NF type available in the PLMN) is used between NRFs in different PLMNs, and from the NRF in the source PLMN towards the NF service consumer in the source PLMN
b.	SCP enhancements to further optimize the NF discovery 
-	The SCP stores routing metrics such as Load, Delay, Error rate and possibly customized info towards a producer NF (or towards a producer SCP) and will use Event Exposure service and subscribe/notify service operations to share routing metrics info with other SCPs or/and NFs (submitted solution#1)
-	The SCP uses the predictions from external AF (Routing Advisor AI) for assisting in routing decisions and policy (submitted solution#6).
c.	Further optimization on the NF/NFs discovery procedure
-	NF consumer or SCP may subscribe at the NRF for information about NF profiles which are recommended to be proactively downloaded and cached. The NRF provides a priority-ordered list of NF Ids together with basic information about the NFs (NF type, NSSAI, DNN, served geographical areas, PLMN. The NRF can also provide information about NFs (NF types, DNN, NSSAIs, areas, PLMNs) for which no recommended NF IDs are provided and on-the-fly discovery interactions with the NRF are recommended when related service requests are encountered. The NRF determines recommendation based on discovery request patterns (submitted solution#8)
-	The NF consumer implicit subscription for NF Status notifications when doing NF discovery, i.e. the consumer adds a Notification Endpoint in a discovery request, and for all returned NF profiles from NRF to the NF consumer, the eNRF implicitly assumes that the NF consumer subscribes to the NF status of these NFs. (submitted solution#9)
6.X.2.2	Procedures
6.X.2.3	Services, Entities and Interfaces
6.X.2.4	Issues

6.X.3	Solution variant #2.3: NF set support
6.X.3.0	Topics addressed and High-level Solution Principles
This clause addresses the following bullet 2 of KI#2 SBA framework.
2	Study whether and how to improve NF/NF service resiliency, scalability, efficiency and load balancing, compared with 5G.
The followings are high-level solution principles:
-	Reduced complexity through interchangeability:  NF set concept is the only redundancy concept used for NF and SCP resilience, as it applies to all NFs, NFs within a set are fully interchangeable, unlike the “Backup AMF” concept specify to only one NF Type. Therefore, the NF service set and backup AMF concepts are not applicable for 6G core network
-	NF set concept is also applicable for SCP
6.X.3.1	Description
NF set concept is the only redundancy concept used for NF and SCP resilience, as it applies to all NFs and NFs within a set are fully interchangeable. The NF service set and backup AMF concepts are not applicable for 6G core network (submitted solution#7)
To improve scalability for SCP set (submitted solution#1): 
-	Any SCP can share routing metrics (load, delay, error rate) with other SCPs from other sets or/and with NFs to improve scalability by enabling SCPs to avoid overloaded paths
-	SCPs that belongs to the same SCP set share, by definition, routing metrics. Consequently, nothing special has to be done for them. However, SCPs outside of the same Set can subscribe to each other to receive routing metrics info. SCPs will use their Event Exposure service and subscribe/notify service operations to share routing metrics info with other SCPs or/and NFs
6.X.3.2	Procedures
6.X.3.3	Services, Entities and Interfaces
6.X.3.4	Issues

6.X.4	Solution variant #2.4: Distributed NRF architecture
6.X.4.0	Topics addressed and High-level Solution Principles
This clause addresses the following bullet 2 of KI#2 SBA framework.
2	Study whether and how to improve NF/NF service resiliency, scalability, efficiency and load balancing, compared with 5G.
The followings are high-level solution principles:
-	Define architecture requirements for distributed NRF architecture to support NRF resilience.

6.X.4.1	Description
-	Define architectural requirements for NRF behavior when NRF information is distributed or shared. In deployments where multiple NRF instances are used or where NRF profile information is distributed or shared, architectural requirements shall be defined to ensure that NF discovery and selection behave consistently. This includes high‑level expectations on the availability and handling of NRF information when such information is synchronized or accessed across NRF instances. These requirements support the resiliency and scalability objectives of KI#2, particularly in distributed SBA deployments. (Submitted solution#12)
-	Hierarchical Discovery and Reporting: Local NRFs in the Distributed Edge Core manage local discovery and propagate summaries to Central NRF in the Centralized Core. (Submitted solution#5)

6.X.4.2	Procedures
6.X.4.3	Services, Entities and Interfaces
6.X.4.4	Issues

6.X.5	Solution variant #2.5: NF Stateless architecture
6.X.5.0	Topics addressed and High-level Solution Principles
This clause addresses the following bullet 2 of KI#2 SBA framework.
2	Study whether and how to improve NF/NF service resiliency, scalability, efficiency and load balancing, compared with 5G.
The followings are high-level solution principles:
-	Stateless architecture and external storage: NFs maintain local context; dynamic data is stored externally to allow NFs to fail and restart without data loss. NF concept is proposed for AMF, SMF, PCF, and NRF in 6GC. Other NFs are not covered by this solution.

6.X.5.1	Description
To improve independent scaling of processing and storage resources, a or Stateless architecture is introduced for some NF (i.e., AMF, SMF, PCF, and NRF ) that do not hold local UE/Session context but rather access data, dynamically, from an external storage (e.g., UDSF), is proposed. (Submitted solution#12)
-	Define the architectural interface and interaction principles between Stateless NFs and external data storage such as UDSF or a suitable storage component. The interface efficiency should be considered. The details protocol are expected to be handled in CT4.
-	Define and standardize the data model for dynamic data (e.g. UE context) stored in external data storage such as UDSF or a suitable storage component. The purpose is to specify a common representation of existing UE/MM/SM context that enables interoperable use of external data storage across different implementations and deployment scenarios. Standardizing a minimal, consistent data model for essential UE/MM/SM context enables interoperable use of external storage
-	Define architectural requirements for coexistence with stateful NFs, in order to ensure that the stateless enhancement do not mandate full adoption of externally stored state, and that operators may gradually introduce such capabilities without disrupting existing architectures, recognizing that operators may migrate gradually.

6.X.5.2	Procedures
6.X.5.3	Services, Entities and Interfaces
6.X.5.4	Issues

6.X.6	Solution variant #2.6: 6G Interconnection Framework
6.X.6.0	Topics addressed and High-level Solution Principles
This clause addresses the following bullet 2 of KI#2 SBA framework
1	Study whether and how to optimize NF/NF service registration, discovery and selection for efficient message forwarding compared with 5G.
The followings are high-level solution principles:
-	To minimize the inter-NF dependency on NF consumer when defining new NF producer or new capability/feature for NF producer: make NF consumer agentization to intelligently adapt to changes of NF producer supported capabilities/features.
-	enable different level of modularization for the network functions or procedures, allowing dynamically composition of parts of procedures to fulfil requests from UEs and AFs.

6.X.6.1	Description
6.X.6.2	Procedures
6.X.6.3	Services, Entities and Interfaces
6.X.6.4	Issues

6.X.7	Solution variant #2.7: Hybrid Centralized and Distributed Core Architecture
6.X.7.0	Topics addressed and High-level Solution Principles
This clause addresses the following bullet 2 of KI#2 SBA framework
2	Study whether and how to improve NF/NF service resiliency, scalability, efficiency and load balancing.
The followings are high-level solution principles:
-	Logical Separation of Core Layers: The architecture distinguishes between a Centralized Core (for master data, global analytics, roaming coordination) and multiple Distributed Edge Cores (for localized traffic, static device management).
-	NF Categorization based on Deployment:
1.	Lone Deployment NFs: NFs deployed exclusively at the Distributed Edge (e.g., AMF, SMF, UPF) to localize signaling and user plane traffic.
2.	Extended Deployment NFs: NFs deployed at both the Edge and the Centre (e.g., UDM, NRF, PCF, NWDAF) to balance local autonomy with global consistency.
-	Optimized Data Handling for Static vs. Mobile UEs:
1.	Static/low-mobility device data is mastered or cached locally at the Distributed Edge to reduce signaling latency and backhaul load.
2.	Mobile device data is fetched/synced from the Centralized Core as needed.
-	Hierarchical Discovery and Reporting: Local NRFs manage local discovery and propagate summaries to Central NRF. Local Analytics (i.e. NWDAF) and Charging (CHF) perform local aggregation and send refined results/records to the Centralized Core.

6.X.7.1	Description
6.X.7.2	Procedures
6.X.7.3	Services, Entities and Interfaces
6.X.7.4	Issues

6.X.8	Solution variant #2.8: SBA Framework enhancement for Unified Event Exposure Framework
6.X.8.0	Topics addressed and High-level Solution Principles
This clause addresses the following bullet 2 of KI#2 SBA framework
2	Study whether and how to improve NF/NF service resiliency, scalability, efficiency and load balancing.
The followings are high-level solution principles:
· A Unified Event Exposure Entity is introduced as a logical function in 3GPP system architecture. The UEEE may be realized as a new NF or as a functional extension of an existing NF such as SCP or DCCF. UEEE maintains subscription context including filtering criteria, authorization information, and notification endpoints. UEEE is responsible for subscription/unsubscription/pause/resume of the event. It is also responsible for applying filters and reliably delivering events to the consumers. UEEE also supports topics which can be used to logically categorize events. For example, all mobility related events can be published under mobility topic. Consumer NF can either subscribe to an event under the topic or entire topic itself.
· Producer NFs generate events related to their internal state changes or detected conditions and notify UEEE using a standardized interface. These notifications are NF-to-system interactions and do not depend on the number of event consumers. The producer NF notifies the events in a fire and forget manner and has no dependency with the consumer NF. It is important to note that few events may not be categorized under fire and forget category and can be subscribed directly through producer NF. Majority of the events exposed by producer NFs can be subscribed via UEEE.
· Consumer entities include NFs, AFs, analytics functions, and interact exclusively with UEEE to discover supported event types and to create, modify, pause/resume or delete event subscriptions.
6.X.8.1	Description
6.X.8.2	Procedures
6.X.8.3	Services, Entities and Interfaces
6.X.8.4	Issues

6.X.9	Solution variant #2.9: Common NRF for both 5G and 6G
6.X.9.0	Topics addressed and High-level Solution Principles
This clause addresses the following bullet 2 of KI#2 SBA framework
2	Study whether and how to improve NF/NF service resiliency, scalability, efficiency and load balancing.
The followings are high-level solution principles:
· NRF functions as a common network element shared by both 5G and 6G systems.
6.X.9.1	Description
6.X.9.2	Procedures
6.X.9.3	Services, Entities and Interfaces
6.X.9.4	Issues

6.X.10	Solution variant #2.10: A Generic Framework to Support Communication with Operator Services
6.X.10.0	Topics addressed and High-level Solution Principles
This clause addresses the following bullet 1 of KI#2 SBA framework
1.	Study whether and how to optimize NF/NF service registration, discovery and selection for efficient message forwarding compared with 5G.
The followings are high-level solution principles:
-	The interaction between the UE and service is facilitated by 6G-RAN routing messages between the UE and 6G Core Network Function via a connection to the Service Based Interface. 
6.X.10.1	Description
6.X.10.2	Procedures
6.X.10.3	Services, Entities and Interfaces
6.X.10.4	Issues

* * * Next Change * * * *
[bookmark: _Toc215746617]Annex X: Submitted solutions
X.Y	List of submitted solutions for KI#Y
[bookmark: _CRTable5_6_11]Table X.Y: List of submitted solutions
	Meeting
	Submitted solution#
	Company
	TDoc
	Subject/Comment

	SA2#173
	1
	Oracle
	S2-2600060
	FS_6G_ARC KI#2 new solution: SCP routing metrics sharing

	SA2#173
	2
	Nokia
	S2-2600068
	[KI#2] New Solutions for SBA framework to simplify roaming

	SA2#173
	3
	Jio Platforms
	S2-2600083
	Enhanced NF Service Registration and Discovery

	SA2#173
	4
	Jio Platforms
	S2-2600159
	[KI#2, bullet #2] New Solution to enhance NF service scalability and load balancing

	SA2#173
	5
	Jio Platforms
	S2-2600213
	[KI#2, bullet#2] Hybrid Centralized and Distributed Core Architecture

	SA2#173
	6
	Jio Platforms
	S2-2600215
	[KI#2.1, KI#18.4] SBA Framework

	SA2#173
	7
	Nokia
	S2-2600231
	[KI#2] New Solutions for SBA framework to simplify resiliency

	SA2#173
	8
	Nokia
	S2-2600233
	[KI#2] New Solutions for SBA framework to optimise NF discovery

	SA2#173
	9
	Ericsson
	S2-2600254
	[KI#2, bullet 1] Use implicit subscription in NF discovery

	SA2#173
	10
	Huawei, HiSilicon
	S2-2600345
	[KI#2, bullet#1, 2] Solutions to address SBA KI

	SA2#173
	11
	CSCN
	S2-2600368
	[KI#2, KI#17] New Solution: interworking SBA framework

	SA2#173
	12
	NTT DOCOMO
	S2-2600384
	[KI#2, bullet#1,2] Solution Proposal for KI#2 SBA Framework in 6G

	SA2#173
	13
	Samsung
	S2-2600468
	SBA framework enhancement for discovery and selection of NF producer

	SA2#173
	14
	Samsung
	S2-2600469
	SBA Framework enhancement for Unified Event Exposure Framework

	SA2#173
	15
	ZTE
	S2-2600473
	[KI#2] Simplify NF profile in NRF

	SA2#173
	16
	InterDigital
	S2-2600572
	[KI#2, KI#1.2] A Generic Framework to Support Communication with Operator Services
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