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1. Overall Description:
SA3-LI thanks SA2 and SA3 for the Reply LS on IMS Data Channel in tdocs S2-2507657 and S3-253806 respectively. SA3-LI would like to request SA2 additional clarifications on the IMS Data Channel related aspects.
SA3-LI anticipates that based on the current understanding, the architecture and functions currently specified may need adjustments in some IMS DC scenarios in order to fulfil the LI requirements of countries requiring to provide decrypted content of communication for LI targets.
SA3-LI would kindly request SA2 to confirm whether the SA3-LI understanding of each of the points 1 to 7 mentioned below is correct.
SA3-LI would also kindly request CT1 and CT4 to clarify some specific aspects related to redirection cases, as mentioned in bullet point 8.
NOTE: These points assume that the involved network providers have the LI obligation to report decrypted media for communications related to a LI target. 

Ericsson: SA2 understands that the architecture and functions currently specified needs enhancements to ensure that LI requirements of countries requiring to provide decrypted media for LI are fulfilled in all scenarios, SA2 is discussing at the moment different alternatives based on the following alternative principles:
A.	Enhance the protocol stack in the IMS AGW and TrGW by introducing a DTLS split, allowing the Point of Intercept (POI) in this nodes/NFs to have access to decrypted media while keeping DTLS on the external interfaces.  
B.	Ensure that the MF and the DSCF are always present where necessary

As this requires additional input (e.g,, from SA3) and discussion and given that no formal CR was proposed to this SA2 meeting, a final decision is expected to be taken in SA2#173 meeting.
1. SA3-LI understands that when the remote user and the local user are in the same network, it cannot be assumed that the MF and the DCSF are always present at the remote user side of the IMS session. This would limit the possibility to provide IMS DC LI (signalling and decrypted media) in case the remote user is a LI target.
Ericsson: SA2 confirm SA3-LI understanding.

2. SA3-LI understands that when the local user and the remote user are in different networks and the remote network supports the IMS Data Channel capabilities, it cannot be assumed that the MF and DCSF are always present at the remote network side of the IMS DC session. This would limit the possibility to provide IMS DC LI (signalling and decrypted media) in case the remote user is a LI target.
Ericsson: SA2 confirm SA3-LI understanding.
3. SA3-LI understands that the MF can act as HTTP Proxy only when the media is HTTP based. This would limit the possibility of using the MF as HTTP Proxy to fulfil the LI requirements when media is not HTTP based.
Ericsson: SA2 confirm SA3-LI understanding. 
4. SA3-LI understands that according to TS 23.228, the IMS DC Application Proxy configuration can only be used in case of network initiated P2P IMS DC connection. This implies that in case of UE initiated P2P, this configuration is not applicable. This would limit the possibility to use the MF as DC application Proxy to fulfil the LI requirements unless IMS DC is P2P initiated by the network.
Ericsson: SA2 confirms SA3-LI understanding based on the current specifications. However, SA2 has discussed this aspect in the current meeting and CRs have been agreed to extend the use of the IMS DC Application Proxy configuration to other cases, see tdocs…(current CRs are not complete and does not consider SA3-LI input since it was not available prior to SA2 submission deadline.)
5. SA3-LI understands that when the DC-AS is provided by a third-party provider, in order to allow reporting of decrypted media, the MF shall not act as an UDP proxy; however, when the MF acts as a DC Application Proxy the limitations addressed in bullet 4 apply and, if the MF acts as an HTTP proxy, the limitations listed in bullet 3 apply.
Ericsson: SA2 confirms SA3-LI understanding.
6. SA3-LI understands that when the remote network does not support IMS DC capabilities one of the following shall happen:
a. Remote network may reject an IMS Data Channel setup request received from the other network.
Ericsson:   As described by TS 29.165 clause 33, an INVITE or UPDATE including data channel from the originating network sent over the II-NNI will both contain the media feature tag “+sip.app-subtype” with value “webrtc-datachannel” in the SIP Contact header and may also contain “m=” lines describing data channel media in the SDP offer.
If a remote IMS network does not support IMS Data Channel, an 18x or 2xx answer to the above request will not contain such media feature tag in the Contact header. In addition, any data channel “m=” lines with data channel media will be rejected in the corresponding SDP answer.

b. The MF present in the local network may provide media transcoding towards the remote network so that the IMS Data Channel related media looks like non-IMS Data Channel related media.
Ericsson: If a local network either has pre-call information that data channel is not supported for a remote network, or if it has received a negative response to a previous attempt to setup a session with data channel, the originating local network may choose to apply interworking procedures between Data Channel-capable UE and non-Data Channel-capable UE as described by TS 23.228 Annex AC.7.9.

If SA3-LI's assumption in 6b above is correct, SA3-LI requests confirmation on how the local network is able to determine whether or not the remote network has IMS Data Channel capabilities.
Ericsson: The local network can learn remote network data channel support and non-support from the presence of media feature tag “+sip.app-subtype” with value “webrtc-datachannel” in the Contact header in 18x or 2xx responses to INVITE or UPDATE SIP requests that included such media feature tag. 
7. SA3-LI understands that when the remote network does support IMS DC capabilities but the remote UE does not, one of the following shall happen:
a. Remote network may reject an IMS Data Channel setup request received from the other network.
Ericsson: Yes, it may, using procedures and indications as described for 6.a above.

b.	The MF present in the local network may provide media transcoding towards the remote network so that the IMS Data Channel related media looks like non-IMS Data Channel related media.
Ericsson: Yes, but this would be at the originating local network choice and may be in a subsequent step to 7.a above, as outlined in 6.b above.
c. The MF present in the remote network may provide media transcoding toward the remote UE so that the IMS Data Channel related media looks like non-IMS Data Channel related media.
Ericsson: That is another option, in which case the remote network would accept the data channel media towards the originating local network over the II-NNI.
If SA3-LI's assumptions in 7b and 7c above are correct, SA3-LI requests confirmation on how the local network is able to determine either (i) whether or not the remote UE has IMS Data Channel capabilities or (ii) whether or not the remote network will do transcoding .
Ericsson: The local network can detect that the remote network has capability through presence of the media feature tag described above.
If the data channel media is rejected in an SDP answer but the media feature tag is present, either the UE does not have IMS Data Channel capability, or does not wish to receive any IMS Data Channel media, such that the local originating network could consider updating the session with transcoded legacy IMS media instead of IMS Data Channel.
The local originating network has no way of knowing if the remote network will do transcoding or not, because in either case, IMS Data Channel media will be accepted and used over the II-NNI. 
8. SA3-LI understands that when an IMS session is redirected, the two users present on the IMS session after the redirection can setup an IMS Data Channel connection provided the respective networks have IMS Data Channel capabilities. The assumptions stated in the previous bullets would be applicable to the IMS Data Channel related procedures between the two users.
Ericsson: Will be replied by CT1/CT4     

2. Actions:
To SA2 group.
ACTION: 	SA3-LI kindly request the SA2 group to provide clarifications to the issues raised in this LS in bullets 1 to 7 and consider possible enhancements to the SA2 specs, also based on possible SA3 feedbacks.
To SA3 group.
ACTION: 	SA3-LI kindly request the SA3 group to take the above points into account and provide any feedback/hint to solve the existing issues
To CT1 and CT4 groups.
ACTION: 	SA3-LI kindly request the CT1 and CT4 groups (as appropriate) to provide clarifications to the questions raised in this LS in bullet 8.

3. Date of Next SA3-LI Meetings:
SA3LI Meeting #100	27 – 30 January 2026	Sophia Antipolis, FR
